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This preface includes the following:
Audience

Related conventions

Audience

This manual is mainly for the following readers:
Engineering staff
Device Developers
Equipment maintenance personnel
Use this manual requires prior knowledge to master the following
Data communication technology

Network Management Technology

Related conventions

Term agreement

Term Meaning

Netis View Netis VIEW Integrated Network Management System

Mysqgl Netis View use Mysql database




Symbol Conventions

Cascading menu

Icon Tip Type Tip matters

@ Tip Important features or instructions
Maybe interested in personal injury or

& Note damage to the system, or cause business
interruption or loss

@ Warning May cause significant harm to human life

-> Jump to pay Steps to jump to the next steps

o

Connecting multi-level menu items

business

Two-way

> Direction for the two-way traffic signal
business
Individual

— Traffic signal direction for the individual
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Chapter 1 Platform Introduction and Installation

1.1 Platform Introduction

The network management platform is a highly customizable
and scalable network management platform. It is a
comprehensive network management platform. According to
the user's configuration, network management system can
automatically discove:r a variety of data devices on the
network and automatically draw the network topology.
User-based network topology can be conveniently manage

the entire monitoring network devices.
NMS platform includes the following features:

TOPO Management: Automatic discovery of network

devices, display devices panel, update device status;

Configuration:Service configuration for the device,



routine maintenance to provide a friendly user

interface;

Fault Management:Capture a variety of network
events and alarms, and make the appropriate inquiries

and management;

Performance Management:Relevant performance
data network equipment for real-time or on a regular
basis to monitor the statistics to facilitate user

management;

Security Management: Users can add / delete /
certification operations, assign user rights and groups,
in order to ensure the safety of their data network

equipment

1.2 Install Platform

Hardware requirement

The performance of the network management system
depends on the operating platform for CPU and memory. The
following minimum hardware configuration is configured as

network management system requirements.



Server:Pentium IV 2.8G,1G RAM
Client:Pentium 1V 1.6G,512M RAM

If the server and client running on the same machine, the

hardware configuration require are higher as well.
Software requirement
Server:Windows Server 2003,Windows XP,Windows7
Client: Windows7,Windows XP,Vista

Database: Support MySQL database



Chapter 2 NMS

Client of System provides users with very friendly user

interface, users can easily and intuitively perform various

operations on network management interface.
2.1 Start NMS

Start server, open below login interface, as below :

MNGEBMNView-Authentication

=
Welcome to Net Manager System

Host localhost -
Port 2030

User admin -
Password

e

Prepare

Picture 2-1Start

Host: default host name is: localhost, If the server and client



application is not on the same machine, you should enter the
IP address of the server's network management platform in

the 'host' office.

Port: default port is 2030, this setting is related with the server
and for communicating port, it can be connected through the
server to see which one port, generally do not need to

change.

User: Login user name of the client, the default is admin,
after entering the network management system, can add or

delete users by security management configuration items.

Password: provide the key to login.

& Notes: Network management system must be used after the user must

log into the system installation. System is installed by default super administrator user
admin, default password is 123456, it is strongly recommended to modify the network
administrator admin user password management system installed.

The main reasons for the failure of client connections are as

the following:

a. Server does not start, the host’s address and port number

input error and prompt box will pop up as shown in Fig.



The server conneckion defeat, please confirmed whether the server doesstart and reconnects!

Picture 2-2Server connection failed - connection failed window

b. Enter your user name , error message box pops up as

shown in Fig.

khe User Mok Exist!

Picture 2-3User name - connection failed window

c. Enter the wrong password, the prompt box pops up as

shown below.

Passward Errorl¥ou have left 2 opportunities!

Picture 2-4Password - connection failed window



& Notes: By default there are three chances to enter, if you enter the wrong

password three times, you automatically exit.
2.2 NMS Main Interface

The main interface is divided into the following sections: the
menu bar, toolbar, view navigation window, TOPO navigation
window, a small toolbar, view area, information, tips and status

bar area. As show below :

[D5mte® Opusind) Vie® FaltQ) Perfornunce®) SecwityQ) Toals() Findos () Help )

00 O W 2 9 & @ ©®
Up de/Show Move Print Lock About

Search Cloze

raphy o 3 220

ietvork
J Top0

= @ et

& Ao Ao a0 nin Systen Bun: CDayOMN1S

Picture 2-5NMS main interface



Pop-up menu:Provide common functions for system
menu items; This menu item will be described in subsequent

chapters.
Toolbar:Common menu items provide convenient
operation;

Each icon corresponds substantially with the

corresponding menu item, toolbar system shown in below.

Q0 [ @ @ @8 & @ o

Up Next Hide/Show Mowe Print  Lock | Search  Close  dAbout

Picture 2-6Toolbar

The details of toolbar as below :

=

return to previous image.

O

Hext g0 to nextimage.

Hide/Shev  Hide/show navigation bar.

&
Nowre :
move to a previous one .



2

i
Frint

@

Lock

print network image or alarm lists

lock client interface.

SLY

Search

@

Close

Ahont

search.

stop searching.

about

View :View of the device used to display the view or TOPO ; If

you do not open, the area is empty.

Navigation bar:divided into geographical and physical
views,Physical view provides access to the client from the
server to the list of devices, the user can click on the list item
to open the view of the device. Physical views is defined by

the user generated list.

TOPO Navigation Window:TOPO chart provides a list, click

on the list items, you can view the TOPO map.



Small toolbar:Provide some of the equipment operation; the

detail view to see the menu.

Information prompt area:Tips for displaying alarm system
operation process information; alarm level from left to

right:Critical. Major. Minor. Warning;

Status bar:Used to display the operational status of the

system, such as running time, user name, etc..



Chapter 3 System

3.1 System Menu

The system menu as shown below, several following

sections will introduce these menu features in details.

AN Operation (0] Wiew (I
| Schedule Tacsk(T)

Broadeast Information(B)
Loolup Log File (L)

Langnage »

Lock
Close(C)

Picture 3-1System menu

3.2 Schedule Task System Menu

3.2.1 Schedule Task Summary

In the network management system platform, schedule

task is to perform assigned tasks at a given point in time.



Schedule tasks can be used to control various operational
tasks, such as backing up the database regularly, clearing
tables and deleting the failed node and so on. Network
administrators can configure a schedule task so that part of
the network management system can automate routine
maintenance work, reducing network management, network
management makes many complex work becomes simple

and easy.

Network management system can provide two types of

schedule tasks:

Periodic schedule tasks, the administrator can configure a
task is performed periodically, for example, the configuration
database backup task every Sunday 0:00. Such network
management system will be in every Sunday 0:00 to start the

backup database.

Non-Periodic schedule task, the administrator can
configure a task to perform once at some point in time, you
can specify the day, date and time (hours) to schedule a
scheduled task. Delete the failed node configuration tasks
such as running 2013-11-20 1:00. Such network

management system will delete the failed node on



2013-11-20 1:00.

In the framework of network management systems via the
menu: System Schedule Tasks to start the scheduled task

configuration interface as below

© FGERView Net Nanage System - [Schedule Task] =115
[8] systen(®) Opevation@ Schedule Task(D) Fault (F) Ferformance(E) Security () Tools(T) Window () Help (H) =S
Q0 @ 2 8 @ @ ©
TUp Hext HidefShow Mowe | Print Lock | Search | Closs | About
Physics |Geography Hame Group Status Interval (uni...
e 7y HistoryPerfornanceReport 1 Default Enabled A

i b HistoryPerfornanceReport2 Default Enabled A

““sHistoryPerfornanceReport 3 Default Enabled WA
%5 ConfiganageLogPolicyd Default Enabled WA

Picture 3-2Schedule task interface

In this interface, the user can view / delete / modify /
execute / stop / check existing schedule tasks, add a new
scheduled task. Based on the status of schedule tasks, task
list items different programs may have different background
colors, for example, the background color is valid but does not
perform schedule tasks are orange, effective and planned
tasks awaiting execution background colors are green, invalid

program task color is gray and so on.



3.2.2  Add a Schedule Task

3.2.2.1 Add a Schedule Task Summary
In scheduled task configuration interface can add the new
tasks, Select the menu: Schedule task - Add schedule task

to add schedule task interface as the shown figure:

%Hist oryPerformanceReport 1 Default Enabled N
‘@Hist oryPerformanceReport2 Default Enabled N
‘@Hist oryPerformanceReport3 Default Enabled N
%ConfigManageLngPolic]ﬂl Default Enabled N

#dd Schedule Taskip)

Search(3)

Fefurbish (R)

Picture 3-3Add a Schedule Task

Task Type:

StatzTableClearupPolicy
AlertLogPolicy
HiztoryPerformanceReport
BackupDatabazePolicy
CommandConfigFolicy
BaclkuplewviceConfFPolicy

IpdatelevicetppPaolicy hd
Laldll = == ey

Task HName:

Picture 3-4Add a Schedule Task interface

Choose the right type of schedule tasks. Such as the Alert



Log Policy, etc.; fill in the name of the schedule tasks. Click
the Add button, the system will pop up a new schedule task
attributes configuration according to dialog according to the
task type of user-selected, for example, selecting 'Alert Log
Policy' Type pop-up dialog box shown in Figure, click 'OK’

button to add a new scheduled task.

Alert Rows: 1000 Status: Enabled b
Hame: Group MName:
ok | | mime | | Close | | Help
-
Tazk Type: AertLogPolicy W
Task Name: AlertLogFolicyh

Picture 3-5Alert log policy configuration interface




Network management system provides users with sixteen
types of schedule tasks, provide detailed functions and

configuration instructions in the following subsections.

3.2.2.2 Node Delete Policy

Node Delete Policy allows you to delete the database has

been in existence for more than a specified number of days

(User configuration) , State as' Major' and' Critical' node. But
only those with only one interface of the node to be deleted,
and has a number of interface node is retained in the
database. Add a node delete policy task, or schedule tasks
panel double-click a failure node delete a schedule task, or
select a menu edit - > modify the schedule tasks, or from a
failure node delete right-click menu modification plan task can

pop up failure node delete a schedule task.

T

&0

Days bfter: Interwal (=):

Status: Enabled Name:

Group Name:




Picture 3-6Node Delete Policy

Table 3-1 Attribute table of Node Delete Policy

Attribute Description

Days after The specified node in the database in the storage time, the
defaultis 7 days.

Interval The default is 60seconds.

name Plan task instance name, Used in the scheduled task list
identification scheduled task, only in the new time can

modify.
State Selection of scheduled tasks effective.
Group name Plan task group name.

3.2.2.3 Statistical Table Cleanup Policy

Statistical table cleanup policy allows you to clean up the
database statistics. It can make the database not because the
data were collected daily become too large. Through the
program tasks, Administrator can decide how many days in
the database data retention. The program will automatically
delete existing task time exceeds the specified number of

days of data.



Dayz Inter: Statu=: Enabled

Name: Time Foint (0-

Group Name:

Picture 3-7Statistical table cleanup Policy

Table 3-2 Attribute table of Statistical table cleanup Policy

Attribute Description

Data inter ( day ) Specifies the data stored in the database of the time

. The default is 7days.

Time(0-23) Specifies clean up statistical data time, The default is O, In
between twelve midnight and the morning of 1
o'clockconduct. Unable to determine the specific time of a

hour.
Status Select an available scheduled task.
Name Scheduled task instance name, Used in the scheduled

task list identification scheduled task, only in the new time

can modify.

Group name Scheduled task group name.

3.2.2.4 Altert Log Policy

Alert log policy is to control the alarm items in the

database. You can specify the number of alarms and alarm




once the database more than a specified number, then the
system will delete the old alarm. The alarm time can

reference resources following sections policy chapters.

Alert Rows: 1000 Status: Enabled

Name: Group Name:

ok | | Time | | Close | [ Help

Picture 3-8Alert log Policy

Table 3-3 Attribute table of Alert log policy

Attribute Description
Alert Rows Specifies the maximum number of alerts data stored in a database.
Status Selection of scheduled tasks effective.
Name Scheduled task instance name, Used in the scheduled task list

identification scheduled task, only in the new time can modify.

Group name Scheduled task group name.

3.2.2.5 History Performance Report Form

History Performance Report Form is related with performance

management - collection configuration settings stored in the




device to create a daily report, create weekly reports and
monthly statements to save the collected data of creating a
daily report, equipment or monthly reports weekly report as

below figure.

Report Type: Shatys: Enabled w

M amne: Group M ame;

ok | | Time | [ oese | [ Hep

Picture 3-9History Performance Report Form

Table 3-4 Attribute table of History Performance Report Form

Attribute Description

Alert Rows The default system has 3 kindis of performance reports scheduled
task which divided into the type of monthly, weekly, day.

Status Selection of scheduled tasks effective.

Name Name schedule task instance, used to identify the list of scheduled

tasks scheduled tasks, and only in the new time to modify.

Group name Scheduled task group name. normally in default.

& Notes:History Performance Report Form must set in “ Performance




Management '=> “Adopt configuration '=> “Add adoption' to click “ Create daily report
'““Create weekly report'and“Create monthly report, then in the historical report will
show the executed result.

3.2.2.6 Command Config Policy
Command config policy is used to cofig the switch at the

specified time.The alarm time can reference resources

following sections policy chapters.

Command Config Policy E|
M ame: | | Group Mame: l:l Status:
IF User Mame Pass Word 7 [10124.2710LT 09) v|
a012.4.27 admin s
User Name |admin |
Password |mu=k |
[ add | Modip |[ Delete |

Lead in command file &n

[ ingert ] [ delete ]

| E} Derive command to file

Fiemate config command line

o
=1

Tme | [ cose | [ Hep

]

Picture 3-10Conmand config Policy



Table 3-5Command Configuration Schedule task Property

Property Description

Name Scheduled task instance name, Used in the scheduled task list
identification scheduled task, only in the new time can modify.

Group name Scheduled task group name.

Status Select an available scheduled task.

Device IP Choose the device,select the IP through the drop-down box.The
name and password is the name and password using login the
device through Telnet.Add,Modify and delete button are used to

config the specield device.

Conmand Specific command line can be imported from a file, you can also
'Add' set. When landing device input format consistent telnet

command line.

3.2.2.7 Configuration file Backup

Configuration file Backup is used to back up configuration
file of device using TFTP or FTP at the schedule time,and
save the file into the specailied Directory.When necessary,
the configuration file is downloaded to the local client. It must
ensure that the back-end server has a TFTP server or FTP
server is running when performingThe alarm time can

reference resources following sections policy chapters.

Filename device configuration file backup time + (device

IP). Saved gbn way.

The interface is shown as below:



Backup Device Configuration Folicy

Mame: Group Mame:
Server [P 1012671 b Status: Enabled w
c T FTP Configure
BVELIRE @ TFTP QFTP User
Server Port Paszword
Device Tree Show Type Select Device
(%) SubMet
= 101260 O Type
10126110
1012623
10126243
=-192.168.1.0
192.162.1.110
<
192.162.1.114
=-192.168.2.0
192 168.2 56
Download l ’ Time ] [ 0K l [ Help ] [ Cloge

Picture 3-11Configuration File Backup Interface

Table 3-6Configuration File Backup Attribute
Attribute Description
Name Scheduled task instance name, Used in the scheduled task list
identification scheduled task, only in the new time can modify.

Group name | Scheduled task group name.

Status Select an available scheduled task.

Server Type | Specify the path to the backup file is placed, must be a relative path to




the root directory of the TFTP server and real.

Port Port used to transfer files using FTP or TFTP configuration

FTP When using the FTP server, FTP username and password

Parameter

Download The device backup configuration file downloaded from the server to
the client

Device Tree | The current network management system management device

navigation tree.

Show Type Switch display device tree structure to the subnet to the device type

grouping or grouping.

Select Save the currently selected device name to be backed up, not more
Device than 10.

Click the 'Download' button, the file download window

appears, as shown:




File Mame

Sawve Path: E]

Conmect the ftp =merwer failed

Picture 3-12File Download Interface

By selecting the configuration file you want to download,
select the appropriate download option, the configuration file

is downloaded from the server to the local preservation.

3.2.2.8 Backup DateBase
Backup DateBase is used to backup datebase at regular
time fot avoid the question whitch is made by error

datebase.Backup DateBase Content and structure for the



specified time backup database management system.See
subsequent sections of its schedule task
scheduling.Database backup file name to DB + time saved
sgl way. When you select needs to be compressed, the file
will be compressed into a zip file sgl package and remove the

sql file.

Task configuration interface is shown below.

Backup Database Policy

T Group Mame:;

Statusz: Enabled » Comprezz File Mo w

) Mate: Backup Dir is the server path.|f pau do not
Backup Dir .. wdbbackup enter the abzolute path [eg: d:“\backuptdbbackup),
defaults to the zerverlbe_serveribin | relative path.

ok | [ Tme | | gese | [ Hep

Picture 3-13Device configuration file backup tasks

Table 3-7 Device configuration file backup tasks Property

Attribute description

Name Plan task instance name, Used in the scheduled task list

identification scheduled task, only in the new time can modify..

Group Name Plan task group name.




Status Selection of scheduled tasks effective.

Backup DIr Specify the path to the backup file is placed, must be the path to
the back-end server, can be absolute or relative path.

Compress File If you choose yes, the backup file will be compressed into zip
package, otherwise sql file.

3.2.2.9 Update Device App

Device software upgrade tasks by specifying the device
and its corresponding device software, at a specified time for
equipment upgrades, unattended upgrade the device
functions. You can set a low peak morning and other services
for automatic operation, reducing the intensity of the work of
maintenance personnel. See subsequent sections of its

schedule task scheduling.

It must ensure that the server has a TFTP server running

execution.

The interface is as shown below:



t ame: Group M ame:
Server [P 10712652 A |pdate dpp File
Sl I Pleasze zure thiz file and path exist in tip zerver root
Device Tree Show Tupe Select Device
= Metwork, () SubMet
= IP
5 10.12.4.0 O Type

10.12.4.27

10.12.4.110

10.12.4.242

10.12.4.248

10.12.4.249

10.12.4.250

10.12.4.251

ok | [ Tme | [ cose | [ Hep
Picture 3-14Update Device App
Table 3-8 Update Device App Property
Attribute Description
Name Plan task instance name, Used in the scheduled task list
identification scheduled task, only in the new time can modify.
Group Name | Plan task group name.
Status Selection of scheduled tasks effective.
Update App | Specify the path to the backup file is placed, must be a relative path
File to the back-end server bin directory.
Device Tree The current network management system management device
navigation tree.
Show Type Switch display device tree structure to the subnet to the device type
grouping or grouping.




Select Device | Save the currently selected device name needs to be upgraded, not

more than 10.

3.2.2.10Config Management Log

Log backup configuration management, this task for the

system tasks without modification and deletion.

Statis: E nabled » Thiz tazk iz a system tazk, do naot delete or modify.
Mame: Group Mame:
ok | | Tme | [ e | | Hep

Picture 3-15Config Manage Log

Table 3-9 Config Management Log Properply

Properply Description
Status Selection of scheduled tasks effective.
Name Plan task instance name, Used in the scheduled task list

identification scheduled task, only in the new time can modify.

Group Name | Plan task group name

3.2.2.110NU Auto Upgrade

ONU software upgrade tasks by selecting a specific




device and its corresponding ONU ONU device software, at a
specified time for equipment upgrades, unattended upgrade
the device functions. You can set a low peak morning and
other services for automatic operation, reducing the intensity
of the work of maintenance personnel. See subsequent

sections of its schedule task scheduling



Device chooze

M arme: |:| Group Mame:
Status: Enabled |

Chooze Upgrade Type

(#) Search By Onu () Search By Type And Yersion

Select Condition

aLT P 10.12.4110 | I

47772
4/7/3
ONU Type |4 v
Saft version |.-'1'-.|| L |

Dizplay Fesult




Server address

Server lype ® TFTP OFTP

Ftp Configure

|Jzer emcapp

HEREER

Pazzword

File choosze G

[time | [ ok | [ Cose

Picture 3-160NU Auto Upgrade

Table 3-10 ONU Auto Upgrade Properply

Attribute Description




Status Selection of scheduled tasks effective.

Name Plan task instance name, Used in the scheduled task list
identification scheduled task, only in the new time can modify.

Group Name | Plan task group name.

Choose Two ways, according to the specified ONU or upgrade version by
Upgrade Type | Type

Select There are three conditions can be screened, OLT IP address, ONU
Conditions type, software version

Server Server address for the device upgrade

Address

3.2.2.12LT Set time VG

Provide time alignment equipment for the LT VG board.

The default is 20s refresh..

SetTime ¥G Policy El
Interval(z): 20 Status: Enabled v
Mame: Group Mame;

oK | | Close

Picture 3-17LT Set Time VG

Table 3-11 LT Set Time VG Properply
Properply Description

Interval Specified time interval, the default is 20 seconds.




Status

Select an available scheduled task..

Name

Plan task instance name, Used in the scheduled task list identification
scheduled task, only in the new time can modify.

Group Name | Plan task group name..

3.2.2.13EOC Upgrade

The task is at the specified time on the EOC central office
equipment for automatic upgrades, unattended upgrade
equipment capabilities. You can set a low peak morning and
other services for automatic operation, reducing the intensity
of the work of maintenance personnel. See subsequent

sections of its schedule task scheduling.

It must ensure that the server has a TFTP server is

running when performing.



EQC Producer: Marne:

ALL w
Group Mame: Dretault
] ke
[]10124.248
Server [P 10.12.6.52 v
Status: Enabled LY

File choogze [:]

Ftp Configure
Uzer EMCapp

HHERER

FPazzword

ok | [ Tme | [ Close

Picture 3-18EOC Upgrade

Table 3-12 EOC Upgrade Properply

Attribute Description
EOC Select the device according to the different equipment
Producer manufacturers
Name Plan task instance name, Used in the scheduled task list

identification scheduled task, only in the new time can
modify.




Group Name | Plan task group name..

Server Server address for the device upgrade
Address

Status Select an available scheduled task..
File Choose

3.2.2.14CNU Upgrade

The task is at the specified time on the EOC terminal
equipment for automatic upgrades, unattended upgrade
equipment capabilities. You can set a low peak morning and
other services for automatic operation, reducing the intensity
of the work of maintenance personnel. See subsequent

sections of its schedule task scheduling.



EQC Producer: M amne:

ALL w
Group Mame: Default
[¢*]1012.4.248
Server |P: 1012652
Status: Enabl=d
File choose
Ftp Configure
Uzer EMCApp
Paggword [
ok | [ Tme | | Close
Picture 3-19CNU Upgrade
Table 3-13 CNU Upgrade Properply
Attribute Description
EOC Select the device according to the different equipment
Producer manufacturers
Name Plan task instance name, Used in the scheduled task list
identification scheduled task, only in the new time can modify.
Group Name Plan task group name..




Server Server address for the device upgrade
Address

Status Select an available scheduled task..
Choose File

3.2.2.15EO0C Config

The task is within the specified time for automatic
configuration of the central office EOC issued, such as
whether to enable valn, whether loop detection, whether the
authentication management, and so on to set the threshold,
upgrade the device function unattended. You can set a low
peak morning and other services for automatic operation,
reducing the intensity of the work of maintenance personnel.

See subsequent sections of its schedule task scheduling.



EQC Producer:

GroupBox3
(#) Config By Metworl

M etwark,

[]5ystemn Name
[]*%LA&N Enabled
[] Loop Check

[] Storm Limit

[] &wuthen Manage
[] Sy=log Setting

[] Terminal Limit

[]*#amn Check

20c

Enabled

Enabled

Enabled

Enabled

Enabled

253

attenuation largered than

SMA less than

CPU rate more than largered than

cpu temperature largered than

uplink band less than

dowanlink. band less than

M arne:

() Config By Type

Metmask 285 255, 285.0

VAN 1D 0 [1-4054)

Storm Limit % alue 0-25EK B p=
Serverlp 127.0.0.1
dB
dB
a0 %
20 b
100 tbpz
10 tbps

Closze




EQC Producer: Marne:

GroupB ox3
(%) Config By Metwark () Caonfig By Type
Metworl Metmask. 255,255 255.0
[] Eoe Location LR
[] Eoz Connection servicel@lootom. com
[] System Mame eoc
[ Ao Authen Enabled o
If the Auta authen Open,Only the Cru which is in the white list can online
[] Terminal Limit 54 [0-254)
] Output Level 100 dBut
[ kac Limit o [0-8]
GrounBnx?
[ am Check
termperature higher than 75 e
ternperature lower than =30 o
CPU rate mare than largered than 70 %
Memery rete largered than 20 =
Terminal ttenuation larger than 40 Mbps
T ermninal Atteruation less than 10 tbps

Picture 3-20EOC Config

3.2.2.160NU Config

ONU device configuration register at the specified time,

unattended upgrade the device functions. You can set a low




peak morning and other services for automatic operation,
reducing the intensity of the work of maintenance personnel.
See subsequent sections of its planned schedule task

scheduling.



Device chooze

Mame: |
Status: Group Mame:
Option Select
OLTIP 1012427  ~| ONUTwpe  ONUOIS  +|
SLOT Mo al W PON Port: al W

Default Account

User Name Passird

Config File Select

Select File | | Browse

[
| W

Picture 3-210NU Config Attribute

Table 3-14 ONU Config Attribute Table

Attribute Description




Name Plan task instance name, Used in the scheduled task list
identification scheduled task, only in the new time can modify.

Group Name | Plan task group name.

Status Select an available scheduled task..

Option Select

Divided according to the type selection device

Config File

Select

Select the configuration file

3.2.3 Search

In the task page, right-click the following interface.

Enabled N
Enabled N
Enabled N
Enabled A

fhdd Fehedule Taskih)

E: BATC ].'l. |E |

Refurbish(R)

Picture 3-22Search

Click to ‘Search’ later, appears below




Search Li=st
Match conditions (for the conditions between “and” Eelations)

Task Type: A1l W
Status: Arvy e
Fun 5tatus: Arvy e

Name Head Match:
period : (<= =)

periaod : (= =)

search | | Show 411

Picture 3-23Search

Fill in the lookup interface matching conditions, select
query button to display the matching task in the task
configuration interface. 'Show All' button in the task

configuration interface displays all tasks.

3.2.4 Schedule Task Color Configuration

Each task instance is displayed in the client panel uses a
color to highlight said. These colors mean different task status,

through these colors, we can easily understand the current



status of the task. The default state of the corresponding color
and as shown in the table below.

Table 3-15 Color Status

Color Status
Yellow Stop task
Green Tasks to be performed
Cyan The task being performed
Grey Disable task
Orange Available tasks

3.2.5 Task scheduling

Aperiodic task execution time can be set through the
program interface. Select 'Edit Task' from the context menu of
the selected task or double-click the selected task, the pop-up
screen, click on the 'schedule’ to call the task scheduler. This
program gives a method of how to arrange the operation
aperiodic tasks. It has two modes, 'date' mode and 'day’

mode.

3.2.5.1Date
‘Date’ mode is the default task mobilization program. It
will appear in the upper part of the program interface, a

'schedule tasks based on the' table, this table shows all the



days of the month (from 1 to 31). In the lower part of the
program interface, it is 'choose the schedule (hours)' table,

which shows from 0:00 to 23:00 for all hours.

Time Table Shcedule Task Base On
® O Day
Select Date
(O Select 411 @Assign
1 | 2 | 3 | 4 | 5 | 6 | T | g |
a | 10 | 11 | 12 | 13 | 14 | 15 | 16 |
17 | 18 | 19 | 20 | 21 | 22 | 23 | 24 |
25 | 26 | 27 | 28 | 29 | 30 | 31 |
Select Time (Hour)
0:00 | 1:00 | 2:00 | 3:00 | 4:00 | & 5:00 |
6:00 | T:00 | &:00 | q:00 | 10:00 | 11:00 |
12:00 | 13:00 | 14:00 | 15:00 | 16:00 | 17:00 |
18:00 | 19:00 | 20:00 | 21:00 | 22:00 | 23:00 |
[ 411 ][ Reset |
[ ok |[ cancel |[ Eelp |

Picture 3-24“Date' Mod

Under 'Date’ mode setting of task execution time, will
make the task performed once per month. You can choose
from these two tables the date and time of task execution. For
example, if you want the task to run every month at 3:00 on
the 2nd and 7:00, then you click on the date of the table
labeled '2' button, click '3:00' and '7 in the schedule: 00



‘button.

@ Note: If you choose to not have a date date each month, then the month

in the absence of this date, the task will not be executed. That is, if you choose the 31st
mission, the task will be executed in January, February is not executed, will run again
in March.

If you want to modify the date and time of your choice,
you just need to select the date or the time you click the

button, and then re-select your desired value.



3.2.5.2 Day Mode

Time Table Shcedule Task Hase On

CiDate ©Day
Select Day
(O 5elect 411 @Assign
Sunday | Monday | Tuezday | Wednezday

Thurzday | Friday | Saturday |

Select Time (Hour)

0:00 | 1:00 | 2:00 | 3:00 | 4:00 | 5:00 |
G:00 | T:00 | g:00 | 9:00 | 10:00 | 11:00 |
12:00 | 13:00 | 14:00 | 15:00 | 16:00 | 17:00 |
18:00 | 19:00 | 20:00 | 21:00 | 22:00 | 23:00 |

[ 411 ][ Reset |

[ ok || cancel |[ Belp |

Picture 3-25'Day’ Mod

If your last run time using the specified task is ‘day' mode,
then you reopen the task of mobilizing the task program will

default display 'day’ mode.

In selecting 'day' mode will allow the upper program
interface displays 'schedule tasks based on the' table
contains all from Sunday to Saturday week date, the lower is

still ‘choose the schedule (hours)' table.



Under 'day' mode setting will make the task execution
time of the task performed once a week, and there is no
weekend dates different conditions. Its mode of operation is

the same as the date.

3.3 Broadcast Information

Broadcast messages sent to the user, as shown below.

Send

Cin [localhost/admin] hell world
J%end to all wgers S013-11=15 9:38: 10—

® Send to appointed users [localhoszt/operator] hello world
user, operator operator v || T 2013-11-15 9:40: 08--——-

Hello World [localhoszt/admin] Hella World

Send | [ Clear l [ Help

Transmizszion information to user, operator success!

Picture 3-26Broadcast Send Dialog

Select 'Send to all users' and then enter the information
you want to send, then click 'Send' button, then send the

information to all the client interface, as shown below.




B x|
ﬂ Hello World

[ Beplay ] [ Cancal

Picture 3-27Recieve Broadcast Dialog

3.4 Lookup Log File

Open the client log interface that displays the current
client running log. Below.

05: Microszoft Windows P B. 1. 2600 Serwvice Pack 3

Information Begin Time: 11515413 09:39:00

11/15/13 09:39:00 Custom iz rum ...

11/15/13 09:39:12 Create to cormect for localhost
11/15/13 09:39:12 cormect success!

11415413 09:39:13 initSystemData time 1=.
1171513 09:42:10 Custom iz exit

Picture 3-28Log Dialog Interface



3.5 Language

Select the system language, the system temporarily to
support Chinese and English versions

Oy Sl e o

Chinese (Simpleal

® English(US)
m

Picture 3-29System Language Choose Interface

When switching languages, the screen may appear
abnormal phenomenon, just click on it to reload, the following

prompt will appear when you switch.

Prompt

1T will be repainted when vou changed language. IF there are some wrong with UL please restart client!

Picture 3-30Language Switch Information

3.6 Lock

NMS enables the client to exit the main interface, enter
the following figure lock screen. Enter the correct password,

click on the 'Unlock' to return to the main interface of the



network management system.

The =w=ztem already by the uszer admin
locking, pleaze input thecorrect
pazsword to relieve locking

Pazsword:

Mlock Exit

Picture 3-31Lock Interface

3.7 Close

Click the 'Close ', there will be the drawing of a dialog box
pops up. Click 'Yes' to exit the application client; otherwise, is

still in the main interface of the network management system..

Prompt

Are wou sure Exik System?
Mote: exit the syskem before, will put all the open close monitar real-time performance!

Yes l [ Mo

Picture 3-32Close Client Dialog



Chapter 4 Operation

4.1 Operation Menu

The operation menu as shown below, followed by a few

bars each of these menu features a detailed description.

Operation (0] EECTACE Fanlt (F.
hdd Hode (H)
Add Fetworlo ()
4dd Link (L)

Subnet Scan(S)

Discower Configure (0]

Equipment Maintain Configuration(g)
3rd Farty EMS(R)

Communi t¥ Trap Configure(C)

Foll Interwal Configure (F)

Hon—TP Search
Device Search(H)

Tzer Manage (1) *

Picture 4-10peration Menu



4.2 Add Node

For adding nodes in the network but found already exists.

As shown below.

Node Information

Node Name: |
Fead Community: public
Write Community: priwvate

SNME Port: 161

Netmazk Default: 255. 255, 255.0

Begin to Dizcover after adding

Ask, return immediatelsy

SHMF W3 Support
[]sMMF ¥3 Start

Tzer

Context

| add | | clear | | Cancel

Picture 4-2Add Node Interface

Each item as follows:



Node Name:Specify the IP address of the node to be
added.

Read Community:Managed objects read public body
string corresponding to the specified node. If not specified,
the system uses seed.file fle READ_COMMUNITY value to

substitute.

Write Community:Write community of public bodies

specified node corresponding managed objects

SNMP Port:Port of the SNMP of the device which is
added.

Begin to Discover after Adding: After adding the
specified node, the system began to discover this node

devices.

Ask,return immediately: Select the device
regardless of whether there will be added to exit this screen; If
not selected, the display will have to wait for the results

processed and then exit this screen.

SNMP3 Start: Select the node will be added as
SNMPvV3 nodes added to the database, otherwise it will be

treated as non-SNMPv3 node add nodes added to the



database.
User:Specify the name of the user to add nodes.

Context:Context of SNMPV3.

4.3 Add Network

Users can add the network to the topology database,

display interface is shown below.

Network Information
Network Addresz:

SubMNet Mazlk:

Read Community: |Public

Write Communitsy: private

Ask, return immediatelw

| 4dd | | clear | | Cancel

Picture 4-3Add Network Interface



Each item as follows:

Network Address:Specifies the network IP address

to be added.
Subnet Mask: Subnet mask specifies the network.

After adding in the management of state: managed
attribute specifies the network, the default is the choice. If you
select this, the network is added to the database and displays
the corresponding network elements on the network topology.
System is also beginning to discover the network; If you do
not select this, the network is added to the database, but
appear on the network topology diagram corresponding
network elements is gray. The system will not begin to find the

network.

Begin to discover after Adding:Began probing the

network nodes.

Ask,return immediately:Select this to exit this
screen is added after; do not select this, you want to wait for

the results processed and displayed again to exit this screen.



4.4 Add Link

Users can add a connection to the topology database,

display interface is shown below.

Source | .’ Source Port

Target Target Port

(¥)Fact Lirk (O Dummy Link

Picture 4-4Add Link Interface

Each item as follows:

Source:IP address (or name) of the starting point of

the connection device.

Source Port:Starting port number to connect

devices.

Target:IP address (or name) of the connection end of

the device.

Target Port:Connection endpoint device port

number.



Fact Link:The actual existence of a connection

between the device and the device relationship.

Dummy Link:No real connection between the device

and the device.

4.5 Subnet Scan

4.5.1 Subnet Calculator

Enter the subnet address, subnet mask, you can not
enter, click on the ‘calculate subnet' will display the number of
available addresses. By the subnet mask on the right scroll
bar to change the subnet mask bits used to represent the
network number, adjust the number of available addresses

within the subnet, as shown below.



Subnet Address
4 10.12.4.110

TCPIP  Subnet Mask 1E bitz
255, 255.0.10 < 5

101200416 255.255.0.0
E5534 uszable addresszes
First Addresz = 101201

Lagt Addresz = 10.12.256.254

10. 6. 0.0 : 2hh.2B5.0.0 A5534 addreszzes e
10, 7. 0.0 : 2hh. 265.0.0 A5534 addreszes
10.8.0.0 : 285, 285.0.0 65534 addrezzes

10, 9. 0.0 : 2hh.26E.0.0 A5534 addreszzes
10,10, 0.0 : 2BR.285.0.0 B85534 addrezzes
10.11.0.0 : 2Bh.285.0.0 5534 addrezzes
10.12.0.0 : 2Bh.265B.0.0 5534 addrezzes
10.15. 0.0 : 286, 285.0.0 85534 addrezzes hl
L >

Picture 4-5Subnet Calculator Interface
45.2 Param Settings

Scan parameter settings include snmp find available
public body and scan settings ‘ping will be sent for each IP
Address,’ ‘scan interval between nodes’and ‘network packets

will timeout in ‘ three parameters. As shown in FIG..



Enabled SHMP discoverny
SHMP Dizcovery

YWhen scanning vour network, the [P Address Management Scanner will
Lze each aof these cammunity strings ta iy and communicate with 2ach
niode until it finds ane that work s, Place the mozt commanly uge
Community strings at the top of the list,

public

k. ] [ Cancel

Picture 4-6Param Settings-Community Strings

Carnrunity Strings

PIMG will be send for each IP Address: 3

£ >
Scanning Interval will uze each of node:; Al ms

£ >
Metwork, packetz will tirmeot in: 1000 m=
£ >

] l [ Cancel

Picture 4-7Param-Settings-Scaning



For the result,you can filter it by’Display all address in
Subnet’. “Display USED address only'#1“Display available

address only'.as shown below.

Subnet 101200 Mask 255,255.0.0 Sl g 5534
Display ALL addresses in Subnet v Scan [ Pararn Set ] Used 4 Available: 5530
Address Status tachine Type System Mame Host Name Location Responze Time
101200 Nebwork
101201 Using Computer Oms
101202 Using Computer DNS 1ms
101203 Available
101204 Hvailable
101205 Avyailable
101208 Available
101207 Available
101208 vailable
101208 Available
1012010 Available
1012011 Available
1niz0i2 Available
1012013 Hvailable
1012014 Avyailable
bo12015 JUsng [ Compuier | [TTEST ——er - lim________|
1012016 Available
1012017 vailable Save To File
1012018 Available
1012018 Available Tools '
1012.0.20 Available ShowHide Host Name
1012021 Using Computer EPOTSZ0e 1ms
1niznzz Hvailable
1012023 Avyailable
1012.0.24 Available
10120.25 Available
10120.26 vailable
1012027 Avyailable
1012028 Available
10120.29 Available
1012.0.30 Available
1012031 vailable
1012032 Avyailable
1012.0.33 Available
10120.34 Available
10120.35 vailable

Picture 4-8Subnet Scaning Interface

4.6 Discover Configure

4.6.1 Device OID

Device OID configuration feature is mainly used to



increase the real-time platform to manage devices through
the 'Operation' = ‘Discovery Configure’ Open discovery
configuration interface, the default display is the device OID

configuration capabilities, as shown below.

iCan digcover the apparatus tabulationi| The function is set up

Can discowver the apparatus tabulation

Dizc... Device OID Device ... Device Producer #

YTes 1.3.6.1.4. 1. 13464, 1. 10. 1 OLT 08

Tes 1.3.6.1.4. 1, 13464, 1. 10, 2. 2 OLT D83

Tes 1.3. 8. 1.4, 1. 153484, 1. 10. 2. 5 OLT 1035

Yes 1.3.6.1.4. 1. 13464, 1. 10. 2. 4 H-E0T4420C

Tes l.3.6.1.4. 1. 13464, 1. 10, 3. 1 OLT 04P

Tes 1.3.6.1.4. 1. 13464, 1. 10. 3. 2 OLT 08P

Tes 1.3.6.1.4. 1. 13464, 1. 10.4. 1 OLT GOSF

Tes 1.3.6.1.4. 1. 13464, 1. 10. 4. 2 OLT GO4F

Fe= 13 /A1 4 1 13dRd 1 3 1N TiWat S0 o

< >
Dewice Attribute

[IDizcowver

Device OID:

Device Tvpe:

Device Producer:

Device Icon:
Export list to file| [Inport file to list| | 4dd | [ Medifiy | | Delete |

[ Apply ] [ Done l [ Exit ] [ Help ]

Picture 4-9Device OID Configure Interface

The parameters are described below;

Discover:The follow subsequently used to determine



whether the OID to discover devices;

Device OID:System OID values need to find

equipment for different vendors' devices, this value is unique.

Device Type:Need to find the type of device, in
accordance with the manufacturers to provide the name or
specify your own. Device Prodecer:Display equipment

manufacturers names.
Device Icon:lcon for display device.
Operating instructions as follow below:

Export list to File:Click on this button will open the
Save dialog box, as shown below. Select Save as type, enter
the file name, click 'Save' to complete the export list to a file

operation.



Can discover the apparatus tabulation | The function is set up

Can discaver the apparatus tabulation

Discover Device OID Device Type Device Producer A
s 1.32.6.1.4.1.13464.1,10.1 ELS600 Mew Greenket —
es 1.3.6.1.4.1.13464.1.10.2.2 ELS600-065 Mew Greenhet

Yes 13614 A o & : 5

‘s IRERB Export list to file

fes 1.3.68.1.

Yeg 136.1.4 Savein | |5 Shared Documents v| Q2 e o

Yes 1.3.6.19 (= iShared Music}

Yes L3619 |2l Ftures

_Y_ES 1?61é B shared video b
£ >

Device Attribute

[ Discover
Dewice OI0 .

File name: |discoverconfig v | [ Save l
Device Type: -

Save as type: |AII Files[*.") L4 | [ Cancel ]

Device Producer:

Device Icon: | | [ Clear “ Change ]

Export list to file } l Import file to list l l Add l l Modifiy l [ Delete ]

[ oor ] [ o | [ = ] [ o0 |

Picture 4-10Export list to file Interface
Import file to list:Click this button, the Open dialog
box opens. Select the file you want to open, click 'Open' to

complete the import file to the operation of the list.

Add:Direct input devices and device types in the
lower OID interface, and select whether the device was found,

and then click the Add button to add this to the list of



equipment and OID.

Modify:Select the list a record, modify its contents,

and then click the Modify button, you can update the..

Delete:Select a record in the list, click the Delete

button, then remove it from the list.

Apply:After completion of the above three operations,
need to click the Apply button to save the changes made to

make to the server, and found the impact of real-time server.

4.6.2 Discover Configure

Through 'Operation' = 'Discovery Configuration' open
discovery configuration function, select Settings page, as

shown in Figure.



Can dizcover the apparatusz tabulation| The function iz set up

Chooze Protocol
The apparatus that pleasze chooze the system to usze finds
the agreement (pleasze notice that may limit ICMP agreement
in some networks, cause ICMP Ping way to be abnormal)

[¥lifze TCHE Fing to discover

Dizcower the interwal automatically again
The network management syvstem i1z automatic to the time

interval which sub nets managed discower again, the
unit is hour, can only input the integer of 1-24

Discower the interwal again |1 hour

Applw ] [ Done ] [ Exit l [ Help

Picture 4-11Discover Configure

Choose Protocol:Platform when the device polling, you
can use SNMP or ICMP protocol, the default protocol using
ICMP. However, due to some network structure, in order to
prevent virus affecting network stability, while the ICMP
packets blocked, in this case the failure polling platform that

can be configured to enable SNMP polling mode here.




Discover the interval again:For managed subnets

polling interval re-discovered.

4.7 Equipment Maintain Configuration

Firmware for download from the server to the device
(update the device embedded software), download
configuration files from the server to the device, save the log
files uploaded from the device to the server, upload the
configuration file from the device to the server to store other

equipment related to maintenance operations.

Equipment maintenance module via TFTP protocol
(Trivial File Transfer Protocol) or FTP protocol (File Transfer
Protocol), between the client, server, and equipment required

for maintenance of various file transfer.

471 Equipment Maintain Configuration

View

Equipment Maintenance main interface as shown below,

the interface is the top of the main menu and action bar, the



left side of the lower part of the device tree, the right to

maintain the user interface.

Operation Server FileStorage Help

8 2 =@
@ EyType () By SubNet Server [nformatior
Ftp Configure
searc Server Type @TFTE OFTP User
Device Tree Server Location @® Defaul O Manual Rzt
=[] Metwark
=[] OLT 04 SMMP 3 Support
1012427 Server Select ] SNMP V3 Stat
[J1012.4110
[110:12.4.251 Server IP 10126562 w User
+ EDLT 04F Contest
+ GDCEMZO0
+ []0LT GOEP Server Port
+-[] TiNet52600-09PC
Server Root
Device Type S witchi w
Function Select | Switch
OLT and OMU
LT Device 3 Upload L
EOC Device O Uplsad Log
) Download Application () Upload Canfiguration

) Download Configuration

Mext > ] [ Exit

Picture 4-12Equipment maintain Configuration Interface

By Type/By Subnet:Different options for the device to

search. The display device appears in the device tree.

Server Type:The choice of server type FTP or TFTP,
FTP server when used, the need for FTP configuration, there

has been a default default.

Server Location:The default is the local server, you can




select the following custom server.

Server Select:Choose a different server, add, delete,

modify operation can view the server menu..
Server IP:Selected IP address of the server.
Server Port:The default FTP is 21, TFTP 69.
Server Root:File server storage path.
SNMPV3 Support:Whether support SNMPV3.

Here's how to upload files to the device configuration

instructions.

1. First select the device type, select Add device

configuration. Click Next, as shown below.

=[] TiMet52800-09PC
[w]10.12.4.250 Server Root

Device Type Switch -

Function Select

() Download Bootrom ) Upload Log
() Download Application () Upload Configuration
() Download Configuration
[ Mext »> ] [ Exxit

Picture 4-13Upload Device Configuration (1)

2. Following dialog box appears, click Browse, select the

file path and name the file storage.



© |NGBNView Equipment Maintenance

Dperation  Server

FileStorage  Help

|8 2@ |
@ ByType () By SubNel File Canfiguration
]
I Laak in | 9 My Computer hd | Q [f s 2 i
= D Metwark 33% Floppy (4:)
[]58600-04 e Local Disk (T
- [] GLEE00-08P My Recent | [ZOVRMPYOL_EN (Dt}
=- |:| ELSR00-04P Documerits [“i5hared Documents
[P 10126244 [ administrator's Documents
@ [chenpan's Documents ]
Desktop
ty Documents ]
tdy Computer
File narne: | b | L Open J
My Metwork.  Files of type: | B ootrom Fils{®.bin) hd | [ Cancel ]
[ et | | _OK ] | Eat |

Picture 4-14Upload Device Configuration (2)




f#hat being displayed in table are opearation
infomation of all dewices. Please closze the dialeg
while all opeartion iz ower, otherwisze the operation
will be stopped

Device IP Result
10.12.4.250  The file iz being tansfered between server and devicel

Picture 4-15Upload Device Configuration (3)

At this point, the configuration file upload is complete,

open the appropriate directory, view files just.

4.7.2 Default File Server

Equipment maintenance system is based TFTP or FTP
protocol operation, so before use, you must start the server
related agreements (the server opens the corresponding

service).

Currently, the equipment maintenance system also only



supports TFTP protocol, this section focuses on how to start

the system comes with a default TFTP server.

TFTP server on the server is started, as shown below.

“* ngbnTETP Server, ¥1.0.0.0 Build May % 2014 10:38:13

Current Path: | [BETEEN, er\bin
Bind Addiess: | 0.0.0.0 v Pot
Current Stat Info |
Femote |P;Port Socket Thread ID File Mame Begin Time Proc..  Speed Rate
4 | *

Picture 4-16TFTPServer Interface

&Note: When the need for equipment maintenance operations remain

TFTP server is running.



4.7.3  Equipment Maintain Menu
4.7.3.1 Operation
4.7.3.1.1Exit

Click on the menu item, the device will exit maintenance

interface.

In addition, the button on the action barilAlso the exit

operation.

4.7.3.2 Server

Server menu contains a menu item configuration, this
menu item is mainly used to set up equipment maintenance

module uses the file server information, as shown below.

Operation FileStorage Help

! ;} Configure
Picture 4-17Server Menu

In addition, the button on the action barll Also the

server configuration operations.

Click on the menu item will open the server configuration

interface, as shown below.



Server Type
@1 CIFTP Server
Server Information List
D Mame Address Foat |Jzer Pazzword
Server Informatior
Mame Address
Foat [:]
add | | Modiy | | Deete |
[ Refrezh ] [ Save l [ Cancel

Picture 4-18Server Configuration Interface
You can choose the server upper interface protocol type,
TFTP or FTP, depending on the selected server list screen

central display is not the same.

Central display screen is a list of servers, including server
ID, server name, server address and server root directory for
the FTP server, but also display the user name and password.

Where the password is displayed as encrypted coding.



The bottom of the interface is the server information
display and operating parts, when you select a server in the
server list records, records show that will put the information
in this area, you can modify the information on these changes
and to update the original recording by the Modify button, also
the results can be altered by adding a button to post a new
record is added to the server list. Click the Delete button

server information removed from the list selected.

Server Type
(3) TFTP Server () FTP Server

Server Information List

In] M ame Address Root Uszer Pazzword
1 LOB45 1012652 Dy Documents

Server Informatior

Marme Address

Fiont C]

add | | dodiy | [ Deete |

[ Refrezh ] [ Save l [ Cancel

Picture 4-19Add TFTP Server Interface



After the server list, you need to click on the Save button
below the action really saved, or else close the interface
before the operation will be lost. As shown in Figure 5-19
Adding a TFTP server. Fill in the server name and server
address and server storage directory, you can add the server.

You can also modify and delete.

4.7.3.3 Software Library

File menu contains a library software menu item, the
menu item is mainly used for equipment maintenance module
to save the settings to all kinds of configurations,

program-related file information, as shown below.

Server IEM Help

!: gi Software File |

Picture 4-20Software library Interface

H
Button on the action bariEquivalent to the menu item.

Click on the menu item will open the device software

library interface, as shown below.



Filter File: Imformatiors

File Tppe () Boatrom File Mame Device Type

() Application i I
le Size: ile Yersion
Leteslline ! Time in Library tatching Bootram
File Mame
File Path (]
=l Diescription
File Wersion
Cancel
Software List
0] MHame Device Tupe Time Werzion
4 1

Picture 4-21Software library Interface

Interface is divided into three regions, left for the query
area, upper right information for the software operation area,
below is a list of software information. You must first turn on

the FTP server.

4.7.3.3.1Search

Query part of the software according to the information

from multiple conditions recorded in the corresponding



information retrieval, as shown below.

Filker
File Type (%) Bootram
(3 Application
Device Type
File M ame
File 1D
File “ferzion
[ Search | [ Feset ]

Picture 4-22Software library search Interface

File Type,File is used to specify the scope of the search,

and device software into BootRom;
Device type,Corresponding software device model;

File Name,Software file name, the file path does not

contain the;

File ID,Software refers to the number of records in the

system;

File version,Software version.



4.7.3.3.2File Information Operation

Software Information operations are divided into
information display input section and part of the operation

buttons, as shown below.

File Infarmatior

File Mame Device Tupe

File Size File Werzsion
Add

Time in Library k atching Bootrom

File Path [.]

Description

Picture 4-23File Information Operation Interface

File Name,Software file name, file path does not contain

not more than 100 characters;

Device type,Corresponding software device model, can

not be empty;

File Size,When set up the correct file path and file name,

it will automatically calculate the file size in bytes;

File Version,Software version;



Time In Library,Added to the system time, not editable;

Matching Bootrom,When the project is in the file type of
the input device software, you need to fill in order to clear
Bootrom version of the device is based on software running to
avoid version incompatibility problems. The system will be
confirmed this input file types, such as correspondence
Bootrom is empty, it means that the file type is Bootrom this
input according to the input box contents, and vice versa for

the device software;

File Path,By the Browse button after the input box, you

can set the directory where the file;

Description,Here you can add a description of the

document.

When you select a row in the lower part of the list
interface software information, the relevant information about
the log file will be automatically displayed in the information
display area of each input box, it can be add, modify, and

delete buttons on the right side.



4.7.4 Operator

Equipment maintenance operation includes five steps,
namely to select the equipment, select the server, select the
type of operation, select the operation file, the file transfer
operation, of which the first four operations require the user to
manually perform the fifth run side automatically by the

operating system.

4.7.4.1 Select Equipment

Open the maintenance interface device selection tree can
be seen in the bottom right, select a tree to specify the device

through the device object maintenance operations.

Open through the main interface menu interface
equipment maintenance, equipment maintenance, equipment
will have been selected trees, and if you open the equipment
maintenance interface through the device menu, select the

current default device, as shown below.



Ay 10.12.4.0/24
10. 12, 4. 27 (EFON)

10, 12, A 11N fToaAT
10,12, Open Fanel()
10,12 Loolup Attribute (L)

1|:|. 12- DElEtE MD mj

10,12, pHy List (0
10012, OFT List
Configure ()

L L L L L

Fault (F) 4
Moni tor (R
- S
Maintenance ({) -
—
Teols (I) ’ S OLT 04 S OLT 04
Batch Config(B) ETOH EFOH

Update Status ()
FortStatiztic(E)
Eoc List (E)

i
Picture 4-240pen the maintain interface through device menu
Through the device tree by type or by subnet to update

the device tree is organized as shown below.



) By Type ) By SubMet ) By Type (%) By SubMet

zearch gearch

Device Tree Device Tree
= [ = [

=-[]OLT 04 --[]10.124.0
[]101z24.27 []101z24.27
[]1012.4.110 []1012.4.110
[]10124.251 []1012.4.242

=[] OLT D4F []1012.4.248
[]1012.4.242 []1012.4.245

=-[ | GDCEMTO0 []1012.4.250
[]1012.4.248 []1012.4.251

=-[]0OLT GO&P
[]1012.4.245

=[] TiMetS2600-03PC
[]10.12.4.250

Picture 4-250rganized in different ways according to the device tree

In the device tree, select a high-level nodes will

automatically select all the child nodes under it.

4.7.4.2 Select Server

Select the server refers to the file transfer server choice,



including the choice of protocol service type, set the server

address and other related operations, as shown below.

Server Informatior

Ftp Configure
St e @TFTP  OFTP Ulsar
. Passwond

Server Location (3 Default ) Manual
Server Select SE::&E:?;‘ t

ail
Server IP 10.12.6.52 v User

Ciomtext

Server Port
Server Root

Picture 4-26Select server

Server types are divided into two types, namely, TFTP
and FTP, the current maintenance system only supports

TFTP protocol;

Server location is also divided into two categories, one is
the default, if you choose, the equipment maintenance
operation will default TFTP server running on the network
management system server, its address, the path are the

default content management system;

If you choose the default server location, the server

selection, server address, server path 3 is not editable state,



only to switch to a custom location, in order to make it 3

available.

When a custom location option is in effect, you can select
the drop-down box server option to select a predefined server
name, information about the selected server will automatically

fill. Custom Server Server menu operations, see Introduction.

TFTP server information if no suitable predefined server
or servers in the server address and manually enter the root

path need to use.

When you use the server root path sure to enter,
otherwise the client and server can not be correct for file

transfer, the operation fails.

4.7.4.3 Device Type

Device type:Including four types,Switch. OLT and ONU,
It device. EOC Device,Corresponding to different device types

to select different functions.

Device Type 1S witch| w
Function Select
OLT and OMU
LT Device ) Upload Lo
EOC Device ~ Speatted
) Download Application (" Upload Configuration

) Download Configuration



Picture 4-27Maintain Operator Select

4.7.4.3.1Swicth

Device Type 15 witch w
Furction Select
() Dowrload Bootrom ) Upload Log
() Download Application ) Uplaad Canfiguration

(") Download Configuration

Mext > l [ Ewit

Picture 4-28Switch Function Select

Download Bootrom:Refers to Bootrom document issued

from the client to the device, the device firmware upgrade;

Upload Log:Refers to the current log information
acquisition device from the device and stored in the form of a

file on the specified path.

Download Application:Refers to the device from the
client software is sent to the device, the device software

upgrade;

Upload Configurarion:Refers to obtain the device's
current configuration from the device and stored in the form of

a file on the specified path;



Download Configuration:Refers to the end of the
configuration file is sent from the client device to the device,
update the device configuration parameters;

4.7.4.3.20LT and ONU

Device Type OLT and DML “

Function Select

() Download Contral Bootrom () Download POM Bootram () Download ONU App
() Download Control &pplication () Download PON &pplication (") Upload Configuration
() Download Configuration () Download GE Bootrom () Upload Log
() Download OLT &pp () Download GE Application

Mext > l [ Exit

Picture 4-290LT and ONU

Download Control Bootrom:Refers to Bootrom
document issued from the client to the device, the device

firmware upgrade;

Download PON Bootrom:Means from the client will be
sent to the PON board Bootrom equipment, equipment for

PON board firmware upgrade;

Download ONU App:Refers to the ONU software from
the client will be sent to the device, the device ONU software

upgrade;



Download Control Application:Refers to the master
from the client software will be sent to the device, the device

master software upgrade;

Download Pon Application:Refers to the PON plate
from the client software sends to the device, the device

software upgrade;

Upload Configuation:Refers to the current log
information acquisition device from the device and stored in

the form of a file on the specified path.

Download Configuration:Refers to the end of the
configuration file is sent from the client device to the device,

update the device configuration parameters;

Downlod GE Bootrom:Refers to the end of the GE
board Bootron sent from the client file to the device, the GE

board device firmware upgrade;

Upload Log:Refers to the current log information
acquisition device from the device and stored in the form of a

file on the specified path.

Download OLT App:Refers to the software from the

client will be sent to the OLT OLT equipment, software



upgrades OLT OLT equipment;

Download GE Application:Refers to the software from
the client will be sent to GE GE board equipment, the GE
board equipment software upgrades;

4.7.4.3.3LT Device

Device Type

Function Select

() Download Yoice gateway software ) Download Interval Business Software

Hewt = ] [ E it

Picture 4-30LT Device

Download Voice gateway software:Refers to the voice
gateway from the client software will be sent to the
well-informed equipment, equipment for well-informed voice

gateway software upgrade;

Download Interval Business Software:Refers to the
interval from the client will be sent to the well-informed
business software equipment, equipment for the range of

well-informed business software upgrades;



4.7.4.3.4EOC Device

Device Type EOC Device v

Function Select

() Dawnload EOC App () Download CNU App

Pt l [ E =it

Picture 4-31DOC Device

DownloadEOC App:Refers to the end of the EOC
central office software sent from the client to the equipment,

central office equipment EOC software upgrade;

Download CNU App:Refers to the EOC from the client
terminal software is sent to the device, terminal equipment for

EOC software upgrade;

4.7.4.4 Select File

Set up server-related information and the type of
operation, click the Next button beneath the screen, then

enter the file selection interface.

File selection screen is divided into two types, one is afile

download interface, different devices have different operating,



the other is the file upload interface, including device
configuration upload and upload device logs two kinds of
operations.

4.7.4.4.1 File Download Interface

Download interface is mainly used to select an existing
file to be sent to the device, so you can browse the file
manager to take direct way to select the file, select the file can
also be taken from the device software library mode, the
interface as shown in the top two button, browse and access

from the library.



File Configuratior

Select File [ Browse | [FromLibrar_l,l

File: Infarration

File: M ame M atching Device
File Size: File \ergion
Tirne in Library File Path

File Description

[ Staring in Library

«at | | ok | [ Ew

Picture 4-32File Download Interface

Click the Browse button to open the file selection screen,
select the need to download files to the device, which will
automatically open the file and click on the path to fill the file

selection box.



Look, in: | ‘:1] My Computer v| 0 1'- wu ,

2 3% Floppy (A1)
¢ e Local Disk (C:)
My Recent | L¥RMPYOL_EN (D)
Documents | |[C3shared Documents

[ Administrator's Documents
@ [Cichenpan's Documents
Desktop

@

ty Documents

]

My Computer

File name: || v | [ Open ]

My Metwork | Files of type: | Bootrom File[* bin] w | [ Cancel ]

Picture 4-33Select Flle through File Management

File Canfiguration

Select File &:Abootfont. bi | [ Browse l [FromLibraly

Picture 4-34After selecting the file automatically fill in the box

Click the button to get from the library, the library will open

the file selection screen, as shown below.



Select From Library

Filter

File Type @ Boatram O Application Device Type

File Mame File 1Dy File Yersion

File List

D Mame Device Type Time Wergion Bootrom Ver.

/s

Picture 4-35Select from Library Interface

The interface consists of the upper part of the lookup operation and
the composition of the lower half of the list of files, locate the file you
want to use, tap the file information, and then click the Select button to
select the file, as shown

below.



File Configuratior

Select File F-switchsoftyys 2600PC_Y2 81 i Browse | | Fram Library

File: Infarration

File Mame SZE00PC_W2.81.ar1 Matching Device TiMetS2800-09PC
File Size 234024 File Wergion 281
Tirne in Library 2010-12-23 09:28 File Path SZB00PC_W2 81 bin

File Description

«at | | ok | [ Ew

Picture 4-36Select from Library

In the bottom of the screen displays information about the
file, in order to facilitate the user to check the file, to avoid
wrong operation.

4.7.4.4.2Upload File Interface

Download file upload interface interface should be simple
compared to only one file selection box and the Browse

button, as shown below.



File Canfiguration

Select File

Picture 4-37Upload Flle Interface

Click the Browse button interface similar to the file
download will open a File Save dialog box, select the file you
want to save a good path and name, click on the Save button

as shown in the following figure.



Open E]

Lok, in: |@ Deskiop v| 2 & P -

. BM';-' Dacuments
| 23 tj My Compuker
My Recent h:; My Metwork Places
Documents ) capture
() Mew Falder
@ 565026tm
Deskiop biootram
== ftp
T,
ky Documents
My Computer
.% File name: " | [ Open l
My Metwaork | Files of tppe: Boatrom File(" bin] v [ Cancel l
Application File[. an;” blob;" up;*.u) .
Bootrom File(. bin ] I I Exit

Configuration File(*, gbn)

L&l File[*."] |

Picture 4-38File Upload and Save Dialog

Upload the file name can be entered in the file name box,
you can select an existing problem, such as selecting the file
already exists, will have the file already exists in the prompt

box.

Depending on the upload operation, the file extension will

be different, upload configuration files have the extension.



Gbn, alarm log file extension. Txt, if you choose to save the
file name does not correspond to the extension, will
automatically be in the back plus the corresponding

extension.

4.7.4.5 File Translation Operation

After selecting the relevant documents, click on the OK
button interface, will begin the appropriate file transfer
operations, and opens a file transfer interface shows the

progress of the file transfer.

Operation of the device will display the address of the

interface with the current operating conditions.

Depending on the upload or download operation, the

operating results of the information displayed is not the same.

For the upload operation, the first is the operation of
information between the device and the server, and allow the
device to completely transfer the file to the server, the file

transfer operation from the server to the client.

For the download operation, then the reverse order, the
first client to the server for file transfer operations, then the

server to the device file transfer operations.



Below is a brief introduction about the various elements

operating results information.

Is to transfer files between the server and the device: that
the current server is transmitted between devices to interact

with files;

File transfer between server and device success: that

transfer files between the server and the device successfully;

To transfer the file successfully:That the entire

operation is completed successfully

SNMP trans error: TFTP operation between the device

and server errors, and comes with error number

Operation Success:Between service and client file

transfer success;

File not found:File not found when file transfer between

server and client;

Timeout occurred:File transfer timeout error occurs

between the service and client;

can't write to local file:File transfer files between
appearance and client service can not write error, generally

have multiple processes at the same file operations;



Other Error:Other unknown error.

Sometimes it may appear the following message error..

fhat beingz displayed in table are opearation
infomation of all dewices. Please close the dialog
while all opeartion 1z ower, otherwize the operation
will be stopped.

Device P Fezult
10124250  SMMP tranz ermor: Operation Emor Fault!

Picture 4-39Fault Message

For this reason an error occurs, one device may not be
connected, the second is on the NMS device to write the
name of the public body does not properly saved, this time the
need to open the device properties of the interface in the
device menu, modify the public body called the right to write

value.



4.8 3rd Party EMS

481 3" party EMS View

Integration of third-party EMS main function is to facilitate
the users to easily integrate third-party devices operate
applications that can target OID, device type device to be set.
To invoke the corresponding application through the

‘configuration management' third-party devices.

EMS is integrated in the framework of a third party to

open the menu interface shown below shows open.



Jrd party ENS
Device Type ab

X

|z Router Action
£ >
Device Type Information
[J1s Router
(u]{n]
Devcie Type
Action

L]

pod | [ Mody | [ Delete | [ e | [ Hep |

Picture 4-40In the framework of the menu to open the third-party EMS integrated interface

At this point you can use the 'Add’, ‘Modify', 'Delete’ to

complete the operation, the main operation include:

Is Router:Whether the device is a three-tier equipment;

OID:Oid value equipment;

Device Type:Model of the device;



Action:Perform string operations.

4.8.2 Module Param Settings

Module parameter setting is mainly for the convenience of

the user application parameters specified by the click of a

button“'Open, open interface below shows the.



Jrd party ENS5-Nodule Param Settings

M ame " alue

b odule Param Informatior

Mame b
Yalue
|  add || Modiy || Delte || alDelets |
’ F, ] ’ Cancel ] ’ Help ]

%)

Picture 4-410pen the module parameter setting interface

At this point you can use the 'Add’, 'Modify', 'Delete’,
'‘Delete All' to complete the operation, including major

operations:




Name:name of parameter;

Value:value of Parameter:

4.9 Community/Trap Configure

Trap host of public bodies and other information

equipment for bulk configuration.

By“Operation'= “Community/Trap Configure', Trap
workstations can open and public bodies were set up

interface, as shown below.



Pleaze choose to operate the Dewice
Locate by IP address:

5-10.12.4.10

10.12.4. 27

10.12. 4. 110
10.12. 4. 242

10.12. 4. 248

10.12. 4. 249
10, 12. 4. 250

10.12. 4. 251

Pleaze choosze to operate the type

® Trap Work station O Community

Picture 4-42Trap configure

This function is used to modify the device's bulk Trap
workstation names and quantities of the public body set up
equipment. First select the need to modify the (configured
devices), select the type of operation (Trap workstation or

public body name), and click the 'Next' button to configure.

Click the 'Next' button, Trap workstation configuration




interface is shown below.

Fleaze chooze to operate the twpe

) idd Operate C'Mﬂdifij? Operate O Delete (Operate

Pleaze fill in parameter walue

Default Write Communitw:

HNew Trap work station IP addrezs:

Hew Trap work station Community: @71 Ver O¥2e Ver

[¥] If Default write Community incorrect, select for use network of target.

Picture 4-43Set Trap configure

In this interface, you can add, modify and delete Trap

workstation configuration. When you add a Trap station,

public bodies are required to complete writing the name of the

device (all devices must be configured to have a public body

to write the same name), fill Trap workstation address, fill



workstation Trap community name, select the version
(recommended to choose V2c version), Finally, click 'OK’

button to add.

Modify and delete operations with the add operation is

similar.

Select 'Community' then click ‘Next' button, modify the

name of the interface as shown below Community.

Pleaze choose to operate the tvpe

) pdd O Modify I Delete

Pleaze fill in parameter walue

Default Write Community:

New Community: ®ro O rw

[“]If default write Community incorrect, select for use network of target.

[“|Newer network of target read or write Community at the zame time.

Picture 4-44Modify the name of the public body interface




In this interface, you can add, modify and delete the
selected device public body name. When you add the name
of a public body, public bodies are required to complete
writing the name of the device (all devices must be configured
to have a public body to write the same name), a public body
to enter a new name, select the name of the public body type
(read-only or read-write) , recommended to choose ‘while

updating ..." item, and finally click 'OK' button to add.

Modify and delete operations with the add operation is

similar.

4.10 Poll Interval Configure

4.10.1 Poll Interval Configure View

Polling interval function is mainly to facilitate users to
easily modify all objects accepted platform platform polling
interval can target subnet, grouping, GN.Link module, device
type to be set. Through the different devices set different
polling intervals, can reduce the burden on the network to

prevent a large number of devices at the same polling caused



a storm or network congestion.

4.10.2 Modify Poll Interval Configure

Interface to modify the polling interval can open the
Object menu, the menu can also be opened in the frame,
open at different locations, the interface is slightly different,

the next picture shows the opening menu in the framework.

Modifiv Detail zelect twvpe
®0n View O 0n Dewice Tvpe
Poll Interwval (=): Object Select
= [ |Network
[¥] 5t atus [“|Enabled = []IP
--[]10.12.4.0
[J10.12 4,27
A‘ttribu‘te Enabled I:l 10.12.4. 110
[]10.12.4. 242
[]10.12.4. 248
[]10.12.4. 249
[]10.12.4. 250
[]10.12 4. 251
0K | | Close | | Help

Picture 4-45In the framework of the menu to open the polling interval to modify the interface



At this time only one type of device by selecting the
device type to use modified content to complete the details of

the changes, including major changes:

Poll Interval:To modify the polling interval value objects;

has two attributes and status.

Open the object menu interface, the default chosen by the
current selection tree changes and on the right shows the
currently selected object and all child objects in the object tree
by choice, either directly or by modifying the option to select
the left needs node changes, click OK to complete the

modification.



Modifiv Detail

Poll Interwal(s):

Status [¥]Enabled

Lttribute [¥]Enabled

zelect type
) 0n View ) 0n Dewice Tsvpe
Object Select
SN et worlk
= [w] IP
= 10.12.4.0
10.12.4. 27
[]10.12.4. 110
[]10.12.4. 242
[]10.12.4. 248
[J10.12.4, 248
[]10.12.4. 250
[]10.12.4. 251
0k | | Close | | Help

Picture 4-461P addresses based on polling




Modifiv Detail

Foll Interwalfs):

Status [¥]Enabled

[Vl attritute [¥]Enabled

zelect type

Con View

Object Select

= [ |Network
=-[]GDCEMTOO0

[]10.12.4, 248

- [JOLT 04

[J10.12 4, 27
[J10.12.4.110
[]10.12.4. 251

[JOLT 04

[]10.12.4, 242

[JOLT GOBF

[]10.12.4, 249

[]TiNet526

no-ngrec

[]10.12.4. 250

(44

]

| Close |

[ Help

Picture 4-47Based on the type of device polling

After the state and properties of the corresponding

settings, click OK, the following screen appears




Object Name Rezult
10.12.4. 251 Operation Succes...

100%

Finished | | Help

Picture 4-48Status of the device settings

& Note: This modification will make all selected objects become consistent

polling time, so try not to modify the operation of all nodes simultaneously.
4.11 Non-IP Search

Search for non-IP devices, generally used to query ONU,

open interface is shown below.



Non—IF Finder

I1zed to quemny the non-IP devices and user

Quern |tems

) Mac Address |_3_3_3_3_3_ |
O Label | |
O Type | |

[ ] Specify the OLT

Picture 4-49Non-IP Search

MAC Address:Search by MAC address.

Label:Search by Device Identifier.

Type:Search by device type.

Specify the OLT:You can search by specifying the OLT.

For example, a query to select the device identification,

as follows.



Non— TP Finder [zl

I1zed to quemny the non-IP devices and user

Gueny ltems
i) Mac Address | |
@ Label optinay |
O Type | |

[ ] 5pecify the OLT

T_I,Ipe S tatus Label Parent

| ONUTE | Oreline [ Optiwiay | 101241100 01 T4 PO QKLY
EINLI EIW EIn Ilne O pkiad ay IURES  Configure (L)

Picture 4-50Non-IP Device Query Interface

You can see the emergence of a device that matches the
device identifier information displayed MAC address, device
type, and so on, right configuration management appears,
click on it to enter the configuration management interface of

the device, as shown below.



i

i

OMU 16

Onu lpaddress
Onu¥ersion Informal
Onu Base

OMU Capakility 2
Lan Gress
DBEA-OMU

Port lsolation

Onu Manager lan
Onu Ylan Timeout
Fort Status

Fec Function

Complete machine a

MAC Address

Optical Module

Encription

Loophack

Fort FoE

Feset Onu

SHMP

Wersion

Fiead Comm

version2c

v Fart 161

Retries

“wiite: Comm

Apply

Picture 4-51Configure Management Interface

4.12 Device Search

Equipment check is to look at the current node navigation

tree, its interface is shown below.




Search Twvpe
O Device Type (O Device IF

(O Host Name O Device Mac

Look for the condition
[“|Match Casze
[IMatch Whole Word Onlsy
Kev Name: O Up ® Down

[Rezult in a tabular way

[caeet ) (em ]

Picture 4-52Device Search

Query can be any combination, as with the operation.
Device identification and device identification object

properties consistent.

Display search results in list form is used to control the
display position of the search results, if you select the item,

then the interface becomes as shown below.




Search Twype

{(¥) Device Label ) Device Tsvpe ) Device IP
(O Hoszt Name O Device Mac

Look for the condition
[¥|Match Caze
[IMatch Whole Word Only

. 10.12.4
Eev Name: Ote ® Down
[VIRezult in a tabular wayv
Search ] [ Newxt ] [ Cancel ] [ Help ]

Look for the result

Device Label Dewice Twvpe Device IF 5t... Host Name b
10.12.4. 261 OLT 04 100124, 27 0f... EPON

10.12.4. 110 OLT 04 10, 12.4. 110 On... EPON

10.12.4. 242 OLT 04F 10, 12,4, 242 On... Optozcape
10.12.4. 110 GDCENTOO 10, 12,4, 248 0f... lootom 2
in 172 A 9dn T T CAeD 10 179 4 24n miF " TmAT

< ¥

Find T dewicas!

Picture 4-53Result of Search by List

Double-click on the table at this time a node is shown in

the navigation tree, select the node, as shown below.




4 10.12.4.0/24

we 10, 12,4, 27 (EFON)

s 10.12.4. 110 (EPON)

e 10.12.4, 242 (Optozcape)
we 10.12.4. 248 ({1ootom)
s 10.12.4. 249 (GPON)

s 10.12.4. 250 ({TiNet)

w= 10,12.4. 251 {OptiWay)

& 0OLT 04
EFOH

Picture 4-54Select node on the tree

You can see, double '10.12.4.27' node in the table, will

select the node in the navigation tree.

If you do not choose to display search results as a list,
then select the search to the first node in the navigation tree,

as shown below.



Search Type

& Device Label (O Device Type O Device IP

() Host Name ) Device Mac

Lok for the condition

Prompt

ditems are matched,please wiew the result with list table

epvame; 026

[(result in a tabular way

[ Search ] l Next ] l Cancel ] [ Help

Picture 4-55Non-List Search
If you check out the multiple results, you can view by
clicking on the next button, you can automatically select the
next one, if the list is to display the results, it is both the list
and the navigation tree selected. Up and down radio button
control to see when the next traverse direction, traversing the

last one will return to the top one.

4.13 User Manage

4.13.1 User Manage View

When the user management, often need to know the




name of the user account id and LAN, correspondence with
vlan device port. By importing the relevant data sheet to the
network management system and improve these data, the
user can create a simple database management can turn the
user, such as the user's account can be found in the user
belongs fiber optic local area network, where switches and
switches located ports. User Management Actions menu as

shown below.

Dewice Search(H)

User Manage (U] hdd User Info(h)

.r-I Manage User Info (@)

Picture 4-56User Manage Menu

4.13.2 Add User Info

“Import file to List',it can bulk import switch port
descriptions and user accounts.Import file to List',as shown

below



Look ir: | @ Desktop L -

D My Documents

’_7} My Computer

\EJ My Mebwork, Places
I capture

I Mew Folder

aa

= fp

File narne; | A" | [ Open l

Cancel

Filez of type: | Excel file[".xlz)

Test file[" tat]
Cav file [*.cav]

Picture 4-57Import file to List file path Interface

Imported files can be used xls, txt, and csv three file
formats. Good to import selected files to import user
information to the chart interface. In this interface, you can
import the data to add, modify, and delete operations. Where
the device IP, only increased during the operation to change.
‘Import List to File' to import the data to a file in the list to save.

Can choose to save the file type xIs, txt, and csv three types.

Users performing 'Read Device Name' and 'port status



read’, 'reading device port', make sure the device IP exists. Otherwise,
the device can not read the information. And, during the ‘read port
status', but also to ensure the presence of the device port. In the data
confirm that you want to import complete, click the 'Apply’ button to

complete the batch import user information.

jtchNa...  PortID Port Stalus | Port Desc. e | Telephone  E-Mail Job Address | Remark.

PVlan S¥lan LaniD Lo Name | D User N
0 Y I
1

Index User Ace
i ) I I
2 aif 6 a0

Picture 4-58Import file to List file path Interface

4.13.3 Manage User Info

User Information Management,including“User Start'.
“User Forbid'. “find Device'. “Go port'. “Modify’,'Delete’ and

‘derive File’,as shown below.

Index g User.. PVlan SVlan LanlD Lan Name Device [P SwitchMa..  Port D
1 QI0B4E 2 20
P S N ——
3 af 5 30 User Start

VUser Forbid

Find Device

Go Port

Modi £y
Delete

Derive File

Picture 4-59User Information Management Menu



Among“Go to Special',it can be used to achieve the look
of a particular user, the following figure shows the optional

search criteria.

Go To Special

Lan 1D

Lan Mame

Device [P

Switch Mame

Fart 1D

Uszer Mame

Search l [ Cancel

Picture 4-60Search User Information Management

First select the condition you want to find, enter the

appropriate information in the subsequent input box, click on



the 'Find', the device can display a list of users to find the
information in the list. Select the query results to a record,
click on 'Positioning port device', then if they can find the
device, the display of the device. Right-click, select 'Open
Panel' menu. When the mouse is moved to a port, the port is
displayed in the user information. Shown, user information
port number, user ID and port states include the following

diagram.

[
Iﬁ”ﬁ”ﬁ”i‘ Fort deseription: e0f171

User account: gius
Port =state. Dizconmect

Picture 4-61User Information of Port

Export list to a file, it is used in the current system user
information preserved in the form of documents. The file
information is available through the ‘import file to the list of'
bulk import to the NMS. Also, save the file format also

includes xls, txt, and csv three file formats.



Chapter 5 View Management

5.1 View Management Menu

The View Manager menu as shown below (TOPO panel
only when these options, or only a geographic information
appears), followed by a few bars of these menus will feature a

detailed introduction.

]-m Fault (F) Ferformane:

Update ¥Wiew (U]
E Eesume Wiew (R]
Save View(S)
Show/Hide Het Element (H)

loge &

Geography Information (iG]

A

Picture 5-1View Menu

5.2 Update View

Update TOPO View.



5.3 Resume View

Undo the last operation.

5.4 Save View

Save the view.

5.5 Show/Hide Net Element

Show/Hide Net Element,as shown below.Choose one

element to show or hide.



Met Element

10.12.4.249
10.12.4.243_0LTO_PONS
10.12.4.243 OLTO_POMS_OMTT
10.12.4.243_0LTO_PONS_ONT2
10.12.4.243 OLTO_PONS OMT3
10.12.4.249_0LTO_PONS_OMT4
10.12.4.243 OLTO_PONS OMTS
10.12.4.249_0LTO_PONS_OMTE
10.12.4.243_0LTO_PONS_ONTY
10.12.4.243_0OLTO_PONS_OMTS
10.12.4.243_0LTO_PONS_OMNTS
1012.4.243 OLTO POMS OMTI0
10.12.4.249 OLTO_POMS_OMT11
1012.4.243 OLTO POMS OMT12
1012.4.243 OLTO_POMS_OMT13
1012.4.243_ OLTO_POMS_OMT14
10.12.4.243 OLTO_POMS_OMT1S
10.12.4.245 OLTO_PONS_OMTI16
1012.4.243 OLTO POMS OMTI7
10.12.4.243 OLTO_POMS_OMT18
10.12.4.243_ OLTO_POMS_OMTI9
10.12.4.243 OLTO_POMS_OMTZ20
10.12.4.243_0LTO_PONS_OMTZ21

AN 47 4 740 Ol Th OOkIE OkIT 27

£

Show/Hide

Shiow
Show
Show
Show
Show
Shiow
Show
Show
Show
Show
Show
Show
Shiow
Show
Show
Show
Show
Shiow
Show
Shiow
Show
Show
Show

Clman

Picture 5-2Show /Hide Net Element

5.6 Grography Information

Details can be viewed the Geography View.




Chapter 6 Device Management

6.1 Menu

It can only be work when one or more devices is selected.

The menu for this part is as following:

SN Fanlt (F1  Ferformar

Open Panel (0

=

Loolmap Attribute (L)
Delete MODD

(|

0N List (F)

ONT List (E)

Configure [C]

Fault (F) r
Moni tor (R
Maintenance (M)

Tools (T L
Batch Config(B)

—

Update Status ()
PortStatiztic(B)

Picture 6-1The Menu of device management

@ Note: For different devices, the menu is different, but the main feature is

the same.



6.2 Open panel

Click “open panel” to show the port location.

Device Pancll[EPONIP-A0.124 110) [Updete ] Cltuto [ Hide

&
&

NGO1GT2GS4PONE NGOTEPT6MA
1.3 5 1.3 5 7 1 1.3 5 7 9 11 13 15
[0 | [ e ] R O [ e o] ] ] &
== [ ] [ ] e e
2 4 6 2 4 6 8 2 2 4 6 8 10 12 14 16
an s 7 an e
¥ r

Device PanelZ[IP Suitch{Port 317:10.12.4.250]] Cléue [Hide
L s s 1
[ ]
z 4 & B
Device Pansl3EPON{IP:10.12 4.242]] Cawe [Hide [ Coce |
P

Picture 6-2The panel

@ Tip: in NMS, device panel is shown in panel window.

Port status: port status in panel is ifTable
(ifAdminStatus) and STP port status (dotldStpPortState) .
broken ( 6 ) and adminstate(2) is red; forwarding ( 5 )and
adminstate(1) is green ; listening ( 3 ),learning (4 ) , disabled

(1),blocking ( 2 )and adminState(1) is yellow.



Enable/disable port: the X in port means port disabled

Port Type: black frame means trunk; green means hybrid

and white means access.

6.3 Show attribute

Click “show attribute” menu to check the attribution list.



The bazic attributes

Dewvice Name

Device Lahel 10.12.4.110
Hozt Name EPON
Dewice Statuz Clear

O

Device Icon

[ Clear ] [Cha.nge

IP relewant attributes

IP Addre=s
Subnet Mask
Parent Net

SHMP attributes

Version vao *| e port) 181
Read Comm... Eublic
Write Comm.. Private
oID
Geography Information

city e zectio ~
District 3
Bulldlng L Floor w
Memo

Modifiy | [ Close

Picture 6-3Attribution
Attribution list description:

Table 6-1 Attribution list description

Item Description




Device name The managed device name, unique, unchangeable

Device ID The managed device ID, can be changed

Host name The hostname of the managed device, can be
changed.

Device status Identifies the network database state (importance) of

the object, also the risk level of the corresponding
device

Device polling Interval polling device status, device state
management platform tested once every seconds of
the bar making.

Device Icon Management objects are displayed in the NMS
IP address IP address of the network object.

Subnet mask Subnet mask of the network object

Parent Network Parent network address the device belongs.
Interface list Interface list the device contains

6.4 Delete NE

This operation works for deleting the selected managed

objects and sub-objects.

& note: if user delete devices through “Delete NE”, system will delete the

device also in management view.



6.5 ONU list

Show Onu in details:

Aa Status OMU Label ONU Mame OHU Type oMU [P OMU MAC LLID[HE=] Found Trip Tim...
Onine Optiway Optiway OMU 18 192.168.1.2 O0:04:54:15:98:95 E0820000 <=10
Online Optiway Optiw/ay OMU D4 19216811, O0:0ASA16D1:95 60820002 <=10

@ Oifline QKL -3 O4gs2 ONU 04G-52 19216811 000458 20: 2340 -

Picture 6-40nu detailed list

This list describes ONU location, status, type, MAC

address and IP address (IP address 0.0.0.0 means offline)

Click right button:

INU T ype ONU IP ONU MAC LLID[HEX]

ONU1E | 132 ROS20000

Open Panel (0]
TN 0dh 1921 BO320002

Loolmp Attribute (L)

U 045-52 132
Delete MDD
Fault (F) r
Configure (C]
Tools(T) r

Current User Statistic(H)
Onu ¥lan Cfg (V)

Batch Config(R)

Momi tor (R]

Update Status ()
Reboot OHU(R)
Eoc List

Cou List

Picture 6-50nu menu for right button



Open panel: show this ONU panel

Device Panel[OMU Device[Port: 15 Mame:10.12.4110_0LT4_PON7_0OMUT]]

0 0 e
I ]

8 10 12 14

Picture 6-60nu panel

Show attribute: show ONU basic attribute, such as

device name, device ID, location

The basic attributes

Device Name

Dewvice Label

Geography Information

city b zectio b

Diztrict "

NMemao

Modifiy | | Close




Picture 6-70nu Attribute

Delete NE: Delete ONU node in client. It can be re-show

by refreshing the list.
failure: some alarm

Configuration management: enter configuration

management interface

i

i

QMU 16
Onu Ipaddress
Onu Yersion Informad

Onu Base
QMU Capability 2
P b4 SHMP
Lan Gress
DBA-OMLI
Paort Isolation Wt version2c hd Fort 161
Onu Manager vlan
Onu lan Timeaut 5 Retries 1
PortStatus | | e D
Read Comm e Comm

Fec Function
Complete machine g
MAC Address
Optical Module
Encription
Loopback

Part PoE

Feset Onu

Apply

Picture 6-80nu configuration management

Current user statistics: check accessed user number on

current device



Current User Statistic

Device [P:

Izer Hame:

10.12.4110

Passwiond:
’Sta‘tis‘tic] ’ Cloze ]

OMU Paosition:

X

4474

VLAN range configuration: configure VLAN under CTC

Picture 6-9Current Onu user statistics

ONU Type v LCTC Port VLAN
Selected ONU List Detault YLANI-4034) |:| TRIDHEX: 0FFFF) I:l
OMU Mame

10124 110_0LT4_PONT_ONLIT

0LD TPID(HEX: 0-FFFF) |:|

MEW TPID[HEX: 0-FFFF] |:|

OLD YLAN[1-4094] |:| MEW WLAN([1-4094) |:|
[ odiv | [ Dele
Port Na WLAN Mode  DefaubV.. | TRIDHEX] | OLDTPL. | MEWTPL. | OLDWLAN | NEWVLAN

Picture 6-10VLAN range configuration

Update status: update ONU status




Reboot ONU: rebooting
EOC CO: show EOC CO list

EOC terminal list: show EOC terminal list

6.6 Failure

6.6.1 Failure menu

The failure is alert, can be realtime alert, current alert or

all alert.

{ OHU List (H) | S

" ONT List(E) [
Configure (C]
Fault (F) Realtime Alert (R)
Moni tor (R) Current flert (C)
Maintenance (M) #11 Alert ()
Tools(T) »

Batch Config(B)

Picture 6-11Failure

6.6.2 Realtime alert

It will be refreshed realtime. It can be used to see when

the alert is sent.



6.6.3 Current alert

Check current alert

6.6.4 All alert

Check all alert

No Lewel

“ Warning

@ Clear

B critical

B critical
Critical

@ Clear

PR3 L oM oo

Source
127.0.0.1

10.
10.
10.
10.
10.

12.4.110_0OLT4_PONT_ONU1L
12.4.27

12.4.243

12.4. 248

12.4. 110_0LT4_PON3_ONT1

Label

10.
10.
10.
10.
10.

12.4.110
12.4.251
12.4.243
12.4.110
12.4.110

Type
SECURITY
Poll
Poll
Poll
Poll
Poll

Picture 6-12All alert list

Realtime capacity monitor

6.8 Device maintenance

Equipment Maintain Configuration

Eecowve...
nrest...
nrest...
nrest...
nrest...
Unrest...

admin

6.7 Realtime capacity detect

Confirm Status
Mnconfirmed
Mnconfirmed
Mnconfirmed
Mnconfirmed
nconfirmed
admin



6.9 Tools

6.9.1 Menu

Maintenance (M) |

Fing (F)
Batch Config(E) Telnet (T)
TraceRoute (B)
Update Status () raceRoute |
o TExplore (1]
PortStatiztic(B)
Fip (F)
2 0LT N4 E OLT 04 S 0OLT GOSF
EFOH EFONH GPON

Picture 6-13tools
6.9.2 Ping

Check the connection of the device



cv C:\WINDOWS\=zy=teni2\cud. exe

Picture 6-14ping
| = |

A58 L Telnet =% L A Seel]

Telnet login:

= Telnet 10.12.4.110

Picture 6-15Telnet login



et Telnet 10.12.4.110

| - | - |

~ 6.9.4 Traceroute L A Seel]

Traceroute operation:

AFIRDOWSy systeni2\cad. exe

Picture 6-16traceroute
| P | P |



6.9.5 IEXxplore
Use IE check management. Some device can support it.

696 FTP

Some device can support it.

Dewvice Information FTP Manager
(& By SubNet OBy Type Uz

Passnord

10124110 efa x| | Pt 2

= Categaiized
101240 [ Upload File

10124110
Local Fil: (|

Uncategorized
[ Dowrload File

Save Defaul Settings - o Exec Select ff Execal ‘

Run result

Picture 6-17FTP

Device info: choose device according to the type

FTP managem: 1. user: FTP server login. It can be some

user and can also be anonymous

2. test FTP server: test FTP server

enabled or not.

Upload file: use FTP server to upload files



Download file: use FTP server to download files,

including remote and local files

result: show upload and download info

6.10 Batch configuration

6.10.1 Batch configuration Brief

introduction

By default, remote telnet is used for batch configuration.
Batch configuration support “superterminal” for single device.

By installing serial port of NMS to connect to console port of

the device to use CLI.

6.10.2 Select device

Select one or more device, “device management” =

“batch configuration”



Device Select

Command line fie operation

Device Tope  [OLT 04 3 ConfigMode (2 Telnet O Serial Part

= [JouT 04
& [J101240
Oiniz2a27
10124110
10124251

Select File [

0 )

Operaie Log

Picture 6-

18Batch configuration

Select device in device type

Device Select

Device Type

OLT 04 “

= [JOLT 04
= []1012.4.
[]10.1
[#]10.1
[]10.1

OLT 04P

GDCEM YO0

OLT GOsP

Titets 2600-03PC

ZFTTO

2.4.251

Picture 6-19Device type

| ConligT emplate Libray

[CEsecute | [ caned | [

Clear log Deiive log Io file:




Change configuration mode to be serial port, it will show

serial port configuration interface.
Serial port configuration:

Serial port: device connects to serial port. Right button
“my computer” --Attribute--Hardware--device management to

find the port.
Baud rate: 9600 by default.

Data bit, parity check and stop bit use default setting.

Uzer Account

Uzer Hame

Fass'wiord | s

The zerial port parameters zet

Sernal Port COk1

£
Part Set
Bitz per zecond gEO0 P
Crata bit =] -
Parity check Mo h
Stop bit 1 ~

[ Festore Defaults ]




Picture 6-20Serial port configuration
6.10.3 CLI operation

Click “browse” , to select file, or use “input configuration
template”.

Command line file operation

Config Mode (%) Telnet (" Senial Part
Select File D:hzourcehCigT emplateLibhswitP ort. bt [Browse] [ CorfigT emplate Library ]
[ Execute ] [ Cancel ] [ Help l
Remate config command line
enable
configure teminal
interface e 0/0/5
< ¥

Picture 6-21CLI file operation

Click “execute” to deliver configuration.



Remote configuration CLI: right button to add/delete

configuration command.

6.10.4 log

Show all logs of the operation, and can clear logs, output

logs to be files.

Operate Log

Clear log ] [ Derive log ta file

I0. 1.4, 110 Ihe command Lifie CONTalhis eErora!
configure teminal
«[15C" w

Picture 6-22log
6.11 Update status

This operation is used to update the state of the managed
object. Namely, the state of the managed object polling
operation. You can select one or more devices to be updated
when the update is performed to check whether the device is
still connected, if a situation occurs, if there is not normally the
case, an alarm message, as shown later,the update status
Figure 7-18, screen appears as shown in Figure7-19. At this

point the status bar appears below the emergency alarm



LAyOuT L)

Update Status (U
FortStatistic (F)

i i
= ] Gy
OLT 04 g OLT 04 OLT GOSF g OLT 04 W OLT O4F S GOCEMTOO
Optoscape lootom

EFOH, FON GPOH Optiffay

Picture 6-23Update status

Swstem Run:ODay3HITM3GS

(% C 0 Mo &L adnin

Picture 6-24Alert status

Click on the warning message, you can see what kind of

alarm occurred.

No Level Source Label Type Confir... | Postion
i ° Critical 10.12.4.27 10.12. 4. 251 Poll Unconf. ..
4 Q Critical 10.12.4.249 10.12.4. 249 Poll Unconf. ..
10.12.4. 110 Poll Unconf. ..

3 ° Critical 10.12.4.248

Picture 6-25Alert info

6.12 Port statistics

Port statistics realize the whole network device port
number of statistical functions, respectively, statistics and the

number of ports being used free port. Device panel is



displayed in red port for the free port,the port is being used for

the rest of the state.

& S5E

Optih

o —
(], A
!
Open Fanel (0] iF & EL600
Opti®as

Loolup Attribute (L)
Delete MOCD)

O List (H)

OHT List (E)

SZ000E List (B)
Configure (]

Fault (F) r
Moni tor (R)
Maintenance M)
Tool=s(T) r
Batch Config

Update Status ()

Fort3tatistic(F)

Eoec List

Picture 6-26Port statistic

Open the Port Statistics screen you can seethe bottom

left of the device selection tree, select the tree through the

device to specify the port device object statistical operations.

Open through the device menu interface port statistics, the



current device is selected by default, select a good device,
click the OK button, the port number is displayed in the list of

online and offline column, as shown below

all devices ports: 132

[ Ok l [ Cloze ] [ Save ] [ Help
Device IP Link Up Ports Link. D own Parts
(& By Type By SubMet 10124110 3 29
1012.4.110_0MU ] 23
1012.4.251 0 0
10.12.4.251_0NU 1] 4
Device Tree
=) [ Metwark
= []OLT 04
[J1oazaz27
10124110
10.12.4.251
+-[]OLT 4P
+-[]OLT GOgP

+-[] TiMet52800-09PC

total: 4 Each 40 : Page The 1 A Page

select devices ports: 59 link up ports: 3 link. down porte: 56

Picture 6-27Port statistics
6.13 Device layout

Layout for multiple devices, as shown below, select




multiple devices, click on"Device Manager"->"Layout"

Maintenance (1) [l e
| Batch Config(®) i1

Layout (L)

Update Status(U) Gridi(G)

FortStatistic(F) Bus (B)
SingleStar (3)
ToubleStar (0}
Ring(R)
CutRing (C)
LevelTree (L)

EadislTres (1)
Hybrid (H)
— ——
e [l |
— —
OLT 04 W OLT 04 OLT GOSP @ OLT 04 OLT 04P GOCENTOO TiNet32600-09FC

EFOF, EFOR GFOH Optifiay Optozcape Tootom Tillst

Picture 6-28Device layout Alert info

1

TR

.| !
— & ELSA00 & ELSEO0-04F :
et ELSE00-T00ZFO01SE Optoscape t
b s8600-04 G TiNet35100-26T
8604 Tifet

Picture 6-29Mixture type Alert info



o

[ ]
f_SE8600-04 & ELSBO0 & ELSBO0-04F
ge04 ELSE00-D00ZFO01SFL  Optoscape

g TiHet55100-23T
TiHet

Picture 6-30Mesh type



Chapter 7 Fault

7.1 Fault menu

This chapter is mainly about the failure to introduce the
device, as shown in the following figure. The following
sections will be introduced in detail about the contents of

these lists

—m Performance (F) Security(]

Filter Trap(T)
REealtime Alert (R)

|
k
Current Alert (C)
ALl Alert (4)
— Fanlt Dlewice List (F) —
27

Hiztory #lert Browse (H)

Configzure
Sound Config(3)

Picture 7-1Fault menu



7.2 Filter Trap

721 Trap

Filter Trap Trap is browsing for event information and
appropriate treatment. Users can perform the corresponding
operation on various Trap on the panel. Trap events can be
divided into six levels: Notice (info), alarm clear (clear), alarm
(warning), minor warning (minor), the main warning (major)

and a serious warning (critical), as shown below.

Filter Trap Name Trap Type | W Trap O Level Source Content ~

o  Rfc_neuRoot_V2 Vhole 1.3.6.1.2. 1. 17.0. 1 §Source Hode becomes new root of a spanning tree

Ho  Rfc_topoChanze V2 Vhale 1.3.6.1.2. 1. 17.0. 2 §Source Port of tree becomes Forwarding status

Ho  Rfc_newRaot_ V1 Vhole 1.3.6. 1.2, 1. IT\t6\e L $Source Hode becomes new root of a spanning tree

No  Rfc_topoChange V1 Vhole 1.3.6. 1. 2. L ITwigve2 §Source Fort of tree becomes Forwarding status

o CPUBusy_V2 Whole 3.6 1.4, 1. 13464, 1. 2. 1. 1. 2. 24 $Source CPUbusy

o CPUnBusy ¥2 Vhole 1.3.6.1.4. 1. 13464, 1. 2. 1. 1. 2. 24, §Source CPUidle

Ho  CPUBusy V1 Vhole 1.3.6.1.4.1. 13464, 1. 2. 1. 1. 2. 2 §Source CPUbusy

o  CPUlnBusy_V1 Vhole 1.9.6.1.4.1. 13464. 1. 2. 1. 1. 2. 2 §Source CPUidle

Ho  SaveConfig W2 Vhole 1.3.6.1.4.1.13464. 1. 2. 1. 1. 7. 3. §Source device§Source The configuration has been saved

o  SaveConfig V1 Vhole 1.3.6.1.4. 1. 13464. 1. 2. 1. 1. 7. 3 §Source device§Source The configuration has been saved

Ho  EponSwitchSyslogV2 Syslog 1.3.6.1.4. 1. 13464. 1.2, 1. 1. 9. 1 §Source_SYSLOG  Dewice STSLOG:

No  EponSwitehSyslogVl Sysleg 1.3.6.1.4. 1. 13464. 1. 2, 1. 1. O\x §Source SYSLOG  Device STSLOG:

To  Gbn_tinet20xLoop_¥Z Fort 1.3.6.1,4,1, 13464, 1,2, 1. 2.9. 1 Critieal Fort§Z existloop

o  Gbn_tinet30xLoopFree V2 Port 1.3.6.1.4.1. 13464, 1. 2. 1. 2.0.2 Clear Fort§2 loopremove

o Gbn_tinet20xLinklp_v2 Port. 1.3.6.1.4.1. 13464, 1. 2. 1. 2.9.3 Clear $Source Port§2 cormect

Ho  Gbn_tinet20xLinkDown_V2 Port 1.9.6.1.4.1.13464.1.2.1.2.0.4 Varning $Source Port$2 disconnect

Ho  Gbn_tinet20xError_¥2 Port. 1.3.6.1.4.1.13464.1.2. 1. 2.9.5 Tinor devicedisconnectorinerrorstatus

Ho  Gbn_tinet20xClear_¥2 Port. 1.3.6.1.4.1.13464.1.2. 1. 2. 9.6 Clear deviceinnornal status

o  Gbn_tinet20xLoop_¥1 Port 1.3.6.1.4. 1. 13464. 1. 2. 1. 2. 9\t 6\t 1 Critical Port§ll existloop

Ho  Gbn_tinet20xLoopFree V1 Port 1.3.6.1.4. 1. 13464, 1. 2. 1. 2. 0\t 6\t2 Clear Port§0l Looprenove

o  Gbn_tinet20xLirkUp_Vi Port 1.3.6. 1.4, 1. 13464, 1. 2. 1. 2. O\t 6\ Clear $Source Port$l cormect

o  Gbn_tinet20xLirkDown V1 Fort 1.3.6. 1.4, 1, 13464, 1, 2, 1. 2. 9\t 6\t4 Varning $Source Port$0 discomnect

o  Gbn_tinet20xError_V1 Port 1.3.6.1.4. 1. 1346d. 1. 2. 1. 2. 0\t 6\t6 Tinor device discommect or is in error status

o Gbn_tinet20xClear_V1 Port. 1.3.6.1.4. 1. 1346d. 1. 2. 1. 2. 0\t 6\e6 &) Clear . device is in normal status

Ho  SBE00_PowerRemoveW2 Port 1.3.6.1.4.1. 13464. 1. 2. 1. 3.3. 1 B Critical  $Source POWER$2 power$2is pulled out!

Ho  SB600_BoardRoletoMasterV2 — FPort 1.9.6.1.4.1. 13464. 1. 2. 1. 3.3. 10 & Varning §Source_OLT$2  card slot bits§2The main control boardchangeto mainly ..

Ho  SBE00_PowerNoRunning¥2 Port 1.3.6.1.4.1.13464.1.2. 1.3.3. 11 1) Info §Source_POVER§2 power$2stop run!

Ho  SBE00_PowerRunning¥2 Port 1.3.6.1.4. 1. 13464, 1,2, 1. 3. 3. 12 3) Info §Source_POVER$? power$2 run!

Ho  SBE00_PowerInsert¥z Port 1.3.6.1.4. 1. 13464, 1. 2. 1. 3.3.2 ) Clear §Source POVER$? powerf2successful initialization!

o  S8600_FarRemoveV2 Port 1.3.6.1.4.1. 13464, 1.2, 1. 3. 3.3 B cCritical  $Source FANS2  fan$2is pulled out!

o 58600_FanInsertV2 Port 1.3.6.1.4. 1. 13464, 1. 2. 1. 3. 3.4 L) Clear $Source FANEZ TanfZsuccessful initialization!

o  S8600_BoardRemovelW2 Port 1.3.6.1.4.1. 13464, 1. 2. 1. 3. 3.5 B Critical  $Source OLTF2  card slot bits§? boardis pulled out!

Ho  SBA00_BoardInsertV2 Port. 1.3.6.1.4.1.13464.1.2. 1. 3. 3.6 &) Clear §Source OLT$2  card slot bits§2 boardsuccessful initialization!

Ho  SBA00_BoardCormectedV2 Port 1.9.6.1.4.1.13464.1.2. 1. 3.3.7 g Clear §Source_OLT$2  card slot bits§2 boardis

Ho  SBE00_BoardUncomnected?? Port 1.3.6.1.4.1.13464.1.2.1.3.3.8 B Critical  §Source OLT$2  card slot bits§2 boardis [

Ho  SBE00_BoardRoletoSlaveV? Port. 1.3.6.1.4.1.13464.1.2. 1. 3. 3. & Varning §Source_OLT§2  card slot bits§2The main control boardchangelo spare!

Ho  SBE00_PowerRemoveVl Port 1.3.6.1.4. 1. 13464. 1.2, 1. 3. 3\t6\t1 ED Critical  §Source POVER$O poversDis pulled out!

Ho  SB600_BoavdRoletoMasterl — Port 1.3.6.1.4. 1. 13464. 1.2, 1. 3. 3\t6\t10 & Varning §Source OLT$0  card slot bits§0The main control boardchangets mainly ..
- o  S8600 PowerNoRunningV1 Port 1.3.6.1.4. 1. 13464, 1, 2, 1. 3. 3\t6Vt11 §) Info §Source POVERE0 voverf0ston run! - L4

Picture 7-2Trap

The bottom panel is the total number of events and



display settings, as shown below.

Tatal 157 Each 40 ¥FPage Thell  |/4  Page
& a0 Mo 'y System Bun:0DayOHINZOS

Picture 7-3Trap total number

Interface as shown in the right column Trap event occurs.

L2011 EERE A Minor
1.2, 1.171t5xt2 Ay Minor
PEIRENEE  pdda) Y Warni]
AL E e @c1ear
LA L3 .. &% Warni
clod. 1,13 .. G} Clear
Refresh(E] =
clod. 1,13 J) Infa
.1.4.1.13¢  Export (3) . A} Info
141,13 Print (B) J2 Infa
L4l 1L 1 3BETTTETTITY Jdp Info
14,1, 13464, 1. 2. 1. 2. 9. B criti
J1.4.1.13464. 1. 2. 1. 2. 9. T} Clear
J1.4.1.13464. 1. 2.1, 2. 9. L) Clear

Picture 7-4Right button menu
722 EditTrap

Increase: increase trap types.

Modify: Modify the trap event, you must select a trap

events. As shown below.



Edit Trap

X

Edit Trap

Trap Name |
Tiap Type ‘whole v
Enterprise 0ID | |
GenecType | | SpeciicType | |
Trap OID | |
Level Clear v|
Source $50urce |
Cantent CPUidle |

| ok | | cencel | | Hep |

Picture 7-5Edit trap

[Filter]: whether the trap event filtering.
Trap [Name]: The name of the trap.

Trap [type]: There are syslog, whole, port three kinds of
trap type
[SNMPV1/SNMPV2]: What are SNMP type.

[Enterprise OID]: When the trap is SNMPV1 packets, this



option is effective frame for sending SNMPV1 the OID.

[Type]: Sub Universal (Generic) types and enterprise
private (Specific) types, generic types include coldStart,
warmsStart, linkDown, linkUp, authenticationFailure,
egpNeighborLoss, enterpriseSpecific. And belong SNMPV1

trap messages.
[Trap OID]: send a message when OID SNMPV?2.

[Level: The level of the trap event, there are six levels of

options.
[Source]: the source of the trap event.
[Contents]: details of the trap event.

Delete: Delete the trap event, you must select a trap

events.
Refresh: refresh the list.
Export: Export the list.

Print: Print this list

7.3 Realtime alert

It will be refreshed realtime. It can be used to see when



the alert is sent.

7.4 Current alert

Check current alert

7.5 All alert

Check all alert

No Lewel

“ Warning

@ Clear

B cCritical

B cCritical
Critical

@ Clear

[ RO e ]

Source

12

T.0.0.1

L 12,4, 110_0LT4_PONT_ONU1
12,4027

L12.4. 243

L12.4. 248

L1240 110_0LT4_PON3_ONITL

Picture 7-6All alert

Label

10
10
10
10
10

7.6 Alert menu

7.6.1 Description

Alarm menu is mainly appropriate action for specific

L12.4.110
. 12,4, 251
L12.4. 243
L12.4.110
12040110

Type
SECURITY
Poll
Poll
Poll
Poll
Poll

warning information, as shown below.

Recove. ..
Threst. ..
Threst. ..
Threst. ..
Threst. ..
Threst. ..

admin

Confir...
Theonf. ..
Theonf. ..
Theonf. ..
Theonf. ..
Theonf. ..

admin

Postic



o Lewvel Source Label Type Recowe... Confir...

T A Warning 127.0.0.1 SECURITY  Unrest... TUnconf...
i 10.12.4, 110_OLT4_PONT_ONU1  10.12.4.110 Poll Inrest... Unconf...
B %] P ——— [ R | e
4 E) Critical 1( Deteil Information(D) 10.12.4.249  Poll [ e
3 B Critical 1f 5@ 10.12.4. 110 Poll Unrest... Unconf...
2 5 Clear 1 Delete@ 10.12.4. 110  Pall admin admin
Eecowver (B)
Go to Device(5)
Filter (F)
Eefresh (E)
Search (H)
Export (5]
Frint (F)
Picture 7-7Right button menu
NGBNYiew-Alert Detail Information E|
Source 127.0.0.1 Level \Warning
Alert Time 2014-06-11 16:55:00
Description Login illegal event, please refer to records of safe operation

Historical Alert

14-06-11 16:54:39) (Warning) Login illegal event, please refer to records of safe operation
14-06-11 16:55:00% {Warning) Login illegal event, please refer to records of safe operation

< >

Deal with the record

OK Alert ] [ add ] [ Close ] [ Help




Picture 7-8Detailed alert info
Table 7-1 Alert description

Item Description

Alarm Source failure MO (managed objects), Platform Update fault source
corresponding MO state property according to the fault alarm
source object.

Warning level Failure to identify the severity of the event object properties.

Alarm Time The date and time the event occurred.

Fault Description Store events complement any event object attribute information.

Alarm History Alarm status change the course of history
Processing Network operators for alarm processing records
records

Alarm acknowledgment: that confirm the current
operation of the user's user name on the column headings

responsible alarm.

Added: handle comments on the events displayed in the

treatment records.
Close: Closes the dialog box.

Help: Opens the help file.

7.6.3 Go to device

You can locate the information corresponding to the

selected alarm equipment. The device is positioned will be




displayed on the device view.

@,

LO80

WALILLILE
Clear
Critical

L 1o e e L
10.12.4.110_0LT4_F
10.12.4. 27

nnﬁ

Go to Dewice ()
Filter (F]
Refresh (E]

Search (H)
Export (5]
Frimt (F)

Detail Information(I) .
0k (@)
Delete (0]
Recower (R)

] |

Picture 7-9Locate device

& OLT &O3F
GEOR



7.6.4 Filter

Filter Setting

Filter Type |EIENSMEN v
Type = []Dewice = []Trap = []Flat
[]Dizcovery []5¥=log []MaTH
[]Pall []¥hole [ DISCOVERY
[JPart [JPoLL
[ Trdznanm []F&ULT
[ CONFIG
[]SECURITY

Lewvel DCriticath‘[aju:ur [Miner DWarning [clear L Infa

Add

Apply I [ Default I [ Claoze I

Picture 7-10Filter

[Filter Type]: shielded, allowing, None are three types to

choose from.
[Type]: each device, Trap, and platform selection.
[Alarm Level: 6 kinds of alarm level, multi-optional.

[NE]: You can add or delete network elements.




7.6.5 Refresh

Refresh alert list

7.6.6 Search
[]:Source:
Tj.?'l;lE!
(¥ Dewice Dizcovery e
() Trap Syzlog w
CPlat MATN v
[v|Dezcribe
[“]Lewel Critical hd
[v] Time
Begin | 2013-11-16 » ||14:41:43 =
End 2013-11-15 » || 14:41:43 £
Search l [ Cancel

Picture 7-11search

[Source] warning: is where the alarm.
[Type]: from device, trap, plat three options for screening.

[Alarm Description]: The alarm description.



[Level: The level is 6 kinds which.

[Time]: Want to find the alarm start and end times.

7.6.7 Output

7.6.7.1 Save as txt

In the main menu, select "Export" - "save as a text file",

you can view a list of current alarms save the information to a

file. When you select this menu, the dialog box will pop up as

shown below.

L Jlizt of recordz will be =zawved to the
gpecified directory file.

Fleaze enter the file name:

(¥) Sawve to txt file
() Sawe to Excel file

|

Save ] [ Exit ] [ Help

Picture 7-12Save alert file

Fill in which you need to save the file name, if the file

name does not ". Txt" at the end, it will automatically add ".



Txt" suffix when saving. Save the file path in fault
management settings, or click "Browse" and select the save
path. Save the file after the operation is successful, there is

prompt box as shown.

A list of records will be saved to the specified
directory file.

Please enter 1

3

Save success

Prompt

1t

Browyse |

B 10 i file

=t to Excel file

Picture 7-13Save successfully
7.6.7.2 Save as Excel

Select "Export" from the main menu = "Save as Excel
file," this page can be an event to save the Excel file format,
this more clear than in plain text format, classification clear.

Select Options menu and save this as a text file similar



operations, end of the file will be ". XIs" saved to the specified

path.

7.6.7.3 print
Select "List" in the main menu = "print", you can print out
the current list of events information. Selecting this action will

call the operating system print manager client to print.

7.7 Trap/ alert order

Conducting Trap / Alarm browsing, can view the list with a
mouse click the header, alarm information is displayed on the
current page of data in ascending or descending order. Use
the mouse to click on the appropriate header entries after
sorting, the blue arrow will appear after the head of the table
entries. Two graphs shown below, respectively, by the
"number” field to display the results in ascending order page
and press the "number" field to display the results in

descending order page



Filter = Trap Name Trap Type & Trap OID Lewvel Source Content
Ho Efc_newRoot_V2 Yhole 1.3.6.1.2.1.17.0. 1 A Minor §Source HNode becomes

2 [¥hole  [1.3.6.1.2 PN Minor | $Source Fort of tree
Ho Efc_newRoot_V1 Yhole 1. 3. 6.1, 2, 1. IThvtdh el A Minor $3ource Node becomes
Ho Rfc_topoChange_¥1 Yhole L3 6. 1.2, 1 ITWvE6 t2 % Minor $Source Port of tree
Ho CPUBusy_V2 Yhole 1.3.6.1.4. 1. 13464. 1, 2, 1. 1. 2. 24, 1 “ Warning $Source CPUbusy
Ho CPnEusy_¥2 Yhole 1.3.6.1.4. 1. 153464, 1. 2. 1.1.2.24. 2 @ Clear $3ource CPUidle
o CPUBusy_ V1 Yhole 1.3.6.1.4.1.13464. 1. 2. 1. 1. 2. 244, .. “ Warning $5ource CPUbusy
Ho CPUUnBusy_¥1 Yhole 1.3.6.1.4. 1. 13464. 1. 2. 1. L. 2. 244, .. 5 Clear $Source CPUidle
Nao SaveConfig V2 Yhole 1.3.6.1.4.1.13484. 1. 2. 1. 1. 7. 3.1 @ Info $3ource dewicedSource
o SaveConfig W1 Yhole 1.3.6.1.4.1.13464. 1. 2. 1. 1. 7. 3\t. .. @ Info $5ource dewicedSource
Ho EponSwitchSyslogVz Syslog 1.3.6.1.4, 1. 13464. 1. 2, 1. 1. 9. 12 @ Info $Source_SYSLOG Device STSLOG
Nao Epon3witchSyslogVl Syslog 1.53.6.1.4. 1. 153484, 1. 2. 1. 1. 9"t64%¢12 @ Info $Source_SYSLOG Dewice SYSLOG
Ho Gbn_tinet20xLoop V2 Port 1.3.6.1.4.1.13464. 1. 2. 1.2.9. 1 a Critical $Source LanS... Port$2 existl
No Gbn_tinet20zLoopFree_¥2 Port 1.3.6.1.4, 1. 13464. 1, 2, 1. 2, 8. 2 @ Clear $Source LanS... Port$2 loopre
Hao Ghn_tinet 20xLinklp_¥2 Port 1.3.6.1.4. 1. 13464. 1. 2. 1.2. 0.3 G} Clear $Source_LanS... §Source Portd
No Gbn_tinet20xLinkDown W2 Port 1.3.6.1.4.1.13464. 1. 2.1.2.9.4 “ Warning $Source LanS... §Source Porti
HNo Gbn_tinet20xzError_V2 Port 1.3.6.1.4, 1. 13464. 1. 2, 1. 2, 0.5 A Minor $3ource LanS... devicedisconr
Nao Gbn_tinet20xClear_ V2 Port 1.3.6.1.4.1.13464. 1. 2. 1. 2. 9. & C} Clear $Source_LanS... deviceinnormes
Ho Gbn_tinet20xzLoop V1 Port 1.3.6. 1.4, 1. 13464, 1, 2, 1. 2, 94164t 1 ° Critical $Source LanS... Port$0 existl
Nao Gbn_tinet20xLloopFree_¥1 Port 1.53.6.1.4. 1. 153484, 1. 2. 1. 2. 916412 @ Clear §Source_LanS... Port$0 loopre
Ho Gbn_tinet20xLinkUp_¥1 Port 136 1.4, 1. 13464, 1. 2. 1. 2. 0\t6\t3 ) Clear $Source_LanS... §Source Port}
Ho Gbn_tinet20zLinkDown_¥1 Port 1.3.6.1.4, 1. 13464, 1. 2, 1. 2, 9\t 6htd “ Warning $Source LanS... $Source Porti
Nao Gbn_tinet20xError_V1 Port 1.53.6.1.4. 1. 153484, 1. 2. 1. 2. 9"t 64%tH A Minor $3ource LanS... dewvice discor
o Gbn_tinet20xClear W1 Port 1.3.6.1.4. 1. 13464, 1. 2. 1. 2. O\ tBY\ 16 @ Clear $Source LanS... dewice is in
Hn SRANN PrwerRemmesV? Pnrt AR T A 18R4T, 201030301 B Critincal $Smirce POWERE?  nowerd?i= il
Picture 7-14Ascending
Trap Type 9 Trap OID Lewvel Source
‘RunningV1 Port 1 1.4.1.13464. 1 1. $Source PO
HoFurming¥ 1. 1.4.1. 1.2. 1. _FO
RoletoMasterVl Port 1.3.6.1.4.1.13464. 1. 2. 1. 3. 3\t6 vt 10 a Warning $Source_OL
‘RemoweV1 Port 1.3.6.1.4.1. 13464, 1. 2. 1. 3. 3\t6rt 1 a Critical $Source PO
[Roleto3laveVe Port 1.3.6.1.4.1.134A4. 1. 2. 1. 3. 3. @ a Warning $Source_OL
Ihcormectedve Port 1.3.6.1.4.1.134A4. 1. 2. 1. 3. 3. 8 a Critical $Source_OL
IConnectedVz2 Port 1.3.6.1.4.1.13464. 1. 2. 1. 3. 3. T @ Clear $Source 0L
1Insertv2 Port 1.3.6.1.4.1.13464. 1. 2. 1. 3. 3. 6 @ Clear $Source 0L
[RemoweV2 Port 1.3.6.1.4. 1. 13464, 1. 2. 1. 3. 3. & B Critical $Source_OL
1serty2 Port 1.3.6.1.4.1. 13464, 1. 2. 1. 3. 3.4 & Clear $Source_Fi
moveV2 Port 1.3.6.1.4.1.13464. 1. 2. 1. 3. 3. 3 B Critical $Source FA
InsertV2 Port 1.3.6.1.4. 1. 13464. 1. 2. 1. 3. 3. 2 @ Clear $Source_ PO
Funning Ve Port 1.3.6.1.4. 1. 13464. 1. 2. 1. 3. 3. 12 @ Info $Source_PU
‘NoFurming V2 Port 1.3.6.1.4. 1. 13464. 1. 2. 1. 3. 3. 11 @ Info $Source_PU
[RoletoMaster¥2 Port 1.3.6.1.4.1.13464, 1. 2, 1. 3. 3. 10 n Warning $Source_OL
‘RemoweV2 Port 1.3.6.1.4.1. 13464, 1. 2. 1. 3. 3. 1 9 Critical $Source_ PO
lwClear_V1 Port 1.3, 614, 1. 13dA4, 1. 20 10 2, 3t vt d @ Clear $Source_La
IxError_V1 Port 1.3.6.1.4. 1. 13464, 1. 2. 1. 2. 9vtévts 0% Minor $Source_La

Picture 7-15Descending

7.8 Failure device list

Faulty equipment list displays all fault status is Critical and



Major GN.Link IP devices and equipment in the form of the

current platform list. View all faulty equipment through the

fault faulty equipment list. Shown below.

[F Device | OND | EOC Temind
Device IP DeviceLabel | Device Type Stslus | HostName  MacAddress  Geogiaphy Postion
1012427 10124251 OLT 04 Oftlne EPON 0004500 04
1012.4.248 10124110 GDCBM7O0 Off-ine  lookom 11:22:33:44.55:66
10124243 10124243 OLT GosP Offlne GPON DOA5ET2 TS
oy
£ 0OLT 04 & LT GOBF S GDCEMT
EFOR. GFON lootom
[GoloDevies| [ Refutisn | [ st

Picture 7-16Failure device list

Choose a faulty device, click the pointing device button to

select the device in the navigation tree, as shown in the figure
below




IF
4 10.12.4.0/24

== 10.12. 4. 27 (EFON)

w= 10.12.4. 110 (EPON)

w= 10.12.4. 242 (Optozcape)
w= 10,12.4, 248 {loot om)
e 10.12.4. 249 (GPON)

w= 10.12.4. 260 (Tilet)

- 10,12, 4. 251 (Opt iWay)

& OLT 04
EFON

Picture 7-17Locate failure device
Faulty equipment list will be updated automatically when
opened, the interface is open if you need to view the current

fault list, click the Refresh button.

7.9 History alert

History alarm system for alerting the saved backup
browser, the information is displayed in the alarm browser
interface. Click on "History alarm” menu, you can open as

shown in the interface



¥ | YTear

1~ | Month

Browsze

| | close

"Browse" and select the list you can see the alarm time

Picture 7-18History alert

Select the alarms you want to browse the year, click on

1257 |Major 10.9.2.102_Fortd 10.9.2.102 port & link down 2007-11-30 15:4
1252 |Critical 10.9.6.211 unable conmect to device, please confirm its running 2007-11-30 1Z:0
1248 |Major 10.9.2.102_Fortd 10.9.2.102 port & link down 2007-11-29 19:4
1245 |Major 10.9.2.101_Fortd 10.9.2.101 port & link down Z007-11-29 19:4
1244 Major 10.9.2.101_Fort2 10.9.2.101 port 2 link down 2007-11-29 19:4
1233 Critical 00, Oa. 5a. 10. 41. 55 unable conmect to device, please confirm its running 2007T-11-29 10:4
1232 Critical 00.0a. 5a. 10. 26. 4¢ unable conmect to device,please confirm its running 2007-11-29 10:4
1251 Critical 00, 0a. 5a.00. 10,11 unable conmect to device, please confirm its running 2007T-11-29 10:4
1229 Major 10.9.2.102_FortT 10.9.2.102 port T link down 2007-11-29 09:4
1216 |MaJor 10.9. 2. 10Z_Fortd 10.9.2. 102 port & link down Z2007-11-27 19:5
1215 |Major 10.9.2.101_Fortd 10.9.2.101 port & link down 2007-11-27 19:5
1214 |MaJor 10.9.2.101_Fort2 10.9.2.101 port Z link down Z2007-11-27 19:5
1209 |Major 10.9.2.102_FortT 10.9.2.102 port T link down 2007-11-27 15:4
1207 |Eritical 10.9.6.228 unzble connect to dewvice, please confirm its runming 2007-11-27 15:0
1199 |Majur 10 port dizabled 2007-11-26 19:3
1188 |Eritical 10.9.6.228 unzble connect to device, please confirm its runming 2007-11-26 19:2

Picture 7-19History alert list




7.10 Failure management

7.10.1 Failure management Description

Fault management configuration includes four interfaces
are: basic configuration, sending rules, settings, and send
SMS gateway parameter settings. This feature is configured

only "admin" user can operate.

By "failure" = "Fault Management Configuration™ can turn
on the fault management related functions configuration

interface.



7.10.2 Basic configuration

iBasically configure ! Send rule | Send Setting | SMS Gateway

Alert

Clear state alert delete time

(O No delete

(#*)Each |9 hour delete
[¥]Back up the alert automatically monthly

“Delete device and delete alert at the =ame time

The Alert keepz on for
& months

The Realtime Alert display of the last

i days

DRepeated Adlert filter in

zeconds

[¥] Undtnown Trap alarm filter

| spply || ok || Exit || Eelp

Picture 7-20Failure configuration

Interval [Clear] to delete the alarm state: When is a clear

warning may choose not to delete or delete a custom number



of hours every time. Recommended once every few hours to

delete, delete unwanted messages.

[Monthly] automatic backup alarm: the need for a monthly

backup alarms.

Delete to delete the corresponding alarm devices
simultaneously]: When the device is removed, the

corresponding alarm message is also deleted together.

[Reserved] warning: Custom reserved alarms many

months.

Near real-time alarm display []: Display the past number

of days of alarm information.

[Repeat] warning: the number of seconds the alarm

filtering repeat custom.

[Unknown Trap alarm filtering]: whether the unknown

alarm filtering.

7.10.3 Sending rules

Send rule is that users need to take e-mail or text
message alerts when you need to set the appropriate alarm

sending rules, each rule contains a certain level of failure to



take some fault sources alarm transmission operation, the

system supports up to 50 rules. Interface as shown below.

Bazicallv configure Send Setting || SMS Gatewaw

Send rule

Start Fule name Fault zource Send Tvpe

| add | | Modifiy | | Delete |

| soply | | ok | [ Emit |

Picture 7-21Send rules

Displayed in the form of a list of rules in the interface,

display items as whether to start the rule, the rule name to



send the fault source and transmit type (Email / Sms. Rules
by adding a user to edit the list of rules below, modify the

rules and delete rules.

When you click "Add rule”, the rule appears alarm setting
interface. Fill in the data in the corresponding rules to

increase the page. As shown below.



Rule Marme: Start

Filter conditions

Fault Level Critic:al b ajcr Minar ‘W arning Clear

Source

[& number of fault zource "' ;" separated. alzo inputz 10 most much.]
M ail Contest
Sender address:

Feceiver address:

[& number of receiver address " ;"' separated, alzo inputs 5 most much. ]

b il Litle (%) Default title () Custom title
b ail tet
(%) Default Test {3 Custom Text
| ok | [ Eaw |

Picture 7-22Add rules
The top of the screen to enter the rule name and choose
whether the rule is enabled , the default is enabled, the rule is

named in the 20 -byte length of the character , in English or



Chinese .

Filters: What should be included in the rules and what
level of fault sources alarm when the alarm with these
conditions occur , the rules will stimulate sent . You can
specify multiple fault sources , separated by " ; " was
separated , and supports up to 10 fault source . Completing

the fault source , you can use wildcards :

An asterisk ( *) - can replace any number of characters

from O to;

Exclamation mark (! ) - Said they did not include the

specified string .

E-mail alert settings, the recipient address can " ; " was

separated to send to people, a maximum of five .

Similarly , SMS alarm settings, text messages can be
received number " ; " was separated to send to people, a

maximum of five .

Title and body of the message can use the default format ,
you can also customize the format. The default format is :
Title [ fault source ] [ failure description ] ; body contains the

source of the fault , the fault level , fault description and fault



occurred. SMS default content source contains a fault , the
fault levels and fault description . When an alarm SMS alarm
message to be sent a text message contains more than the
maximum capacity of a few minutes to send the alarm
message and each message before the message is that this
article has displayed a few messages in the first few . Its

message header format as 1/3.

7.10.4 Sending configuration

Set mainly used to set sending SMS messages sent and

parameters, the interface is shown below.



Baszically configure| Send rule | Send Setting | SMS Gateway

Mail parameter set up

The mail sends the server |
[INeed the identity to prowve

Apoout

Pazsword

Note parameter set up

Number of message cemtre: |138007TH5500
Country code: BE
Send and delay time: 1aooa ms

Serial port of parameterz 1z =zet up

Ip (G0N v Veri (Mo -

band rate 12200 %) pats bt (B8 ¥ Stop bit 0 b

tpply | | ok | | Exit

Picture 7-23Sending configuration

Interface of three parts, the top is the message parameter

settings, you need to enter mail server, if the server requires

authentication, you need to select the item requires

authentication and fill username and password.



Intermediate message parameter settings, you need to
set the local SMS center number and the country code, and
set the transmission delay time, transmission delay setting
range is between 5000-50000 milliseconds, in order to ensure
the normal SMS, and recommended that the delay interval is

set to 10000 milliseconds or longer.

Parameter settings for the serial port at the bottom, you
need to set the serial number and the serial port parameters
used in GSM terminals, depending on the serial port

parameters used GSM terminals and different.

7.10.5 SMS gateway configuration

As shown below, on the SMS gateway parameter settings,
such as registering a gateway account, add, modify, delete

gateways, account numbers, passwords and other settings.



Bazically configure | Send rule | Send Setting | SMS Gateway

Uzer Regizter

If wvou do not hawve any account,please register here

Surpported SMS Gateway TRt a1, b

zo To the Webzite

Account List

Gat ewasy Hame Pazzword U=. ..
| add | | Modify | | Delete |
| spply | | ok | [ Exit |

Picture 7-24SMS gateway configuration

7.11 Sound management

Sound the alarm: Fault sound notification function when

the system generates an alarm, network managers can be

prompted by voice, users can:



Control whether a certain level of fault alarm sounds

generated notices;
Use different voices for different fault notification level;
Control the start and stop sound notification feature.

Sound the alarm configuration interface as shown below.

Sound on alert

[“]i5tart the =ound on alert:

[¥|Critical |..%audiohcritical.waw
]'|'[aj|:|r .haudiohmajor. waw
[“|Minor . Oaudioiminor. wav
Warning .« vandiohwarning. wav
V|Clear .. vaudichclear. wav

| ok | | Exit | | Hep |

Picture 7-25Sound management
Alarm sound file can use the system default file, you can
also "Browse" button after different alarm levels, select the
path the sound file is located. Different levels of pre-alarm box
is used to control the level of the corresponding alarm audible

alarm is enabled.



Chapter 8 Capacity management

8.1 Description

The NMS in Performance management provides the
following functions: threshold definition, collection
configuration, statistics browsing, real-time performance
monitoring, historical performance reports. Data collection
configuration is the basis of performance management, data
to be collected are set by the user, such as a device receives
the number of bytes of data, the number of bytes of data sent,
port rate is much more. The statistics browsing is collected for
statistical data, generate reports on demand, in order to
understand the current usage of the network, such as
whether a switch port utilization to meet the requirements,
whether the network load balancing and so on. Users can
also customize thresholds according to the rules, through
network events, alarms, etc. can effectively monitor and

manage the network.



The performance management menu, as shown below,
followed by a small section of the menu functions do each of

these in detail.

Jll Ferformance (B QTR ns U1 i
Threshold Define(T)
Collection Configure (C)
Stat. Browse(Z)

Moni tor (M)

Hiztory Report (H) —
Upload Ferformance (1)

bl

Picture 8-1menu

8.2 Threshold

Click on the menu "Performance Management” -

"threshold definition of" entry, the following interface:



Defined Threshold List
Threshold Name Tnit
PorttrafficCPU Idle Rate ]
4 »
add | | Modify | [ Delete | [ Close || Help |

Picture 8-2Threshold
The list shows all the current threshold defined network
management system, as shown above, depending on the
acquisition group, divided into different thresholds, up to 29
species, which can be divided and still collecting items, but
adding the threshold conditions are generally Like hereby
added to illustrate one use it. Click Add, the following interface

will appear.



Threshold Name CPU Idle Rate

Collection Group |CPT Idle Rate b

CPFU Idle Eate
Error Traffic of Egresz Port (RMON)
Frame Length

>

Collection Item Traffic (RMON
Memory Idle Eate

i Mumber of CPE Online (gzdmodEoCOnlineCHID
Unit Mumber of CPE Online (lteocCNUCurrent imo
Mumber of Lost Packets (RMON)

Mumber of Lost Packetz(gzdmodEoCEealTim ¥

Threzhold Set

Sewverity Critical | » Threzhold Type |Max "

Threshold Fezet Value

Nez=zaze CPFUI Idle Rate:CPU Idle Rate *> current w
Clear Mezszage CPI Idle Rate:CPU Idle Rate <= current -

Send Clear Mes=age |y, W

ok || close || Help

Picture 8-3Add threshold
Threshold Name: Limit add an identifier for the door , you

can not add , the default group name for the collection .
Acquisition Group: To add to what threshold.

Collection items : Different items collected under the

acquisition group , such as port packet loss statistics, the



statistics of the port is still dropping into the port size .
Unit : Acquisition of Units , default.

Importance : Arrival of the generated alarm threshold
level . There are five types , which are critical, major, minor,

warning, clear.

Threshold Type: There are three , max ( maximum ) - If
the acquisition value exceeds the threshold then generate an
alarm event , equal ( equal ) - If the acquisition value is equal
to the threshold will generate an alarm event , min ( minimum )
- If the acquisition value less than the threshold an alarm is

generated events.

Threshold: the collection is compared with a threshold

value and generating an alarm threshold event .

Reorganization value : When collecting value of this value,

an alarm event to restore the normal state (clear).

Message : When an alarm event occurs descriptive

information display.

Clear message : Description alarm event information

when the state returns to normal (clear) display.

Generated when the device is in normal event recovery



device status (clear): whether to send the clear message.

Click OK , you can increase a threshold , other values can

be default, but the threshold value must be filled and re size .

Threshold defined interface, click the "Delete " button to
delete the selected directly limit the definition of the door ,
click "Edit" button ( or double-click the selected row ) , appear

to modify the threshold defined interface, as shown below.



Threzhold Name

Collection Group

Collection Item

it

Threzhold Set

Sewverity Critical &% Threzhold Type |Max "

Threzhold 100 Fezet Value a0

Nez=zaze CPFU Idle Rate:CPU Idle Rate >100 curremn

Clear Messzage CPU Idle Rate:CPU Idle Rate <=80 curren

Send Clear Mes=age |y, W

| ok || clese || Help

Picture 8-4Modify threshold
8.3 Collection configuration

By collecting configuration, you can add, modify, delete,
equipment and acquisition options to be collected, and thus

the performance of certain equipment for background



acquisition, can generate historical performance reports.

Click the menu "single Performance Management" =

"Acquisition Configuration” item, as shown below screen

appears.
Device Type All ~ Device List all W

Device Name Caollection Group Intervalfsecond) Save Data | Collection Yay Status Enable Threshold A
10.12.6.110 CPU Idle Rate 000 Yes Cycle collection Start Mo

10.12.6.110 Error Traffic of Egre... 900 Yes Cycle collection Start Mo

10.12.6.110 Errar Traffic of Egre... 900 Yes Cycle collection Start Mo

10.12.6.110 Error Traffic of Ingr... 900 Yes Cycle collection Start Mo

10.12.6.110 Error Traffic of Ingr... 900 Yes Cycle collection Start Mo

10,126,110 Frame Length Traffi... 900 Yas Cycle collection Start Mo

10,126,110 Frame Length Traffi... 900 RG] Cycle collection Start Mo

10.12.6,110 Mermory Idle Rate 900 fes Cycle collection Start Mo

10.12.6.110 Murmber of Lost Pac... 900 fes Cycle collection Start Mo

10.12.6.110 Oprn Diagnosis Bias... 900 fes Cycle collection Start Mo

10.12.6.110 Oprn Diagnosis Bias... 900 fes Cycle collection Start Mo

10.12.6.110 Oprn Diagnosis Bias... 900 Yes Cycle collection Start Mo

10.12.6.110 Oprn Diagnosis Bias... 900 Yes Cycle collection Start Mo

10.12.6.110 Oprn Diagnosis RX P... 900 Yes Cycle collection Start Mo

10.12.6.110 Oprn Diagnosis R¥ P... 900 Yes Cycle collection Start Mo

10.12.6.110 Oprn Diagnosis R¥ P... 900 Yes Cycle collection Start Mo

10.12.6.110 Oprn Diagnosis RX P... 900 Yes Cycle collection Start Mo

10.12.6.110 Opmm Diagnosis Tem... 900 Yes Cycle collection Start Mo

10.12.6.110 Opmm Diagnosis Tem... 900 Yes Cycle collection Start Mo

10,126,110 Opmm Disgnosis Tem,.. 900 Yas Cycle collection Start Mo

10,126,110 Opm Disgnosis Tem,.. 900 RG] Cycle collection Start Mo

10.12.6,110 Opm Disgnosis TX P.. 900 fes Cycle collection Start Mo

10.12.6.110 Oprn Diagnosis TX P... 900 fes Cycle collection Start Mo

10.12.6.110 Oprn Diagnosis TX P... 900 fes Cycle collection Start Mo &
< b

Add l [ Modifiy ] [ Delets ] [ Run/Stop ] l Refrash l [ Close ] [ Help

Picture 8-5Data collection

Add, modify, delete, view data collection defined to add,

modify and delete;

Run / Stop: select one or some of the equipment, whether

or not collected:;

Refresh: Interface;



Close: Close the interface;

Help: Starts the online help documentation.

8.4 Data collection defines the display list

(for a device)

Select the device type, and then select the appropriate
device from the list of IP devices, data acquisition definition
list below will show the data collection equipment has defined

the term, including six attributes:
Device Name: IP devices
Acquisition Group Name: Acquisition of data items
Collection interval: Acquisition interval

Save data: polling the collected data is stored in the

database
Collection methods: periodic collection or book collection
Status: Start or stop collecting

Enable Threshold: Threshold is enabled

&>,



Periodic acquisition - the system at regular intervals in accordance with the set of
data collected from a user-defined key moments of the data collection, has been
collecting continues until the user stops or delete the data collection definition.

Appointment acquisition - the system will start collecting task start time set by the
user, and to terminate the acquisition task in stopping time.

8.5 Data collection definition to add,

modify and delete

8.5.1 Add

On the data collection configuration interface click "Add"

button to add items of data acquisition interface appears



BatchCollectionForm

X

zelect type

%) On Yiew

Select Device

| 5

(= Metwork NS
= 1012.4.0

1012427

10.12.4.110
10.12.4.242
10.12.4.248
10.12.4.249
10.12.4.250
10.12.4.251
10.12.4.252

) On Device Type

s

<4

10.12.4.27

I et

|| cancel

Picture 8-6Add (1)




BatchCollectionForm

Collection [ter
Collection Group

[ ] 4l checked
[ ] Part Traffic(tmodE oCRealTimeStatisticT able)
[ ] Packet Traffic(ltmodE oCR ealTimeStatisticT able]

[ ] Wumber of Lozt Packets(tmodE oCRealTimeStatistic T able]
[ ] Received Emnar Traffic(ltmodEoCR ealTimeStatizticT able]

[ ] RFAttenusationltmodE aCCHURFALenuation)
[ ] Wumber of CPE Online(teocCHUCurentimount]

Group Mame M ame Threshald
Interval [Second] 300 Threzhold Setting
Collection W ay
(%) Periodic Collection () Booking Collection

Begin Date and T||T|E 2':'1 3'11'18 i 154111 ¢

End Date and Time 20131118 » 154111 -

5 ave Create Day Fepart Create Weekly Repart
Create Maonth Feport
[ Lazt l [ ] ] ’ Cancel

Picture 8-7Add (2)




Collection group name: Select the type to be collected.

Select an item at the click of choice appears as shown.

Collection |tem
Collection Group

Al checked

Part Traffic(ltmodE oCRealT imeStatizticT able]

Packet Traffic{tmodEoCRealTimeStatisticT able]

Murnber of Lozt Packetz(kmodE oCR ealTimeStatisticT able]
Received Emrar TraffictmodE cCRealTimeStatistic T able]

R FAttenuation(ltrmodE aCCMID R FAenuation]

MHurnber of CPE Onling(keocCHUCurrentamaunt]

Group Mame

Paort Traffiz(ltrmodEal. ..
Part Traffiz(ltrmodEal. ..
Facket Traffic/ltmodE...
Facket Traffic(ltmodE...
Packet Traffic(ltrmodE ...
Packet TraffictrmodE ...
Humber of Lost Pack...

5 Py SR B I O o e

£

Intereal [Second]

i Chooze
M ame Threzhold ~
[nigrezs Part
Eqgresz Port

Broadcast Packet of Ingrezs Port
bulticast Facket of Ingress Port
Broadcast Packets of Egress Part
kulticazt Packets of Egress Part
Lozt Packets of Egrezs Port

L P e e P o P )

>

300 Threshold Setting

Picture 8-8Select collection

Setting data acquisition parameters :

Parameter defines a data collection set by the user

needed items include : polling interval , the data is saved to

the database collected , collection types ( relative or

absolute ) , whether to take the time average acquisition

mode ( periodic acquisition or appointment collection ) ,



threshold definitions.

Which set the acquisition mode is divided into two types:

periodic collection and reservations acquisition.

For the periodic collection, data collection is added after
the data collection started immediately ; reservation for the
collection, the collection need to configure the start and end
time, only after the start time of arrival , the acquisition
process will start . When the acquisition mode for the periodic
collection by the user to specify whether to generate daily
report. Note : When a user-specified time interval is greater
than seven days , gives a hint , suggest because of the time
interval is too large , you may lose data collected prematurely
( defined by the system database emptied Scheduled Tasks

decision ) .

Threshold settings: a data collection item can have

multiple threshold setting.

Figure Threshold click Settings button next column , add

the threshold interface appears , as shown below.



BatchCollectionForm

X

—Collection tem
Collection Group

< [w] &l checked

- [w] Part Traffic[RkOM][hits]

- [v] Packet Traffic[RMOMN][Pkts]

- [+] Mumber of Lozt Facketz[RMOMN][Plts]

- [] Emror Traffic of Ingress Part{RMOM][Pltz]
- [] Emror Traffic of Earezs Part[ROM]

- [+] Frame Length Traffic[RMOM][Pktz]
- [w] Part TrafficlONU-POM[bitz] ¥

[

Group Mame M arme Threshold A
P - | =HIL . e -l
|l HGER¥iew Asociate Threshold
I‘Ii Collection Item Packetz of Broadcast
E
B Choilce Threzhold Name
A
Tl |
“Ta B
®
B
B
Cann | ok || Cancel || Define || Help |}
— TT ' T

Picture 8-9Add threshold




Among them, the "data collection items" shows will be
added threshold data collection items, the following list shows
a list of all the doors have been defined limit. Users can elect

one or more of the listed radio threshold definition.

Here brings up the system to add the interface defined

threshold defined threshold.

Double-click the selected row can be retrieved here
threshold modifies the definition of system interfaces defined

threshold.

Adding threshold interface (or modify threshold interface),
click "OK" button to return to the interface, and the
user-selected threshold definitions appear in the door "data

collection item" limit bar, as shown below.



Collection |tem
Collection Group

[]AN checked

Part Traffic(ltmodE oCRealT imeStatizticT able]

[ ] Packet Traffic(ltmodEoCRealTimeStatisticT able)

[] Mumber of Lost Packets(kmadE oCR ealTimeStatistic T able)
[] Received Ermar Traffic(ltmodE oCR ealTimeStatistic T abls]
[] RFAttenuation(ltmodE oCCHURFAtenuation)

[ Mumber af CPE Dnline(lteacCMU Current&mourt]
Choose

Group Mame M armne Threzhold

Part TrafficfltmodEal. ..

Port Traffic(kmodEaC...  Egress Port EgreszPortEqr...
Intereal [Second] 300 Threshold Setting

Picture 8-10Collected interface

Click "OK" to complete the addition of the data acquisition

operations defined.

& Note: 1, when the acquisition mode of appointment acquisition, when

booking long (end time - start time) is not less than the time interval.

2, if you want to generate historical performance reports, you must check the save,
create a daily report, create weekly reports, monthly reports created.



8.5.2 Modify

On the data collection configuration interface to select a
"capture group", click "Edit" button (or double-click the
selected row), appear to modify the data collection item

interface, as shown below:

Device Name 10.12. 6. 110

Collection Group

WName Threzhold
CFU Idle Eate

Interval (Second) 200 [ Threshold Setting
Collection Way

'@'C}ﬂ:le collection (O Precontract collectic
Bezin Date and Time 2014- 2-28 » | 10:35:48 -
End Date and Time 2014- 2-28 » | 10:35:48 %

[¥] Sawe WCreate Davw EReport WCreate Weelklsw Eeport
[¥|Create Month Report

| ok | [ cancel | | Help




Picture 8-11Modify

This page displays the selected "collection set" contains
"data collection item" may be one to many relationship, that a
class contains a plurality of data collection data collection

items.

Adding items with similar data collection, users can
capture multiple data acquisition parameters for the data
collection item class settings, including polling interval,
whether to save the collected data to the database, collecting
type (relative or absolute), the average time , acquisition
mode (periodic acquisition or custom collection), threshold

definitions. Click "OK" to save the changed parameter value.

8.5.3 Delete

On the data collection configuration interface to select a
"capture group”, click "Delete" button, the system will be given
a confirmation dialog box to confirm whether to delete the
data acquisition category, click "OK" to delete the selected

data collection type, click "No "," cancel "to undo the action.



8.5.4 Data collection status of start / stop

On the data collection configuration interface to select a
"capture group", click "Start / Stop" button, you can instantly

start or stop the current "collection group” of data collection.

& Note: Only the status of "start" and "stop" the definition of data

collection in order to be stopped or started
8.5.5 Refresh

On the data collection configuration screen, click the

"Refresh” button, you can instantly refreshed.

8.6 Statistics View

Click on the menu "Performance Management -

Statistics browse" item, the following interface.



Device Type: 11 W Device Name: A11 W

Data collection List

Device Name Collection Group Interwal Save ... Way Status
10.12.6. 110 CPU Idle Rate 00 Tesz Cycle colle... Start
10.12.6. 110 Error Traffic... 800 Te=z Cycle colle... Start
10, 12,6, 110 Error Traffic... 800 Tesz Cwvcle colle... 3tart
10.12.6.110 Frame Length ... 200 Yes Cyeocle colle... Start
10, 12.6. 110 Memory Idle Rate 200 Yes Cycle colle... Start
10, 12.6.110 Mumber of Lo=z... 200 Yes Cycle colle... Start
10.12.6.110 Packet Traffi... 800 Yes Cycle colle... Start
10.12.6. 110 Packet Traffi... 800 Tesz Cycle colle... Start
10.12.6. 110 Packet Traffi... 800 Te=z Cycle colle... Start
10.12. 6. 110 Port Traffici... 900 Yes Cycle colle... 3tart
10.12.6.110 Fort Traffic(... 800 Tesz Cycle colle... Start
10, 12.6. 110 Port Traffic(... 800 Yesz Cycle colle... Start
[6):4 ] [ Refrezh ] [ Cancel ] [ Help

Picture 8-12Statistics interface
Check the configuration of the acquisition results in the
monitor configuration items, such as the option to select the

CPU idle rate, appear as shown below and click OK.




Type
Device Mame 10.126.110 Collection Group CPU 1dle Rate Colletion *ay Precontract colle:

Relative @ Absolute Time Awverage
Perfomance Stalistics ltem
CPU |die Rate - 0K
Cancel
Browse Time Frame
BeginTime 2014/ BAG = 1227 2 EndTime 2014/ 676 ~ 1627 = Feport Style. | test faiaia
iy
CPU Idle Rate(%)
Collection Time CPU Idle Rate

2014 6_16 15:42:11 57

2014_6_16 15:47:11 56

2014 6_16 15:52:11 96

2014 6_16 15:57:10 93

2014_6_16 16:2:10 95

2014 _6_16 16:7:10 o7

2014 6_16 16:12:10 93

2014_6_16 16:17:10 o7

Picture 8-13CPU idle

8.7 Realtime capacity monitor

8.7.1 Realtime capacity monitor

Description

Real-time performance monitoring equipment and its port
is the real-time performance monitoring interval to collect and
refresh the display interface according to the specified time.
Real-time performance monitoring capabilities can help
network administrators understand the operational status of
the equipment in order to take the necessary measures in

case of emergency in the network management staff. The



main interface is shown below.

Real-time data |Historv data

Sampling interval (seconds) :

_A‘ﬁ' wwmy_.wnmrﬂ‘ fur'nmmv;:w‘..w‘m v %
e bl ' A I!.,r

209, T15. 2

104, 8576
52, 428.8

26, 714, 4

13,107.2

£,553. 6

3,276.8

1,638, 4
819.2

409. 6

204.8

10z, 4

5l.2

2!

eeso - wmnd

B
g
4
2
B
g
4
2
1
1

1

51:49 11:52:59 11:5814 11:55:29 11:56:44 11:57:54 11:59.09 120024 1201:39 120254 120409 120524 120639 120754

13 p3/3
T3 138
T3 1343
T3 138
T2 21
12 e2/1

|~

Monitoring Item Current walue Min walue Max walue hverage walue Co. ..
TH-Port Speed Rate (hps) 1.28 W 407 11 ¥ 30.33 W 1.34 1 | ]
IH-Fort Speed Rate (bps) .00 0,00 0,00 0.00
OUT-Port Speed Rate (hps) 223N 542,16 K 2092 M Z.49 M I
DUT-Fort Speed Rate (bps) 0.00 0.00 0.00 0.00 [
IH-Fort Speed Rate (bps) 12z m 44 K 15.74 M 1.56 M
OUT-Port Speed Rate (bps) 324,88 K B3.70 K 49.72 M 403.12 K

|*

Picture 8-14Realtime monitor
8.7.2 Operation

Select Real-time performance monitoring of the main
interface "Performance Management” - "Real-time
performance monitoring", or select a device right-click the

toolbar that appears choose "real time performance




monitoring”, open the Performance Monitor main interface.

7] Real-time monitoring

Beal~tine data | Kistorv dats

Menitoring Tten

Sanpling interval (seconds) :
[JI¥-Fort Speed Rate (bpz)

[JouT-Port Spesd Rate(bps)

[J1¥-Fort Error Rate (%)

[JoUT-Fort Error Rate (%)
[JIF-Fort Loss Rate (%)
[JouT-Port Loss Rate (%)
[hemory Usage Rate (%)

[CJCFU Usaze Rate (%)

Monitoring Fort

ol Object Moni toring Ttem Current value | Min value Max valne

=

Picture 8-15Realtime interface

Click Customize, then jump out of the interface shown

below.



Cuztom

X

Dlewice
Classify Type |[Switchl b
Clazsify K
RESLEY REY lgwitehz
o) []5witehl Eﬁ“
[]10. 12, 4. 250 CIE:-C
CHU

Hext > ] [ Close

Picture 8-16Select device type

After you select a type, and then select one or more of the

same type of device, click Next, there is shown below.



Custom &|
RO Dlevice
1 10.12. 4. 110 (OLT 04)

| Finish || Close

Picture 8-17Selected device

Click Finish, then appear as shown below.




[ Real-time monitoring(Device: 10.12.4.110(0LT 04))

Menitoring Tten

[J1F-Fort Speed Rate (bps)
[JouT-Port Speed Rate(bps)
[JIF-Fort Error Rate (%)
[JOUT-Fort Error Rate (%)
[JI¥-Fort Less Rate (%)
[Jour-Fort Loss Rate (%)
[IMemory Usage Rate (%)

[CICPY Usage Rate ()

Menitoring Port

= []10.12.4. 110000 (A
[JoLT4
(=N 00T |
[Je5/1
[Je5/2
571
[CIrs/2
[Ip5/3
5/
[CI25/5
[CIrs/8
547
[CIps/8
12549
[Czs/10
Ces/11 “
< >

Do

Real-time data |History date

Sanpling interval (seconds) |3

=

ol Object

Moni toring Ttem

Current value

Hin value

Max value

monitoring port, select the port to be monitored. Click Start,

Picture 8-18Monitor device

then begin monitoring. As shown below.

Monitoring key, select the type to be monitored,;




Real-time data |Histervy data

Sampling interval (zeconds) :

209, T15. 2

104, 857.6

Sz, 425. 8
26, 714, 4

13,1072

£,553. 6

3,276.8

1,638, 4
819.2

409. 6

204.8

10z, 4

5l.2

2!

cooo— wmd

B
.8
4
.2
B
.8
4
L2
.1
1:

11:51:49 11:5259 11:5614 11:5529 11:5649 115754 11:5500 1200:24 1201:39 120254 120409 120524 120639 1207:54

13 p3/3
T3 138
T3 1343
T3 138
T2 21
12 e2f1

|~

Monitoring Item Current walue Min walue Max walue hverage walue Co. ..
IN-FPort Speed Rate (bps) 1.25 N 407. 11 ¥ 30.33 M 1.34 N ]
IH-Fort Speed Rate(bps) 0.00 0.00 0.00 0.00

OUT-Fort Speed Rate (bps) ZE3M 42, 16 K 20.92 M 243 M I
OUT-Fort Speed Rate (bps) 0.00 0.00 0.00 0.00 [ ]
IH-Fort Speed Rate (bps) 1.22 M lL44 K 15.74 M 1.56 N

OUT-Fort Speed Rate (bps) 324.89 K B3.T0 K 49. 72 M 403. 12 K

Picture 8-19Real-time data monitoring equipment

& Note: The current window monitoring while allowing only
eight entries in the list of objects is monitored only allow a maximum of 8
rows. System allows up to 10 real-time monitoring simultaneously open
windows. And if you re-select the monitor entry, the original information
monitoring area will disappear, and start monitoring. But you can see the

value recorded by historical data.

Finally, according to the actual needs of the user, export or print the




monitoring data, monitoring data for easy storage.

8.7.3 Real-time performance monitoring

items

8.7.3.1 Port rate
On the (in) the port speed is monitored by monitoring the
rate chart, you can view the operational status of the device,
in order to see trends within a certain time interval port rate
stability and size, it can be a network management members
find, locate and resolve network problems to provide a

reference

8.7.3.2 Port BER
On the (in) the error rate monitor port, by monitoring the
rate chart, you can view the operational status of the device,
in order to see trends within a certain time interval error rate,
which can be found for the network administrator reference,

locate and resolve network problems

8.7.3.3 Port packet loss rate

On the (in) the error rate monitor port, by monitoring the



rate chart, you can view the operational status of the device,
in order to see changes within a certain time interval of packet
loss rate of the device, it can be a network administrators find

and solve network problems locating reference.

8.7.3.4 memory/CPU unitization
The device memory / CPU utilization rate is monitored by
monitoring the usage, you can view the operational status of
the device, in order to see in a certain time interval that the
device memory / CPU usage changes, it can be network
administrators find, locate and resolve network problems to

provide a reference.

8.7.4 History data

View historical monitoring records stored in the database,

you can view historical data, as shown below.



Real-time data | History data |

1, 500, 000 -1, 600, 000
1,550, 000 1,550, 000
1,500, 000 -1, 500, 000
1, 450, 000 -1, 450, 000
1, 400, 000 -1, 400, 000
1,350, 000 1,350,000
1,300, 000 -1, 300, 000
1,250, 000 -1, 250, 000
1,200, 000 -1, 200, 000
1, 150, 000 -1, 150, 000
1, 100, 000 -1, 100, 000
1, 050, 000 — -1, 050, 000
1,000, 000 1,000, 000
950, 000 a5, 000
400, 000 g0, 000
850, 000 850, 000
e e 500, 000
750} 750, 000
700, 000 700, 000
£50, 000 850, 000
£00, 000 &0, 000
550, 000 550, 000
500, 000 500, 000
450, 000 450, 000
400, 000 400, 000
350, 000 350, 000
300, 000 300, 000
250, 000 250, 000
200, 000 200, 000
150, 000 150, 000
100, 000 100, 000
50, 000 50, 000
0 T T T T 0

2014-03-1910:00
10.12.6. 1 (33600-04)_0LT3 p3/3

IF-Port Speed Rate(bps)

<[ < 141 I
Refresh | Today | | This menth = Last 3 days = Last T days

Lazt 30 days Last 3 months  Last B months  This year  Custom period

Picture 8-20Memory utilization



‘ Real-time manitoring(Device: 10.12.6.243(GL5600- |
it e

Real-time data| Histery data

17.62 Export

Print

~Browse Ohject

FRE

on
(= 10. 12, B. 243 (GLSE00-0)
o Help

IN-Port Speed

Wemory Usage Rate
CPU Usage Rate (%)

1
2014-06-13 11:00 2014-06-13 16:00

10, 12, 6. 243 (GLSE00-05F)_OLTO p0/4
Opm Diagnosis Bias(nA)

1<) < 11 PRIl
<« [ L3
Refresh |Today]| This weel ke | This month | Last 3 days | Last 7 days |

Last 30 days | Last 3 months | Last B months | This year | Custon period |

Picture 8-210pm Diagnosis
But the view of the panel of the day, week, month, nearly
three days, nearly 30 days, nearly three months, nearly six

months time this year, and their own self-definition.

8.8 History capacity statistics

This feature works with plan task. Set the schedule for

statistics. It will run when time is up.



Filename Size Last Modified

Rug 2013 09:05:36 GMT

,_,
5
N
"
o
I
&

dailyreport,

2013 09:05:36 GMT

Y
15
o
I

a

monthlyreport/ Thu,

2013 09:05:36 GMT

o
M
w
i

G

weeklyreporc/

Apache Tomcat/6.0.14

Picture 8-22History capacity statistics

Please click here to return
Report performance statistics at the time:2014_6_11

Device name:10.12. 6. 110 Collected groupn:CFT Idle Rate

Time CPU Idle Rate
06-11 17:31 95, 00%
08-11 17:45 a7, 00%
06-11 17:59 a7, 00%
08-11 18:13 Q5. 00%
06-11 1&:27 a7, 00%
0B-11 18:41 Q6. 00%
08-11 18:55 96, 00%
08-11 19:09 Q5. 00%
06-11 19:23 94, 00%
06-11 19:37 93, 00%
08-11 19:51 Q5. 00%
06-11 20:05 93, 00%
08-11 20:19 Q5. 00%
08-11 20:33 94, 00%
08-11 20:47 Q6. 00%
0&8-11 21:01 96, 00%
08-11 21:15 Q5. 00%
08-11 21:29 Q5. 00%
06-11 21:43 95, 00%
08-11 21:57 o4, 00%
06-11 22:11 96, 00%
08-11 22:25 Q6. 00%
08-11 22:39 94, 00%
0B-11 22:53 94 00%
0&-11 23:07 96, 00%
06-11 23:22 95, 00%
08-11 23:36 Q5. 00%
06-11 23:50 55, 00%

Picture 8-23Dalily statistics



Flease click here to return
Performance statistics Week Report Time:2014_6_9%-2014_B_15

Device name:10.12.6.110 Collected group:CPU Idle Rate

Time CPU Idle Rate
06-11 17:31 95 00%
O6-11 1745 9T 00%
0B-11 17.59 o7 00%
06-11 16:13 95 00%
06-11 18:27 9T 00%
0B-11 18.41 08, 00%
06-11 15:55 96, 00%
06-11 18:09 95 00%
0B-11 19.23 94, 00%
06-11 19:37 93, 00%
06-11 18:51 95 00%
06-11 20.0% 93, 00%
06-11 20:19 95, 00%
06-11 20033 94 00%
06-11 2047 08, 00%
0E-11 21:01 96, 00%
06-11 21:15 95 00%
06-11 21.29 95, 00%
0E-11 2143 95, 00%
n6-11 21:57 94 00%
0B-11 22:11 08, 00%
0E-11 22:25 Q8. 00%
06-11 22:39 94 00%
O6-11 2253 94 00%
0E-11 23.07 Q8. 00%
06-11 23:22 95 00%
O6-11 2336 95 00%
0B-11 2350 55, 00%
nR-12 nN° N4 a3 nng

Picture 8-24Weekly statistics




Flease click here to return

Monthly report time performance statistics:2014_F

Device name:10.12.6.110 Collected groupn:CPU Idle Rate

Time CPU Idle Rate
05-11 17:31 95, 00%
06-11 17:45 97 00%
05-11 17:59 97, 00%
06-11 18:13 95 00%
08-11 18:27 97, 00%
06-11 18:41 96 00%
05-11 18:55 OB, 00%
06-11 18:09 95 00%
05-11 19:23 94, 00%
06-11 18:37 93 00%
05-11 19:51 95, 00%
06-11 20:05 93 00%
05-11 20:19 95, 00%
06-11 20:33 94 00%
08-11 20:47 OB, 00%
06-11 21:01 96 00%
05-11 21:15 95, 00%
06-11 21:29 95 00%
05-11 21:43 95, 00%
06-11 21:57 94 00%
08-11 22:11 OB, 00%
06-11 22:25 96 00%
0B-11 22:39 94, 00%
06-11 22:53 94 00%
0B-11 23:07 96, 00%
06-11 23:22 95 00%
0E-11 23:36 95, 00%
06-11 23:50 85 00%
ne—1o An-na oz e

Picture 8-25Monthly statistics

& Note: To generate this report, you must set a good time in the scheduled

task, and must be of the "daily report”, "Weekly Report™ and "Monthly Report” check
on the setting items in the collection configuration.

8.9 Output performance data

Performance data refers to data reported configured
locally generated performance monitoring of packaged and

then sent via FTP server.



wihether Output

) i0utput Performance D ata

) Mot output Performance Data

FTF Configure
|Jzer EMcapp
Pagswaord |55
Every Second 300 :
ak. l [ Cancel .
< >

Picture 8-260utput performance data

[Output switch]: Do you want to upload performance

monitoring data.
[Parameters] FTP: FTP settings.

[Interval]: Interval much time for delivery.



Chapter 9 Security Log Management

9.1 Security Log Management menu

The Security Log Management menu as shown below,
followed by a small section of the menu functions do each of

these in detail.

m Tool=z(T] Windew ()

Fazzword Modify |L )]

o1t User Security Manage (5)
Rights by Tepo... (R)
EOC BOSS Config(E)
Log Configure (L) k

Config Manage Logi(C) r

Picture 9-1Security menu
9.2 Modify password

Log on user NMS can secure "all Log Management" in =

"Password to modify", as shown in the interface, change their



own passwords.

Change your password

Pazsword length iz not lezz than 5 of not
more than 16

01d password: |
New Fazsword:

Confirm New
Paz=sword:

Picture 9-2Modify username and password

9.3 User Security Management

Configuration

9.3.1 User Security Management

Configuration Description

The NMS security management system can be

configured for centralized management of users, including:

1, create a system user



2, delete system users

3, set up user accounts and passwords

4, the current state of the display and set the user's
5, set user permissions

6, set the user can manage devices

7, set the user's profile

8, view the user's operating records

9, modify user passwords

10, the user can manage devices, personal name and

user ID check three ways

The main users of the system management list shows the
current system user ID, user name, belongs to the user group
and user state in the form of a list, which includes the state of
online, offline, disabled, account expiration, password
expiration, prohibited login. Security Management

Configuration main interface as shown.



= (O Us: User Group Group Description huthority Type
=0 admin nanager
viewsr

B guea peraeor e
& operator
S user

=0 User
& admin
& guest
& Operator
& user

=1 Device View
=

add | [meaifiy | [ Delete | [ Refresh
wvent tabulation [x ] Ao Ao a:

Systen Run:DDayOHINGS

Picture 9-3Security management

9.3.2 User group

9.3.2.1 Description

User group is a collection of some of the user's operating

authority, each user must have a user group, as shown

below.

User Group Group Description Authority Type
adnin manager

guest viewer
operator attendant

user

attendant

Picture 9-4User group



9.3.2.2 Add user group

Click the Add button, the following interface will appear

Ilzer Group

Group Description

Autharity Type

 attemdant
WiEWET

W I I Cancel

Picture 9-5Add user group

User groups: group name.

Packet Description: the case of a brief description of the
group, such as the operating authority, and the like can be

written to the members.

Permission types: There are three types of authority,
namely administrators, maintenance staff, view members,
different permissions corresponding to different types of

privileges.



9.3.2.3 Single user group operation

Members: Each user group has a user group with the
same name as the user. As shown below for the admin user

group membership figure.

= [ User Security Manage Member | Group Autharity | Device View
=20 Usrup User D User Name Status
e admin dmin enable

b acimir
& guest
& operator
& user

= User

2 2amin
Picture 9-6Admin user group member
Group permissions: different user groups corresponding
to different permissions, as shown administrator privileges,
the highest level diagram, followed by maintenance staff, the

lowest level for viewing member.



Member | Group Authaity | Device View
DOperation Autharity
v

Authority Type manager

m
attendant
wiewer

Flows Manitor
Maintenance
Batch Confia
Port Statistic:
EocList
CruList

Start/Forbid
ort Configure
ONU Binding

Update Yiew
Fesume Yiew
Saveiew

ShowHide Net Element
Geography Irformation

[ o ] [ Refiesh | [ Hep

Picture 9-7administrator



Member | Group Authaity | Device View
DOperation Autharity

Authority Type: asttendant N

Schedule Task
Broadcast Information

Discover Corfigure
Equipment Maintain Configuration
[] 3d Pary EMS
Community/Trap Configure
Poll Intsrval Canfigurs
= rManags
Add User Infa
Manage User Info
[[] User Statt/Forbid
[ Modify User
[ Delete User
e
Realtime Alert
uent Alert
[] Ok Alett
[] Recover Alett
Faul Dievice List
History Alert Erowse
Configue
Sound Config
Fiter Trap
Al Alert
[[] Delete Alert
erformance
Threshold Define
Collection Configure
Stal, Browse
Marior
History Fieport
Tl irdnzd Parfrrazinra

[ o ] [ Refiesh | [ Hee |

Picture 9-8Maintain administrator



Member | Group Authaity | Device View
DOperation Autharity

All Expand All Close: Authority Type: wIBWEN v

ik, -~
= System

[ Schedule Task

Broadoast Information

= [] Operation

[Add Mode

[ Add Metwark

[ Subret Sean

[ Discover Configure

] Equipment Maintain Configuration

[ 3id Party EMS

] Community/Trap Canfigure

[] Pall Interval Canfigure

=[] Ussr Manags
[]4dd User Infa
] Manage User Infa
[] User Start/Farbid
] Modify User
[ Delets Uiser
= [ Fault

Realtime Alert

Current Al

[ Ok Alstt

[ Recover Alett

Fault Device List

History Alert Browse

[ Confiqure:

[ Sound Config

Filter Trap

Al Alert

[ Delete Alert

=[] Performance

[] Threshald Define

[ Callection Configure

Stat, Browse

Moritor

History Report
llIninad Perfrmanne

[ o ] [ Refiesh | [ Hee |

Picture 9-9Check member

& Note: Each user group can be subdivided operating authority, details are

shown in Table 9-1.

Management device view: whether a user group can
manage the device view. First you need to add the device in

the device view, this will be mentioned later.



= [ User Security Manage
=0 User Group

admin

& guest
& operatar
D user

=0 User
& admin
& guest
& operator
& user

[ Device View

Picture 9-10Manage device

Member | Group Autharity | Device View
Distribution Device View

Select “Wiew M arne Wiew Tupe Wit
1 By Subnet e
O g By Subret Wi

As shown above, selected, then the user group can

manage the device view, click View, the following interface

will appear.

axc
By Subnet
=g M etwork HS
=-IP
=~ 101260

3

3

Picture 9-11Check device




Guests

Table 9-1 Privilege description

Do not allow any write

operation

Users

Network nodes can be
added and deleted events
and alarms, the user

management operations

Operat
ors

Allow the performance of
polling configuration,
including modify / delete
polling object, set thresholds
and other related polling
operation, and the device

can be configured

Admin

The highest level, you can
configure the system,
backup and restore the
database, shut down the
server, but also to security

management




9.3.3 User

9.3.3.1 Description
As shown below, the user interface, the system default of

four users, user groups with the same name that four users.

= [ User Security bManage User ID User Name Tser Group Status
+ 1 User Group admin admin admin enable
-1 User guest guest guest enable
O, ealiii operator operator operator enable
- user user user ehable
& fuest
& operator
& user

+ 1 Device YWiew

Picture 9-12User interface

9.3.3.2- Add user
Add users mainly includes three sections: Layout of a
user ID and password as well as user group belongs. The first
two sections for the duration of your account and password.
The third is to set the layout of the user ID user information,
including user name, telephone, E-Mail address and work
address. Wherein the user ID and password are required for

the items. As shown in FIG.



Uzer ID: |

Account Limit (Days) |U
Pazaword:
Confirm: Password Limit (Days) 0

Uzer Group: |admin w

Uzer Name:
Telephone:
E-Mail:

Job Address:

add | [ Cancel | | Help

Picture 9-13Add user

User ID: Enter the user's ID (login account name), when

you add a user must choose (a length of 5-28).

Password: Set the user's password, required when

adding users.

User Group: Set user group. That authority, when you

add a user must choose, the default is guest.

Account Term: Set account the effective time (days), 0 is

no time limit, the default is O.

Password Age: set a password valid time (days), 0 is no

time limit, the default is O.




9.3.3.3 Modify user
9.3.3.3.1 user info

And add a user to modify the user generally similar, the
difference is to change the password out separately and
added "Set the user's status." Edit the user can click on a user,

the user interface will pop up automatically.

= 1 User Security Manage User Infa | User Authority | Device View | Access Contral List
# 1 User Group
= User
F-Sadmin User ID admin Ulser Status
& ouest
& operator User Group: adri M Account Limit[D aps):
& user
w1 Device Yiew Modify Passord Paseword Limit[D ays):
User Name: admin
Telephone:
E-Mail:
Job Address:
Default Access Control List Matching Strategy allow w
[ ok | [ Fefesh | [ Heh

Picture 9-14User info
User Status: Enable / Disable account when selecting
ban users, if a user is logged on at the time, the user will be

forced to exit the system.

Accounts Term: Specify a number of days, after time, if

not re-edit is not available, O is unlimited.



Password Age: Specify a number of days, after time, if
not modified, then the password is not available, O is

unlimited.

Change Password: In the figure above, click on the

Change Password interface as shown below.

Modifiy Password

UzerName: admin
New password: |
Confirm password:

Pazsword duration:

ok | | cancel

Picture 9-15Modify user’s password

User Name: The user's name

Tel: The user's phone number

E-Mail Address: the user's E-Malil

Work Address: The user's work location

The default access control list matching strategy: Visit



some IP addresses, allowing, you can access, denied,
denied.

9.3.3.3.2user privilege

The default permissions for the user group, but you can
customize the permissions. For details, see Introduction to the

user group permissions.
9.3.3.3.3Management device

This function must first add the devices in a user group, or
can not operate, methods of operation and the type of
operation the user group, you can view the user group
operating on the managed device view.

9.3.3.3.4 ACL

As shown below, by adding, to increase access control lists.

= [ User Security Manage
= [ User Group
& admin
B guest
& operator
& user
= User
A& admin
& oguest
A operator
& user
& (] Device View Start IP Adhess

List Name Start IP Address End IP Address Access Type Modify Delete
List 10126110 10126255 allow todify Delete

End IP Address

Aecess Type o 3

Picture 9-16Add ACL



List Name: The name of the list
IP address of the start of the visit: Start IP address

End IP Address: You can access the end of the IP

address.

Access: Users can access the IP address of the segment.

9.3.3.4 Delete user
Showing records of a user record to be deleted, and then
through the "delete" icon on the toolbar to delete a user, then
there is the dialog box shown in Figure with a mouse click. If

"Yes", the user is deleted.

= (3 UserSecurity Manage User ID Usir Narne User Group Status
@ 1 User Group admin admin enable
=1 User guest guest enable
& admin operator operator enable
& guest user user enable
& operator
& user
# [ Device View

Picture 9-17Delete user
9.3.4 Show user operation record

At the midpoint of the main interface to the "User" that
sub-tree, as shown in the interface will appear, click the
operating records can show the user interface of the

operating record.



P o User Mame Cperate Nare Tirme Stats

10 admin admin create view 2014-06-11 17:35:45 Success
il adrmin User login 2014-05-11 16:57:40 Success
El adrnin User login 2014-06-11 16:55:00 Passward Error
7 xaaa User login 2014-06-11 16:54:39 Mot user
6 adrmin User exit 2014-06-11 16:44:08 Success
5 admin User login 2014-06-11 14:13:14 Success
4 adrmin User exit 2014-05-11 11:21:20 Success
3 adrnin User login 2014-06-11 11:20:38 Success
2 adrnin User exit 2014-06-11 11:20:29 Success
1 adrmin User login 2014-05-11 09:58:35 Success

Picture 9-18User operation log

Click "Save to File" button to display the file dialog box, as

shown below.

Set the correct path and file name and file format, click

the Save button.

Select a file to save

Savein: |@' Desktop w € T £ M-

Y DMy Dacurments
\ﬁ d My Compuker
My Recent 'EJ My Metwork Places
Documents IC)capture

[CTiMew Falder
@ &

Desktop Mew Text Document

o

7

ty Documents

53

by Cormputer

File name: || v | [ Save ]

by Metwork, Save a3 type: |Te:-:t File(* txt] v| [ Cancel ]

Picture 9-19Save file



9.3.5 Configuration management device

Management device configuration means that the view
can be configured to contain a specific device and assign it to
a specific user, so that the user can manage devices that are
included in the view. This view can be configured to view
configuration via the main interface calls. The figure is the call
management device configuration interface through the main

interface.

= 0 User Security Manage Wigw Marme View Type
#-[1 User Group e By Subret
= [ User a0 By Subret
=1 Device Wiew
B o
B qq

Picture 9-20Manage device
If the view name which has a corresponding device,

double-click the field, it will open the Device View window, as

shown below.



X

axc
By Subnet
=R etvaork MRS
= IP
= 1012E.0

3

Picture 9-21Device info
If the list is not the right view, you can add a new view by
clicking on the button to open a new view management view
configuration interface. Where "*" indicates all the tubes under

the subnet IP address.

Add View column refers to the equipment currently exists
in the object database management tree on the left for the
user to select the device can be managed, and create a new

view.

Click the Add button, there will be as shown below.



Tiew Type

View Name: () By Sublet OBy Dewvice Type
iDevice haz been foundi Deyice - § * Controllable Dewice
= Network INM3 = Wetwork NMS
- IP IF
—-10.12.4.0
10.12. 4. 27 2
10.12.4. 110
10.12. 4. 242
10,12, 4. 248
10,12, 4. 249 e
10.12.4. 260
10.12.4. 251
10,12, 4. 252

o UK X Cancel|

Picture 9-22Add view

By setting the view name, select the type of view, and
select the appropriate device from the device tree on the left,

you can form a device management view.

Click the Delete button will delete the selected view from
the system, if the view has been configured to the user, then

remove it from the same users.

& Note: If the user via the "Delete NE" Delete device, the system will

delete the management device in the appropriate device.

Equipment has been found: the already existing



equipment management system

Be found in equipment: equipment used to search for the

presence but not found, as shown below.

Tiew Type
Tiew Hame: () By SubNet By Device Type
iDevice to be found! SR Controllable Dewice
=l Pre—allocation = Network NMS
IF IF
QT
E> )
(£

"bﬁdd‘ | ‘ o 0K | xCance1|

Picture 9-23Device to be found

Click “new-add”.




(*) Subnet

Subnet: | 10.12.4.110 Mask Bits: |24

() IP Section

) ORD

I Ok H Cancel l

Picture 9-24add

1. Subnet: Select a subnet, subnet calculation

performed, as shown below.




Subnet Addreszs
10124110

TCPIP  Subnet Mask
255 2585, 255.0

1012.4.0 /24 255.255.2585.0

284 uszable addreszes
Firzt &ddresz = 10.12.4.1

Last &ddresz = 10.12.4.254

10.11.254. 0 : 255,
10.11.255.0 : 255,
10.12.0.0 : 2556,
10.12.1. 0 : 2556,
10,12, 2.0 : 255,
10.12.3.0 : 255,
10.12.4. 0 : 255,
10.12.5.0 : 2558,

2648,
255,
255,
258,
2648,
255,
255,
255,

25645,
265,
266,
265,
25645,
265,
265,
255,

L I o o o s e ) e o}

264
254
264
264
264
254
254
254

addrezzes
addrezzez
addrezzez
addreazez
addrezzes
addrezzez
addrezzez
addrezzez

24 bitg
»

Picture 9-25Sub-net calculate

2. IP: Used to calculate the available IP addresses, IP

Start IP is the starting address search, search IP End

IP is the ending address, IP number refers to the

number calculated from the starting address, where IP

address and ending IP number can only choose one.

3. ONU: Search for ONU equipment. First select the
OLT's IP address, and then search through the slot

number / PON port / ONU number. Search results are

as follows




Tiew Type
Tiew Name:

Device has been found  Device to be found Controllable Dewice

= Fre-allocation

P =
#10.12.4.0/24 = 10.12.4.0
e} *

+10.12.4.0/24

Picture 9-26Search result
9.4 Configure TOPO privilege

Through the "Security Log Management" = "Settings
Topo permission ..." menu, you can specify permissions for
users Topo figure (This feature requires back-end servers

running FTP server), as shown below.



Operate of Rights Setting: ¥ [ Download [ Delete
admin
guest
operator
Lser

Picture 9-27Topo privilege management

Interface, the user can select can browse the files, but

can also be set with user groups operating authority.

9.5 EOC BOSS

Related configuration EOC BOSS server, open interface

as shown below




Switch Config

Boss Switch () Open () Close

Server Config

Boszs Server

Download Completed

Picture 9-28EOC BOSS
Switch Configuration: Authentication switch is turned

BOSS

BOSS server configuration: Choose BOSS authentication

server.

9.6 Log configuration

Log configuration module is mainly used to set the server,

client, and alarm forwarding, the main module running



information. Including:
1, the output switch
2, the output file
3, the host configuration
4, the output format

In the log server configuration, for example, the client and
the server log configuration the same way. The difference is
that the log server configuration information retrieved from the
server. Log level can be configured in the server, the client
configuration for log operations related to the need to restart

the corresponding end to take effect.

9.6.1 Output

The output switch includes the log output switch, the
output target selection and the log level settings, as shown

below.



i0utput swicth i Output file | Host Confisure | Qutput for ¥ *
COwerall

Loz Switch {EOutput Log (%) Not output Log

Output Target M Ta file O Ta Syzlog O Ta Trap

Module

kodule Mame Switch | Lewel o
TEST Cpen debugging

Fdsl) Open debugging

DIscC Open debugging

TOFD Cpen debugging

b AP Open debugging

FOLL Open debugging

FALILT Open debugging

COMFIG Cpen debugging

FOLICY Open debugging w
< >

Modifiy | | Cancel

Dowrdload Completed

Picture 9-290utput

Log output switch: if the output log.

Output target selection: Target options include "Print to
File", "output to Syslog" and "output to Trap" these three, you

can multi-select.

Log Level: used to set the system TEST MAIN DISC
TOPO MAP POLL FAULT CONFIG POLICY SECURITY

SERVER TFTP these twelve modules logging output switch



and level.
Output file

The output file is used to control the maximum number of
log files, each file maximum number of rows and rows

message buffer, as shown below.

*

E Host Configure | Ouwtput for *

File Information

Largest rmmber of file(1-100) 20

Large=t line number of 20000
file(1000-20000)

Mezzage cache line number 1]

(0-200)

Modifiy | | Cancel

Dowrdload Completed

Picture 9-300utput file



9.6.2  Host configuration

Host Configuration to configure Syslog and Trap host
address and port number, and the number and Syslog Trap

hosts are not over 15. As shown below.

Output swicth | Output file|iHost Configure || Output for ¥ *
Syalog

Ho=zt Addrezs Fort
Trap
Host Addrezs Fort

4dd

Modifix

Delete

| Modifiy || Cancel |

Dowrdload Completed

Picture 9-31Host configuration



9.6.3 Output format

Output formats used to configure whether to include a
global serial number, time stamp, and the module name, as

shown below.

Output file | Host Configure || Qutput formats: &AL
Dutput formatzs

[¥] Included timestamp (absolute time)

M Madules include names

Modifiy | | Cancel

Dowrdload Completed

Picture 9-320utput format



9.7 Manage configuration log

Configuration log management primarily used to record
when a user which device configuration management

operations, and saved configuration item configuration.

9.7.1 Monthly log

Log month view shows a list of each configuration
operation number, user name, device IP (type), action items,

configure content, time and status.

¥ Mo Userid Source Item Content Time Status
156 adrnin 10.12.6.244(ELS600-04F) Restart Device systemReset 2; 2014-06-11 14:14:10 SLICCESS
15 adrmin 10,12,6,110_0OLT4(S8600-04)  Light parameter exa... OpmOption 4; 2014-06-11 11:08:01 success
14 adrmin 10,12 6,243(GLS600-08F) Radius Config ServerMame green;... 2014-06-11 10:47:19 success
13 adrnin 10.12.6.243(GLS600-08F) Authentication Port ... dotlxduthauthContr,.,  2014-06-11 10:47:11 SLICCESS
12 adrmin 10,12 6,243(GLS600-08F) Global MSTP Config dot1sStpRevision 0;... 2014-06-11 10:24:44 failed
11 adrnin 10.12.6.243(GLS600-08F) Complete Maching B...  spanOnOff 1;stpDot..  2014-06-11 10:19:26 success
10 adrnin 10.12.6.243(GLS600-08F) Complete Machine B...  spanOnOff 2;stpDot..  2014-06-11 10:17:19 SLICCESS
9 adrmin 10,12 6,243(GLS600-08F) Global MSTP Config dot1sStpRevision 0. 2014-06-11 10:16:44 failed
g adrnin 10.12.6.243(GLS600-08F) Complete Machine B...  spanOnOff 2;stpDot..  2014-06-11 10:16:39 SLICCESS
7 admin 10.12.6,110(53600-04) Basic Info sysLocation sample.,.  2014-06-11 10:05:00 success
& adrmin 10,126, 1(S8600-04) Basic Info sysLocation sample.,.  2014-06-11 10:04:41 failed
5 adrnin 10,126, 1(58600-04) Global LLDP llidpadminStatus 1; 2014-06-11 10:04:28 failed
4 adrmin 10,126, 1(58600-04) Basic Info sysLocation sample..  2014-06-11 10:04:24 failed
3 adrmin 10,126, 1(S8600-04) Trap Switch bridgeTrap 1;snmp.. 2014-06-11 10:04:09 failed
2 adrnin 10,126, 1(58600-04) Basic Info syslocation sample...  2014-06-11 10:04:01 failed
1 adrmin 10.12.6,110(58600-04) Global LLDP lidpadminStatus 1; 2014-06-11 09:58:55 success

Total: 16  Each 2 “Page  Thel /1 Page

Picture 9-33Monthly log

Menu shown below will appear when you right.




>

0
15

Mo Userid Source Item Content Time Status

( 0 e
adrnin 10.12.6.110_0OLT4(58600-04) L
adrnin 10.12.6.243(GLS600-08F) Radius

suCCess

ServerMame green;... 2014-06-11 10 SUCCESS
adrmin 10,12 6,243(GLS600-08F) Authentication Port ... dotlzduthauthContr.,.  2014-06-11 10: success
adrnin 10.12.6.243(GLS600-08F ) Global MSTP Config dotlsStpRevision 0;... 2014-06-11 10: failed
adrnin 10.12.6.243(GLS600-08F) Complete Machine B...  spanOnOff 1;stpDot..  2014-06-11 10 SLICCESS
adrmin 10,12 6,243(GLS600-08F) Complete Machine B... spanOnOff 2;stpDot..  2014-06-11 10: success
adrnin 10.12.6.243(GLS600-08F) Global MSTP Config dotlsStpRevision 0;... 2014-06-11 10: failed
adrnin 10.12.6.243(GLS600-08F) Complete Machine B...  spanOnOff 2;stpDot..  2014-06-11 10: SLICCESS
adrmin 10.12.6,110(58600-04) Basic Info sysLocation sample.,.  2014-06-11 10: success
adrnin 10,126, 1(58600-04) Basic Info sysLocation sample.,.  2014-06-11 100 failed
adrnin 10,126, 1(58600-04) Global LLDP llidpadminStatus 1; 2014-06-11 10: failed
adrmin 10,126, 1(S8600-04) Basic Info sysLocation sample.,.  2014-06-11 10:04: failed
adrnin 10,126, 1(58600-04) Trap Switch bridgeTrap 1snmp..  2014-06-11 10:04:09 failed
admin 10,12 6.1(53600-04) Basic Info sysLocation sample.,.  2014-06-11 10:04:01 failed
adrmin 10.12.6,110(58600-04) Global LLDP lidpadminStatus 1; 2014-06-11 09:58:55 success

Total 16 Each : Page The

Picture 9-34Right button menu

Config Manage Log Detail Information

| zerid: adrmif

Source: 1012 6 244[ELSE00-04F)
[term: Restart Device

Time: 2014-08-11 14:14:10
Statuz: FUCCEEE

Content:

spstermPeset{1.32.6.1.41.13464.1.21.1.216.0) 2

Picture 9-35Details

User Name: The user name of the management of the

device.




Device IP (type): IP address and the corresponding types

of equipment.
Action Item: How to configure conducted.
Time: Configuration time is up.
Status: success.

Configure Content: detailed display configuration.

9.7.2 List menu

9.7.2.1 Refresh

Select "List" in the main menu = "Refresh”, you can

refresh the current log browse list.

) Fault (F] F
" Eefurbish (R)
H; Search (H)
Save(Z)
Frint (F]

2

Picture 9-36List menu
9.7.2.2 Search

Select "List" in the main menu = "Find", then pop up



dialog box to find below.

Search List

M Uzer name

[¥]5tate success v
[¥|Date 2013-11-18 w
Search l [ Cancel

Picture 9-37Search

There are four query, equipment IP, user name, status
and time on list query dialog. After the query is set up, click

the "Search" button to search.

9.7.2.3 Save
Select "List" in the main menu = "Save", you can browse
the list to save the current log information to a file. When you

select this menu, the dialog box will pop up as shown below.



& Jlizt of recordz will be =awved to the
zpecified directory file.

Pleasze enter the file name:

(*)Save to txt file
() Sawe to Excel file

Save | [ Exit l [ Help

Picture 9-38save
Fill in which you need to save the file name, and choose
to save the file type, set the save path. Save the file after the

operation is successful, there is prompt box as shown.



A list of records will be saved to the specified
directory file.

Flease enter 1 Prompt E|

1.tk
Save sUCCESS Browse

B 10 i file

e to Excel file

Picture 9-39Save successful
9.7.3 Monthly log order

During the current log browsing, the mouse can click the
browse list header, the data for the currently displayed page
in ascending or descending order. Use the mouse to click on
the appropriate header entries after sorting, the blue arrow
will appear after the head of the table entries. As shown below,
as at the "Time" field on the results page displayed in

ascending order.



No Userid Source Content

admin 0 H 2

15 admin .6.110_CLT4(58600-04)  Light parameter exa.. OpmOption 4; 2014-06-11 11:08:01 success
14 adrrin 10.12.6.243(GLS600-08F) Radius Config ServerMame green;... 2014-06-11 10: SUCCess
13 admin 10.12.6.243(GLSE00-08P) authentication Port ... dotlxauthauthContr...  2014-06-11 10: success
12 admin 10,12.6.243(GLS500-08F) Global MSTF Config dotlsStpRevision 0;... 2014-06-11 10: failed
11 adrrin 10.12.6.243(GLS600-08F) Cormplete Machine B...  spanCnOff 1;stpDot.. 2014-06-11 10: SUCCess
10 admin 10.12.6.243(GLSE00-08P) Complete Machine B... spanCnOff 2;stpDot..  2014-06-11 10: success
9 admin 10.12.6.243(GLS500-08F) Global MSTF Config dotlsStpRevision ;... 2014-06-11 10: failed

g adrrin 10.12.6.243(GLS600-08F) Cormplete Machine B...  spanCnOff 2;stpDot..  2014-06-11 10: SUCCess
7 admin 10.12.6.110{58600-04) Basic Info sysLocation sample...  2014-06-11 10 success
[l adrrin 10.12.6.1(58600-04) Basic Info sysLocation sample...  2014-06-11 10: failed
5 admin 10.12.6.1(53600-04) Global LLDP lldpadminStatus 1; 2014-06-11 10 failed

4 admin 10.12.6.1(58600-04) Basic Info sysLocation sample...  2014-06-11 10 failed
3 adrrin 10.12.6.1(58600-04) Trap Switch bridgeTrap 1;snrmp...  2014-06-11 10: failed

2 admin 10.12.6.1(58600-04) Basic Info sysLocation sample...  2014-06-11 10:04: failed

1 admin 10.12.6.110{58600-04) Global LLDP lidpadminStatus 1; 2014-06-11 09:58:55 success

Toral 16 Esch T Ivpae  Thel 4 page

Picture 9-40Ascending
9.7.4 History log

History log in the form of Web pages, records the user to

configure the device management operations results.

The default time setin “plan task” = “configure

management log backup4” is every 1% 5:00am




Chapter 10 Tool

10.1 Tool Menu

The tool management menu as shown below:

)—m Window (1  Help (H)

Equipment Manazement (E)

Device Teon Management (0]
Device Config File Fip Management (C)
Config Template Lib (T)

Topo Link Management (L)

Picture 10-1Tool Menu

10.2 Equipment Asset Management

10.2.1 Equipment  Asset = Management
Overview
When the user performing network management, in

addition to the operation of the network devices to monitor

settings, but also hope to network equipment as its own asset



management equipment, to maintain its position distribution,
asset number, replacing the records and other information.
Therefore, asset management systems is added to the

platform as integrated network management system.

10.2.2 Login asset management interface

Asset management login interface is same to the client
login interface, also need to enter the server address, port,
and user names and passwords, using the username and
password are consistent with NMS system, but can also work
with a client login interface, like automatic recording used

server address, the interface is shown below.



] Equipment Hanage Login

Equiment Manage

Host |localhast |
Port 12030

User |admmin

Password |

i Connect i Cancel

Frepare

Picture 10-2Asset management login screen

10.2.3 The main interface displays

10.2.3.1 The main interface overview

Enter the correct server information and user information
in the login screen, and click the "Connect" button to enter the
main interface device asset management. If this is the first
time to enter the asset management module, the module will
automatically detect the system memory in the device
information, and it can also be the main client interface tools
-> Device Asset Management, as shown in the following

figure appears after clicking.



FeBuild Database Succefully!
Get Device Numbers: 0

Ok |

Picture 10-3Device Information Update Alerts

Click the "OK" button to enter the main interface, as

shown below.

% Equipment Nanage EJ@@

Systen Find dnd Stat List Operation Help

el 1 2 ol Total: 4

Wersion

D [ Device Mame | Device Type Serial Mumbet

SBE00-04

2 10126110 5860004 Opiiw/ay 58600'%10CRO0IECDODT FODSSF3

4 10126243 GLSG0OOSR GPON GLSG00-08P V100RODIEQIDODZPO04S...  DDaylBH27M New GreenNet 26
5 10126231  TiNetS260009PC TiNet 2500-09PC Y100RO01B01D004PO0SSP3  30Day0H2EM Mew Greenhat 9

Data has been received completely!

Picture 10-4Equipment Management Main Interface
The main interface is divided into two parts, namely the
menu bar, and data browsing. Menu of four, including the
control of the equipment assets of the list. View the data is
divided into two parts, the upper browsing control, the lower is

the device asset data lists.

In addition, clicking the right mouse on the assets list, you



10:2.3.2

can open the pop-up menu that content and operation of the

menu bar menu interface identical.

Data List View Control

Data section contains a list view control buttons to control

and manipulate data and so on, from left to right are:

First button, click the button will automatically display the
first page of the list of data, if the current data shows the first

page, the button is invalid:

Previous button, click the button to display the previous
page shows the current data table page, if the current data

shows the first page, the button is invalid;;

Jump page input box, the input box contains two parts,
namely the total number of pages and page input box label, in
two parts using the "/" separator, you can enter the input box
on the left to jump directly to the page number in the data
table, after hitting the Enter key to automatically jump to the
page number, if not a number or enter a page number
exceeds the total number of the right side of the page, an

error message will appear as shown in the following figure.



Prompt : Prompt

Munbetic what input is nok in range(1, 131 ‘zrzz' is niok a valid inkeger value.

10.2.3.3

Picture 10-5Page jump box input error
Next button that appears after clicking Next list the
contents of the data, if the data currently displayed as a list of

the last page, the button is invalid

Last Page button, which when clicked displays a list of the
last page of content data, if the data currently displayed as a

list of the last page, the button is invalid;

Next button that appears after clicking the last page lists
the contents of the data, if the data currently displayed list of

the last page, the button is invalid

The Total label shows the total data contained in the list of

the current number.

Equipment Asset Data List

Equipment asset data list contains nine items

ID, serial number identifies the device in the device asset

module database, the number is automatically assigned when



the device will automatically delete old vacancy, will not fill the
vacancy left by the old equipment when a new device is

added:;

Device name, device directly in the network management
system using the name used in the system to add new
devices automatically from a database management system,

in general, the IP address for the device;

Device type, the device is recognized by the network

management system when the system is added to the type;

Serial number, the project when the device is first added
to the Asset Management module is empty, asset
management requires the user to manually enter the serial
number of the device number or the number specified by the

user content
Version displays the version number of the device;

Start time, the device is currently running time, the timing
of polling data acquired by the network management system

platform;

Producer, seme to the device types, corresponding to the

information obtained from the device management system;



Ports: Ports of device.

Area, the device is automatically generated within the
network management system based on the set location,
usually composed of five levels of location information from

the merger.

10.2.3.4 Asset management system menu

] Equipment Nanage

Find And Stat List Operat

Device Type
Exit OLT 04

2 T4 242 QLT D4F

a3 10124243 OLT GO3R

4 10124250 TiMets 2600-09F1
5 10124251 OLT 04
B
7

10124252 OLT GO4R
1012427 OLT 04

Picture 10-6System Menu

Including four menus,Rebuild,Update

Database,Language,Exit.

Menu item is automatically updated when you start the
Asset Management module is set to start in the first state, so
that when you restart the asset management module, network

management system will automatically add the device to the



asset management module to achieve the updated asset the

effect of data management module.

Selecting this menu item will be prompted, as shown

below.

Prompt

Datebase will be rebuild when the application nexk runl

Picture 10-7Prompted to select the database updated

Language: Currently supports Chinese and English.

Exit: Click the menu will exit asset management module.

10.2.3.5 Find And Stat

Find  F3
Stat

9 Befrash FS :

| ice Type

10124110 OLT 04

100124242 OLT D4F
117 4 249 ml T Ree

Picture 10-8Find And Stat Menu
Including there menus ,Find,Stat,Reftrsh.

10.2.3.5.1Find

Click on the menu item will exit asset management



module.

Find Device

X

Device Mame || Senal Mumber |

Device Type | Producer |

Online Time | — [ Uze Date
Search Reszet |

Picture 10-9Find Interface
Input one or more items of Device Name,Serial
Number,Device Type,Producer,Online Time,you can find the

information you want.

In addition to the on-line time, various search criteria
using fuzzy find, the findcriteria among the "and" relationship,

only data for each meet the findcriteria will be finded.

& Note: Only click the option to use on-line time to time over the line as

the search criteria.

Search results will be displayed in the data list, as shown below,



<] <« 7= 1 1 > 5| Totak: 1

1o} Device Name | Device Type | Serial Humber | Wersion | Start Time:

1 10124110 OLT 04 EFOM 58600 %100R001E01 D00 PO0DS 90 ayEH 28M
Find Device §|

Device Mame  |T012.4.110 Sefial Murnber
Device Type Producer

Orline Time Feral [~ Use Date

CCearch Reset |

Picture 10-10Search results
10.2.3.5.2Stat

Statistics menu items for a variety of conditions on the
data according to a list of statistics and output, as shown

below.



g Equipment Statistic

Pleaze zelect a term of statistic

: By Online Time
Device Tupe | CoaLnt | Bﬁ (S
OLT 04 1 By Flace
1 By Card
By Device Version
Print Ewpart Refresh Cloze

Picture 10-11Stat Interface
Stat has six Conditions, namely by Device Type, By
Online Time, By Producer, By Place, By Card, By Device

Version.

Select any one of the statistical conditions, all equipment

assets will be calculated in the list of data statistics, and the




statistical results are displayed in a list of statistics in the

interface

In addition to the statistical results observed in the
statistics list, you can also export the data to a file by clicking
the Export button. Currently statistical results support export
to html files and xls files, save the file by choosing different

types shown in the file to determine ways to save.

Select a file to save

Save ir: | 4 My Camputer ﬂ "= Ea-
. &3‘;& Floppw (A:)
‘43 =@ Local Disk ()
My Recent L WRMPYOL_EN (D2
Documents [Z)5hared Documents
@ [Z) Administratar's Documents
[Cichenpan's Documents
Desktop
iy Documents
M
48
by Computer
: |
My Network File name: | ﬂ Save
Places
Saveastype: | Teut File[* tat] | Cancel

CSY File[" cav)
Excel File[".xls]

Picture 10-12Statistical Results Save




After which the content is saved as html file as follows.

EquipMent ManageMent Statistic

By Device Type—2013-11-18

Device Type Count

OLT 04

OLT 04F

OLT GO4F

OLT GOBF
TiNetSZ600-09FC

A= ===

Picture 10-13Html file saved statistical results
You can also click the Print button to print out tables.
10.2.3.5.3Refresh

Refresh operation from the database to reacquire the

device data sheet information assets.

10.2.3.6 Serial management operations menu

View

Delete Del

Export

o | Mumbs
E Print Ctrl+FP

OLT 04F

Picture 10-14List Operation Menu

Tip: When data is not displayed in the list, select any line, equipment details
and delete the two menu items will be unavailable.

10.2.3.6.1Device View

When selecting a recording device in the list, and then



click the Device Details menu item or double-click on the

record, will open the Device Details screen, as shown below.

] Equipment Information

.&realnfn] Changelnfu] Manager Info | Module Info

Device Baze Information

Device | 1 Device Mame  10.12.4.110

Device Tupe OLT 04 Producer

Mac Addess  00:01:C2:00:01:01 Online Time 20131118 +|
Fort Mum 96 Start Time 90 apEH 30k

Device Werzion EPOM S8800%100R001E01 0001 PO0S

Serial Murnber

Apply Rezet Cloze

Picture 10-15Equipment Information Interface

Including five pages,Base Info,Area Info,Change

Info,Manager Info,Module Info.

Base information includes some basic data devices, such
as ID, name, manufacturer, etc., specifically as shown above,
the page provides asset number and on-line time editing
features, click the Apply button after modifications,

modifications to the database will be updated.

Area information display device location information is



divided into five grades display, namely city, district, section,

buildings and floor, as shown below .

] Equipment Information

Basze Info

Area Information

Change Info | Manager Info | Module [nfo
city | J zection | J
District | =] Buiding | =]
Floor | J
Apply Rezet Cloze

Picture 10-16Device location information interface

Replacing the device information is displayed at runtime
update / replacement, including device type, and device
update Mac address, the interface provides relevant
information on replacement operations, including add, modify

or delete.



] Equipment Information

Baselnh:u] AreaInfo : l b anager Inh:ul Module Inh:ul

Change Information

Change Time | Device Type | Mac Address | Change Time
231118 QLT 04 00:07:C2:00:07:01 |2EI1 311-18 j
Device Type
Mac Address
add | Modiy | Delete |

Cloze

Picture 10-17Change Info Interface

Tip: After the device information is added to the asset management system,
the information will be automatically added as a replacement to replace the initial

information, the replacement time for the on-line time
Managers information includes case management and

maintenance of the equipment staff, including the name and

contact information, as shown below.



] Equipment Information |Z||Elrz|

Base Into | Arealnfo | Change Info _ElMu:u:IuIeInh:u

M anager Infarmation

M anager |

Contact Mo 1 |

Contact Mo 2 |

Apply Rezet Cloze

Picture 10-18Manager Info Interface

Including Slot,State,Config Type,Real Type,Version.




] Equipment Information

Base Info .&realnfn] Changelnfu] Manager [nfa

Maodule Infarmation

Slat | State | Config Type | Real Type Yersion
10.124170_5L0T0  POM /S OMLINE SC CARD SC CARD EPOMN S8E00Y...
10,12 4110_5LOT1 Sk DOWwWHN SC CARD

10.12.41710_SLOT2 SM DOWHN POM-14(8 ...
10.12.41710_5L0OT3 SM DOWN

10.12.4110_5L0T4  POM/SM OMLIME  POM-14[3F.. POM-148P... 03.10.28.27
1012.4.110_5L0TSH  POM/SKM OMLIMNE 03.10.28.27
Refrezh Cloze

Picture 10-19Module Info Intergface
10.2.3.6.2Delete

Select the delete operation, the current selected device
data is deleted from the asset management database, you
can restore the data by updating the way, but the asset
number previously entered, replacement records can not be
recovered.

10.2.3.6.3Export

Export menu item provides information on the current list
of export backup all data on the device functions can be
exported as txt, csv and xls files in three formats, the file via

the pop-up box set file name and choose the file type you can,



as shown below shown.

Select a file to save

Save i |l'j' bin j £5 Ed-

Q B

iy Recent
Documents

Desktop

o

7

ty Documents

P

tdy Computer

e

Py M etwork, File nare: | ﬂ ﬂl
Places
ﬂ Cancel

Save az lype: |Tth File]” txt]
CSW File[* cav)
E scel File[".xlz]

Picture 10-20List Export Interface

10.2.3.6.4Print

Print menu item will open systems printing interface that
provides a list of devices currently displayed will print out the

function, as shown below.



Printer

Name: |56 HP LaserJet P1008 ~|  Propetties |

Type: HP Laseret P1008
Where:

Page Range Copies
e Al

" Current Page

" Pages v Collate
Enter page numbers and/or page ranges
separated by commas. For example, 1,3,5-12.

Print IAII pages in range L]

| oK | Cancel ]

MNumber of copies:

Picture 10-21Print Interface

10.2.3.7 Help

About
Help Fi !

| Serial Murnber | Vers

Picture 10-22Help Menu

The Help menu contains two menu items

About menu item, display the copyright on software asset

management module and other information.

Help menu item will open the online help documentation.



10.3 Device Icon Management

Select the menu "Tools" = "Device Icon Management." If
the prompt "Connect FTP server failed!", Then close the form,
make sure the servers running FTP server and then open, as

shown below

| ] v
File M ame tadify Time File Mame Madify Time

bmp <DIR> 20131111 11:19:42 bmp <DIR>  2013-11-11 11:15.00
ipa <DIRy  2013-11-1111:19:42 ipg <DIR>  2013-11-11 11:13.00

Picture 10-23Device Icon Management Interface
You can upload pictures to the local device to the
server, you can put the device on the server to download the
picture to your local. Display device icon to use, you can

right-click the device popup menu "Looklup Atrribute" -



"Basic Atrributes" to make changes.

10.4 Device Configuration File FTP

Management

Ftp server for managing the user name and password, as

shown below, you can view FTP.

Uncategorize d Uplaad File

Local File (]

[ Download Fie:

Save Default Selfings -
in result

Picture 10-24FTP management interface device profiles

10.5 Config Template Lib

10.5.1 Configuration template file

System main menu item "Tools" = "Confi Template Lib"
Open. List of configuration files can be uploaded for others to

download; You can also download the configuration file to the



currently selected path.

Double-click the folder, and displays all files and folders
under the path of the folder; click on the title of the list of the
"path" to show case a directory on the file under the current
path. Double-click the file, you can select the file to be

modified for the operation. Right-click pop-up menu as shown

below
Template Mame T Path Type b odify [ ate
1t ! file 20131118 18:53:12
2013118 188 tut 51118 165414
oa
pak. bt } - 131118 18:53:32

Hew Classification
Add

Modi £

Delete

Befresh

Picture 10-25Template Library Management Interface

In the list of the blank, right-click the menu option

"Download", its interface is shown below.



X

Download

E v [ue

File Hame

Delete Dowwnload Drovenload All

Picture 10-26Download Interface

10.5.2 Command File

Right-Click and two menu appear, 'Add’ or ‘Modify’.




O ] O g O O O o o

enable
configure terminal
interface ethernet

Command line prompt

wigit the switch
enable interface wlan-interface
configure terminal
interface ethernet
interface wlan-nterface
interface supervlan-interface

uger management
USEMAMmE
privilege
pazaword
ugermname change-password
uzermname change-privilege-prid
ho LSEanme

port config

vlan config

Ip interface config

afp config

dhcp config

Local IP address pond

static route

fip config

ospf config

bap config

multicast config

acl config

qos config

ztp config

802 1% corfig

onu config

configuration files management

onling load promotion procedure

Picture 10-27Command File Interface
The left side of the interface provides a command-line
prompt. Select a command, click the "=" is displayed to the
right of the command-line display. The left side of the
command line interface prompt trees, providing right-click
menu item "New Command Line / create new directory /

modify / delete".



10.5.3 Applicable Scope

“Applicable Scope” isusedto “Bacth Config” , itcan

judge whether the file is adapt to the device.

Click the "Applicable Scope”, the interface is shown below.
Scope provide "keyword type" and "Brower Rule" are two
options, the current "rule” is not supported. "Keyword Type"

including "Device Type" and "Producer”

Select "Device Type", said the current command line of
the file is only applicable to these types of choices. During
"batch configuration", the current device type and save the file
command line type for comparison. If the type is not found in
the file, then import the file command line does not apply to

the type of equipment.

Choose "Producer”, said the current command line of the
file is only applicable to the vendor equipment. During "batch
config", corresponding to the type of the current device
equipment manufacturers [correspondence can "discover
configure - can discover the appearatus tabulation" from the
command line to get] file saved equipment manufacturers for

comparison. If manufacturers names do not match, then the



file into the command line does not apply to this type of

device.

Key Words Type:
Dsvics types v
GDCBM700 - GDCBMT00
0LT 04 ON 04
0LT D4P

ONU 16

ONU 1EHG

ONU Z4HG

ONU 24

|EP2100-4FT

|EP2100-4GT

ONU LO4G

ONU D4y2

ONU 020IP

HO-EOU1000T

HO-EOU0400C

HgQEOU400OC
HO-EOUDE00
HO-EOQUOIEEC

HO-EOUO24EC

ONU MG

N 02

ONU 027

ON 04562 <
ONU 04T
ONU 04w

ONU 042

ONU By v

Picture 10-28Applicable Scope
10.6  Topo Link Management

Choose menu“Tools” = “Topo Link Management”,As

shown below.



Please choose to operate the Subnet

101260 192.168.228.0
192.168.145.0 1012.4.0

E

Picture 10-29Topo Link Management Interface

Choose the network you want,Click the ‘Next’,as shown

below.




Subret [P Result

10.12.6.0 Operation Succezsfull

192.168.1450 Operation Succezsfull

132.168.2280 Operation Succezsfull

1012.4.0 Operation Succezsfull
1003

Cloge

Picture 10-30Topo Link Management Result Interface

When adding a node in the topology view, such as
connection management node in the topology, select the IP
subnet, then if a connection exists between the device will
automatically display the relationship between devices
connected. Example: Add a new topology view widely
Xinyuan district (hz), add a node, select the subnet 10.9.1.64

10.9.3.64 all devices within and click OK, as shown below.




frmy? (o)
5 TiNetSZ0Z4EI-S §TiHetS2074ET-Ea

@_ ~710.9.3. 126 /10.9.3.58
5 TiNetS2024EI-S e

10.9.1.94 r

]
/{‘;‘ \9”5
Ao &
/z’ [
//{
o

—
—
& TiNetS3E50

10.9.3.85 5 TiHetS30ZGE-FM
10.9.3.69

Picture 10-31Topo View Interface



Chapter 11 Window and Help

11.1 Window

Including Close Current,Close All,All
Minimize,Vertical,Horizontal,Cascade, ToolBar,as shown

below

1 BESEETRGEN Help (H)
Close Current (C)
Close A11 (4D

A1l Ninimize (1)

—  Vertieal (¥) S
Horizontal (H)
Cascade (1)

ToolBar [T) r

v 1 Device View
2 User Security Manage
3 History Config Log

Picture 11-1Window Menu

Function menu items are described below:
Close Current:Close the current open windows.

Close All:Close all windows which have been opened.



All Minimize: It makes the windows witch have been

opened in all the minimized state

Vertical: It makes all the windows have been opened on

the panel, horizontal tile

Horizontal: It makes the already opened all the windows

on the panel vertically tiled.

Cascade:It makes the already opened all the windows on

the panel, stacked display.

ToolBar: Display icon size, and whether to hide title, etc.

Cazcade (1)

ToolBEar (T) Small Icon

. . v Bigz Tecon
v 1 Dewice View

2 User Security Manage v Show Caption
3 History Configz Log Hide Captien

Picture 11-2ToolBar
11.2 ' Help

Including ‘About’ and ‘Context’,as shown below

3 +-1- o0 |
About. .. (&)
Context (H) ‘




Picture 11-3Help Menu

Function menu items are described below:

About: It shows about dialog box of NMS.

0 | About platform customer end of RGER¥iew network ma.. . |Z”E|rz|

NGBNView Network Manager Svstem

About | Licenze

Izzue Date: 2014, 3. 18
Weraion: 2. 2. 1165
Copwright: COM Technologies Co.,LTD

Service Support: support@zzgzcom. com

FPhone: 800-320-3311

Picture 11-4Ablout Dialog

Help: Open the Help of NMS.



Chapter 12 View

12.1 Physics View

Click the navigation tree on the physical half of the IP

navigation tree, then in the right window is open subnet view,

subnet view of the device according to the subnet organized

manner for display, rather than show the physical topology of

the device. As shown below.

o 10.12.4.0/24
» 10.12.4. 27 (BFC
= 10.12. 4. 110 (EF
= 10.12.4.242 (0
= 10.12.4. 248 (1¢
= 10.12.4. 249 (GF
< 10.12.4. 250(T5
= 10.12.4.251 (0
o 10, 12.4. 252 (0

= B Netvork
= T0P0

10,134, 2710, 12,4, 282

5 OLT 04
EFO.

|

5 OLT 04
EPON

5 OLT Gogp
GRON

o) o)
5 GICENTOD 5 TiNetS2600-DIFC.
Lootom Tiliet

Picture 12-1Physics View Interface

Subnet views are automatically added, that added to the

network management system based on the current system's

equipment and automatically organize and generated.



Subnet to subnet view, organize equipment, considering
the large number of devices is not easy to observe, and
therefore take the form of paging display with 50 units of
paging devices. And indicate the range of the device within

the page address in the view of the top of the page field.

Above diagram view provides the appropriate buttons,
from left to right are’Slelect’,"Airscape view", "settings", "add
node”, "Delete Node", "Add Link", "Add Auto Link", "TOPO

Search", "select all", "layout” function.

Select: The default mouse function button, you can click

the mouse and marquee equipment;

AirScape: Showing AirScape view, in miniature display

the contents of the entire view.

Settings: Open the View Settings interface, you can set
the size of the device icon, the view of the display device icon

labels, as shown.



Device Label Type
Clip
[ Label

Host Mame

| ok || cancel

(%) to azzign 400 % 40 w

) cugtom

] 4 ] [ Cancel

Picture 12-2Setting Interface

Select All: Select all devices;

Layout: When two devices are selected, B - Layout

button to use. The layout of the equipment, including

automatic, mesh, bus, single star, binary star, ring, cutting



ring, hierarchical tree, tree and hybrid divergent.

There are several options that will be involved in the

topology view, there is no longer repeat.
12.2 Topo View

12.2.1 Topo View Interface

Physical topology navigation tree view navigation tree

Ministry can open topology view, as shown below.

oy’
5 58600-04 Sf;ENEDDD—lG
Optivay E? &
<
\ Vi
% F
o 3
./ NGBNView-Airscape View E|

==

[EETSR 4

5 EMNZ2000-04G-W3 Y

Picture 12-3Topo View



12.2.2 Menu View

From the picture we can kown,tcompared to the subnet
View, Toolbars more 6 function buttons, from left to right are
"View Save", "Add node", "Delete Node", "Add Link" "Adding

auto link, "Add Virtual Nodes" function.
View Save:saving the current topo view

Add Node:Open the Add node interface, you can choose
to add a node to the topology view, as shown below, select
the device interface on the left side to the right, you can add it

to the topology view;



zelect type

®0n View () 0on Device Type

hri kel

Select Dewvice

1 Network

s o

0k || Cancel

Picture 12-4Add Node For Topo View

Delete Node:Deleting one node from the topo view;

Add link:Add a connection to the topology of the two
nodes, as shown below, select two nodes, click the button, it
will automatically join the two devices in an open interface to
add the connection, the two sides set up the connection port,
select after the connection type and click OK to add the

completed;




Source | W Source Port

Target Target Port

(*)Fact Link ) Dummy Link

Picture 12-5Add Link for the topo view
Add Auto Link:If a connection already exists in the
database, then click on the Connect button will automatically

be added to the topology view;;

Add Virtual Node:Some can not manage network nodes
may be added to the mode of the virtual node to the topology

map in order to better organize the topology.

12.2.3 Add Topo View

Subnet view different topology view must be created
manually by the user in the navigation tree topology, there are
three types of nodes, one root node "network management
system", the node unique and actionable; Il is a directory, its
node formerly with the icon of a folder; three are topology

view, before its node name also has a special icon. To add a



topology view, only in the second category, which is carried
on the catalog node operation, select a directory node, click
the right mouse button in the pop-up menu, select "New"
menu item, you can open the Add topology view interface, as

follows below.

Please input the length iz not more than 20 characters (a
Chinese characteroccupies 2 characters) dewelops the topo
chart name

Topo Mame or Dir: |

Picture 12-6Add Topo View

Input view name here, click OK, you can add a node in

the topology view in the selected directory .

The view node you just added is blank, you can increase
the device node through its toolbar topology view. Right-click
in the view column which appears to increase node, a node

can add a step down, as shown below.



% ¥
= 61 Networlk

= TOFD
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B test
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& tmp
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Picture 12-7Add Node

In the catalog node popup menu, select "New Folder",

you can create a subdirectory under the directory.

12.2.4 Topo View Operation

Node in the topology view, click the right mouse button,
you can operate in a pop-up menu, including the "Restore

Map",

backup Map", "delete”, "rename” and "Reinit Tree" five

functions.

Restore Map: The topoof the backup file into the

topoview

Backup Map: The selected node topology navigation tree
topology corresponds to backup information to a compressed.
Map file format, saved in the specified directory, as shown

below.



Please zelect backup directory Select Dir

Selected Directory iz

B ackuping information of devices in map accesziully
et devices information backup-file fraom serreer Jccesziully
Create backup zip file tp[201 4067111 759).zip

Cloze

Picture 12-8TOPO Backup

Delete: Click on the menu system will delete the current

topo view
Rename: It will rename the name of the topo voew

Reinit Tree: Get the conformation of topo again.

12.2.5 Share Map

The node and catalog node topo view pop-up menu, are
available through the menu item "Share Map" to open the

Map shared interface, as shown below.



\Epon

File: Mame
1.map
test.map
tmp.map
tst.rmap

Madify Time File Mame Madify Time
2013-11-19 08:55:21
2003-11-11 17:25:28
2013-11-19 085705
2013-11-11 17:25%28

Picture 12-9Share Map Interface

Map shared interface on the left to save the topo view
local client files and the corresponding directory, the right to
the back-end server topo view files saved and the
corresponding directory, open the interface menus on
different nodes, the local left of the interface directory will

have some differences.

Through the interface to select the file or directory can be
uploaded to the server to be shared, can also be downloaded
to a local, so that you can display the corresponding local

topology view.




Different users can access different topology view and
corresponding operations, specifically with reference to the

security log management section description.

& Note: You must ensure that the back-end server starts an FTP server, you

can start in the back-end server interface tool menu when sharing Map.
12.2.6 TOPO PinYin Sort

The node and catalog node topology view pop-up menu,
are available through the menu item "TOPO Figure
alphabetical order" sub-menu item "ASC" or "DASC" to
control TOPO view order catalog node is displayed, as shown

below.



= . Network
=1 TOPO
=] Epon
i 1
ﬁ tezt
faf tmp
f& t=t
[ Gpon
[ task
[ test
O

Picture 12-10TOPOASC View
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Picture 12-11TOPODASC View




12.2.7 Query TOPO

TOPO view inquiry is to find a node in the

current TOPO viewnavigation tree, its interface as shown.

Look for the condition

atch Caze

[] Match whole wWord Only
K.y Marme:

I Up (%) Down

[ Result in a tabular way

[ Cancel ] [ Help ]

Picture 12-12TOPOView Query Interface
Display the results in a list of search results is used to
control the display position, if the item is selected, the

interface change

Double-click on the table at this time a node, then the

node is selected in the navigation tree, as shown below.

& SEROD-D4
8604 ey

! ENZDDD—DF fromnny! i)
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Picture 12-13Select the Node in the Tree

If you choose not to display the results list, then select the

search to the first node in the navigation tree.

If you check out the multiple results, you can view by
clicking on the next button, you can automatically select the
next one, if the list is to display the results, it is both the list
and the navigation tree selected. Up and down radio button
control to see when the next traverse direction, traversing the

last one will return to the front one..

12.3 Geography View

12.3.1 Geography View Overview

Geography view is mainly for the convenience of users
using non-IP management model to manage the device, the
device specified by the user's own rules the way the
organization is set to constitute yourself. After the system is

installed, users need to manually add geographic view.

12.3.2 Construct Geography View Tree

Click “View” ="Geography Information” as shown below



NGBNView-Geography Information @

=-Network Geography Information
.57
4. Southirea Pleasze choose_correqunding
Lo a geographical information or
= Qionyul.oa new information of direct
=-0LE input

..... I3
city 5L

section Southirea

District Hiomyuload

Buliding “L%
Flogr O
Custom. ..
Export... | | Import. .. | [ Add l | Delete | | h'[-:dif:i.y|
| Apply || Exit || Help

The current operation : Add

Picture 12-14Geography Information interface

First at the interface with the mouse click position the left
navigation tree nodes increases, then the right side of the
interface, enter or select a geographic information-related
information. Confirmation fill is correct, click Add, you can find
the newly added node in the left part of the interface
navigation tree. Users can edit tree nodes through the

interface below the "delete", "modify" button.



It also can use the "Import", "Export" button in the form of
Excel tables directly into geographic information specific file

format can be exported after understanding.

& Note: Select the node to be deleted in the geographic information in the

navigation tree, click the Delete button to complete the deletion. This node removal
only removes the node in the navigation tree, does not remove its representative from
the platform of the device.

12.3.3 Fill Geography View Data

Device settings selected geographic information for the
first node in the physical view navigation tree, and then
display the device view, select the device you want to display
the geographic view, right-click "Lookup Attribute”. Click
"Modify", the corresponding node can be geographical view,
find the device view to the device. The mouse on the icon on

the device, there are as shown information display.



P
"
S 0OLT 04
EFOH

lewice Hame: 10.12.4. 110

Ho=zt Hame: EFON

Dewice Location: SZScuthbreal: onfuload
Dewvice IF: 10.12.4. 110

Dewice Mac: 00:01:C2:00:01:01

lewice marmfacturer:

Deviee OID: 1.3.6.1.4.1.13484.1.3.30.1
Tlewice type: OLT 04

sub—net: 1012 4.0

running time:. 90ayZlHZM

lewice notes:

Picture 12-15Device Information



Chapter 13 System Backup

System manual backup server module via FTP protocol
(File Transfer Protocol), a variety of files between the client,

server required for transmission.

13.1 System Backup Overview

As shown below

. NGBNView NMS
& Equipment Manage System
NGENView Client
. NGEMView Server
. Tools
L% System Backup
£ Update Topo Map

Picture 13-10pen The Backup Interface



Client Rewvert

Server Backup Server Revert

Motez: The backup or revert on the zerver must be login in zerver firzt 11

Picture 13-2System Backup Main Interface
13.2 Client Backp

Client Backup Includs: Device Icon. Topo Map.
Background Image and Config File.Completed by a
compressed backup information. Select what you want to

back up, click Next, as shown below.



Client Backup \ Clignt Revert \

Server Backup \ Server Revert \

Maotes: The backup ar revert an the zerver muzt be lagin in server firzt 1

Picture 13-3Client Backup Interface

Click the Next button,




R ezult:

Backup file successll

Return Cloze Dretail

Picture 13-4Client Backup Result Interface

Clickl the ‘Detail’,as shown below

Evaluation copy. Please register.

Creating archive CH\NGEBNViewh\clienty»\2014-068-13-15-35-47.rar

Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding

<

CrhNGENVT ewhclient\DevicaImages \bmph2000ei1con. bmp
CWMNGBNVTewhclient\DeviceImages bmp2008ed conl. bmp
CrhNGEENVT ewhclient\DeviceImages bmph2008eiiconl. bmp
CWMNGEMVT ewhclient\DeviceImagesyhomph2008epicon. bmp
C:\NGBNView\c]ient\DevﬁceImages\bmp\2008ic0n.me
CrhNGENVT ewhclient\DeviceImages \bmph2008M7 conl. bmp
CINGENVT ewhclient\DeviceImagesybmph2016eiconl. bmp
CWNGBNVTewhclient\DeviceImagesshmph20l6ediconl. bmp
C:\NGBNView\c]ient\DevﬁceImages\bmp\2016icon.me
CNGBNVTewhclient\DeviceImagesybmps2016mi conl. bmp
CrhNEENVT ewhclient\DeviceImages\bmph2024eiconl. bmp
CWMNGENVT ewhclient\DeviceImageshbmph2024eiiconl. bmp
C:\NGBNView\c]ient\DevﬁceImages\bmp\2024ic0n.me
CrhNGENVT ewhclient\DeviceImages \bmph2024mi conl. bmp
C:\NGBNView\c]1ent\DevﬁceImages\bmp\Z&OOicon.me
CWMNGBNVTewhclient\DeviceImagesshbmph2926sconl. bmp
C:\NGBNView\c1ient\DevﬁceImages\bmp\2926Viconl.me
CNGBNYTewhclient\peviceImages whomph3026efmiconl. bmp
C:\NGBNView\c1ient\DevﬁceImages\bmp\BOZGeiconl.me
CMGENVT ewhclient\DeviceImages whomph3026etticonl. bmp
CWNGBNVTewhclient\DeviceImagesybmpy30267conl. bmp
CrhNGENVT ewhclient\DeviceImages bmph 30429 conl. bmp
CMNGENVT ewhclient\DeviceImagesybmph36507conl. bmp
CMNGBNVTewhclient\DeviceImagessbmph36607con. bmp

EEEEEEEEEEEEEEEEEEEEREEE

Picture 13-5Detail Interface




13.3 Client Revert

Client Revert Includs: Device Icon. Topo Map.
Background Image and Config File.Completed by a
compressed revert information. Select what you want to

revert, click Next, as shown below.

Pleaze zelect the packet you want to decompreszion;

Browszg

Back M et

Picture 13-6Client Revert Interface

Click the ‘Next’,it will show ‘Do you want to delete current

data before restoration’,as shown below



R ezl

Device iconrestore successll

b apDiata restore successll
Background Imagerestore success!l
Configrestore successll

Return Cloze

Dretail

Picture 13-7Client Resert Result Interface

Clickl the ‘Detail’,as shown below

Evaluation copy. Please register.

Creating archive CH\NGEBNViewh\clienty»\2014-068-13-15-35-47.rar

Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding
Adding

<

c:

aisininisininisininiainintiainininialinininlin]

SNGENVT ewhc1ient\DevicaImages\bmph2000ei 1 con. bmp

CWMNGBNVTewhclient\DeviceImages bmp2008ed conl. bmp
TWNGENV ewhclient\DeviceImagesibmps2008e1i conl. bmp
TWNGENVT ewhclient\DeviceImagesibmpy2008epicon. bmp
:\NGBNview\c]ient\DevﬁceImages\bmp\ZOOSicun.me
TWNGENV ewhclient\DeviceImages s bmpt2008mMicorl. bmp
TWNGENVT ewhc1ienth\DeviceImagesibmpy2016eiconl. bmp
TWNGENVT ewhclienth\DeviceImagesihmph20l6eiiconl. bmp
:\NGBNView\c]ient\DevﬁceImages\bmp\2016ic0n.me
TWNGENVT ewhclienth\DeviceImages i mpy20l6miconl. bmp
TWNGENV ewhclienthDeviceImagesihbmph2024eiconl. bmp
WNGENVT ewhclient\DeviceImagesibmph2024eiiconl. bmp
:\NGBNview\c]ient\DevﬁceImages\bmp\2024ic0n.me
TWNGENV ewhclienthDeviceImages hbmph2024miconl. bmp
:\NGBNView\c]ient\DevﬁceImages\bmp\Z&OOicon.me
TWNGENVT ewhclienthDeviceImageshbmph2926siconl. bmp
:\NGBNView\c1ient\DevﬁceImages\bmp\2926viconl.me
DWNGENVT ewhclienth\DeviceImagesibmpy3026efmiconl. bmp
:\NGBNView\c1ient\DevﬁceImages\bmp\3026eiconl.me
TWNGENVT ewhclient\DeviceImagesibmpy3026etficonl. bmp
TWNGBNYVT ewhclient\DeviceImages bmpt30267 conl. bmp
DWNGENV ewhclient\DeviceImages bmpi 30429 conl. bmp
TWNGENYVT ewhc1ient\DeviceImagesbmpy36507 conl. bmp

[

NGBV ewhclienthbeviceImageshbmph36601con. bmp

Picture 13-8Detail Interface
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13.4 System Backup and Revert

Interface

Server System Backup and restore client login interface
similar to the login screen, the same need to enter Host, Port.
While the client can log in with the same interface used by the
server automatically records the address of the interface as

shown below.

J1] Server Param Settings @

Hozt: lm j

Part: 12030

Enter | Cancle |

Picture 13-9Server System Login Interface

Server Backup and Revert ,you nend to start the server

and FTP.

13.5 Server Backup

Server Revert includs: Device Icon. Topo Map. Config



Flle. Database. soft Lib. Alert File. Config Log. Report.
Server Log.Server through a directory to save, which were
compressed after each project there is a corresponding
backup directory, the directory and the directory name is not
available, the presence of a fixed directory. Select what you

want to back up, click Next, as shown below.

Check the Backup information

Current zelec t; Server Backup

You will backup following

Device lcan

- Back Nest

Picture 13-10Server Backup Interface

Click Next, as shown below.



m Check the Backup information

R esult:

The request of the backup data has already sent

Success of the backup file [such as backup or restore files ta
continue ta return bo the main soreen, click the button, ar select
Cloze bo exit the software]

Return Cloze

Picture 13-11Server Backup Result Interface

13.6 Server Revert

Server Revert includs: Device Icon. Topo Map. Config
Flle. Database. soft Lib. Alert File. Config Log. Report.
Server LogSelect the items you want to revert, click Next, as

shown below.



Chet:k the restore information

Current zelec t; Server Restore

'ou will restare following

Device lcon

............ e Nt

Picture 13-12Server Revert Interface
Click Next to compress the backup server reads the
directory of fixed package file, choose to restore compressed,

as shown below.



Che-::k the restore information

Fleaze zelect the packet pou want to decomprezsion:

20131 2-05-16-21-13.rar
201312-05-16-21-33 rar

Back M et

Picture 13-13Server Revert Result Interface

Click Next,as shown below.



Check the reztore information |Z”E|[zl

R ezult:

The request of the restore data has already sent
The backup data iz reverted success.if you want continue to
backup or restore data,please go back ta the main interfad

R eturn Cloze

Picture 13-14Server Revert Result Interface



Chapter 14 Update TOPO

14.1 Update TOPO Overview

This chapter is mainly on topology operation, mainly for
bulk operations topology, without a set or an upgraded main
functions are to upgrade the old version of the topology map,
set the size of the topology map, as well as on the topology of
the device tagging, you can set the background color for the
topology view. Open the upgrade topology is as follows.

NGENView NMS
& Equipment Manage System
NGENView Client
MNGEMView Server
Tools

1% System Backup
£ Update Topo Map

Picture 14-10pen Update Topo Interface



& NGBNView — Topo Nap Update[C:\RGBNView]l

Select Dir: |CZ\NGBNViEW | Browse | Update |
f» 0ld Topo Map Update Al Topa Map Size Setting i All Topo Map Label Setting Al Topo Map ‘W allPaper Setting

10:21:21 #. Map file swystem iz searching...... finizhed!

Progress: 0% | 0/0 Clear | |

Picture 14-2Update TOPO Interface

Brower: To upgrade the topology of the topology of the
storage location. Can be found by browsing the file folder

where the topology.

14.2 Update Previous TOPO

The upgrade is mainly for upgrading the previous
topology to meet the requirements of the new version of the

topology map.
14.3 Set All TOPO Size

Topofor the folder to re-set the size, select this option and

then click on the upgrade, as shown below.



¥ HGBNView — Topo Nap Updal & Set Display Size E EI@'E'

Select Dir: CANGEBNView | Browse I| Updatel

‘ ¢ 0ld Topa Map Update i* “fidth I [B00— 4038 Al Topo Map 'walPaper Setting

10:21:21 #. Map file =wstem iz 3

Height I [BO0— 2048)

ok | Cancel |

2

Progress: 0

0/0 Clear | Stop |

Picture 14-3Set Size of TOPO

Width: length, range from 800 to 4098

Height: range from 600 to 208

If outside this range, the message will appear, as shown

below.
% HGBNY¥iew — Topo Nap Updai W Set Display Size | £IE|M|
Select Dir: CANGEBNView | Browse I| Updatel
‘ ¢ 0ld Topa Map Update i* “fidth 233 [B00— 4038 Al Topo Map 'walPaper Setting

10:21:21 #. Map file zwstem iz =

Height 122 [BO0— 2048)

NGER¥iew — Topo Nap Updater

Enter the width of topology, can not exceed the range of S00-40968

1
Frogress: L4 o/0 Clear | Stop |

Fel

Picture 14-4Message



14.4 Set All Topo Label

Some labeled topology, as shown below

& Select the Display label

L B Updat
Sl Please select the device dizplay label, chooze one to three | fowse ” poae |

the nurnber of labels

Display label » Al Topo Map Label Setting i Al Topo Map ‘W allPaper Setting
v Tupe
9:19 atabadminiEponitest.map’...... finizhed!
9:19 v IPAddress atabadminiEponitmp. map™ ... ... finizhed!
9:14 ata‘\adminiEponitst.map™...... finished!
9:19 atatadminiGponit.map’...... finizhed!
9:19 ata‘adminttaskiqs.map’ ...... finished!
;14 [ Host Name atatadminitestiw.map’...... finizhed!
9:14 ata\adminitmpitmp. map . ... .. finizhed!

0] | Cancel |

Prod _ 10410 Clear

Picture 14-5Setting all Topo Label
In the topo ,there are Type IP Address,ID,Host
Name.Select at least one, select up to three, if multiple choice,

the following information appears.

Sl Please select the device display label, chooze one to three | Browss ” Update |

the rumber of labels

|: Dizplay labet
— IV Type NGER¥iew — Topo Nap Opdater
= ¥ IPAddiess | £\ 001y choose ome to thres display label, re-select!
I Host Mame

(] 8 | Cancel |
Pr | o/0 Clear

Picture 14-6Multiple Choice Message



Set up to display the label, click OK, then update the

topology map, updated results are shown below.

s LT 04
10.12.4. 110
10.12.4. 110

./ / %

& OHU O4m & OHU O4m & OHU O4m & 0NV 045 & 0NV 045 & OWU 08 & 0NV 24 8 other & 0NV 04 & NI 1BHZ & 0NV 18 8 0HU O

00:00:01:45: 100:04:54:51 :500:01 :54:53:200:56: 72 1C:EXN0:00:54:6F:300: AE:CE: A5 4404 : 30 AC: E0: 0000 CE: 95 6F : TN0S: 3003 : 26 MO0 52 45 4C: E00:0A: 54 15900 04 5“ 15 D1:85
OHy -1 OHy - 2 OHU - 3 OHU - 4 OHU - 5 OHU - B oHy - 7 OHU - 8 OHU -9 OHY - 10 Optitay Dptita K__b/_\

Picture 14-7TOPO Label Upgrade Result Interface

14.5 Set topology background

The function is as the background color to set the

topology map to open as shown below

| Browse ” Update |

Al Topo Map ‘WallPaper Setting

¢ 0Old Topo Map U Pty g
[
10:21:21 *. Map fi
Browse

al's Cancel :| 070 M 4

Progress:

Picture 14-8Set TOPO background Color



Path: Select your desired background color, the picture
only support. Jpg and. Bmp format images. After selecting the

image, click OK to be upgraded, as shown below.

o

14:30: AC:EQ:0000: CE: 98:6F : DI08:30:03:26: A00:52:45:4C: E'V0: 0A: SA: 15:900: 0A: SA: 16:D1 : 95|

Picture 14-QUpdate TOPO Color



